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1. A group of hackers stole millions of credit card numbers from Target stores.

2. The hackers used a virus to gain access to Target's computers.

3. The hackers stole customers' personal information.

4. The hackers sold the stolen information on the black market.

5. The hackers also hacked into the systems of several major US banks.

6. The hackers stole $81 million from banks.The U.S. Justice Dept says Iran hacked several 
companies.

According to the indictment, the hackers stole information about satellites and aircraft.The FBI says 
that the defendants stole data about US citizens and sold it to Iran.-"The charges stem from an 
investigation into the hacking group known as “Lizard Squad,” according to the U.S. Department of 
Justice. The group claimed responsibility for the NotPetya cyberattack in 2017, which caused billions 
of dollars in damages worldwide. According to court documents, the hackers used a malware program 
called WannaCry to infect computers around the world. The malware encrypted data stored on 
infected devices. Victims had to pay thousands of dollars to decrypt their files."

- The case against three men accused of being part of a Russian hacker group was unsealed Monday.

- One of the suspects allegedly hacked the White House's email system and stole classified 
information.

- The FBI says the group also targeted the U.S. Senate, the State Department, major banks, and media 
outlets.

- The three men arrested include Alexsey Belan, who is suspected of creating the WannaCry 
ransomware attack in May 2017. He is still at large.

- Another suspect, Evgeniy Bogachev, is believed to be behind the Gameover Zeus banking Trojan.The 
defendant is accused of hacking into computers belonging to the Democratic Party and Hillary 
Clinton's campaign chairman John Podesta.The United States Attorney's Office for the eastern district 
of Virginia released a statement about the arrest of Paul Manafort.







