


Ransomware FAQs

• 2019 saw over 188 million attacks


• 40% of victims pay ransom averaging $84K/incident


• Downtime costs are 5-10X the actual ransom 


• On average it takes 7.3 days to get back to business as usual


• Predicted 2021 global damages due to attacks over $20 billion



We get you Ready 

We Set you up 

So you are good to Go



RansomAware Process
• We assess your current AD (Active Directory) Landscape


• We provide a report of your vulnerabilities 

• We suggest short term and long term solutions


• We work with you to build a plan for recovery including people resources 
and processes


• We ensure the minimum amount of exposure allowing business 
continuity



Why RansomAware
• RansomAware process was built by the top 

AD talent in the industry, working for large 
multi-billion dollar companies looking to 
decrease their risk of exposure.


• We do not replace systems or technologies 
you are invested in.  We work within your 
organization to build a plan and produce a 
run book to mitigate your risk and allow you 
to continue business as usual.


• We will develop the fastest RPO (Recovery 
Point Objective)  your organization is 
capable of.


