
Military and Police 

Identity Suite

ALLIED IDENTITY® Call us today +1 747-215-9200
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Benefits to the Military and Police

• Eliminates ghost employees

• ID’s can be instantly read on mobile devices in field 
without internet connectivity

• ID’s have eSignature capabilities for asset check-in 
and out e.g. tools, weapons or evidence.

• The ID holds training, certifications, Emergency 
Health Record file built on HL7 standards and other 
related data for instant verification.

• Can be tied to a secondary Uniform RFID tag (in 
buttons or epaulets) for high security assurance at 
gates.

• Integrates a vital EMS solution as part your 
governments national security system and plan

• Supports 7 types of Biometric modalities 

• Integrates with PACS, Time and Attendance, HR and 
Single Sign-On Solutions 

The iChip® Military and Police Identity Suite is designed to improve security through a unique

multifactor management system. Allied Identity's technology is based on international (ICAO) and

federal (NIST & PIV) standards and is designed to have backward compatibility with many of the

existing physical access systems installed today. Using a biometric enrollment system built for the US

Department of Defense the system is based on interoperable standards. the iChip Suite can

communicate with all background services e.g. Interpol. The suite uses sophisticated smart cards

built on the iChip® microprocessor that exceeds all FIPS standards for Authentication and

eSignatures. The System integrates with printers from Fargo, Zebra and Matica. Our system

automatically comes with hooks to the Salamander Live Emergency Response Software.



Credential Part # Card-File Type Interfaces Features

SMSICNIICAOCL ICAO 9304 ISO 14443-A/B Authentication, eSignatures

SMSICNIICAOCP ICAO 9304 ISO 14443-A/B & Prox Authentication, eSignatures

SMSICJXPIV2CL PIV II ISO 14443-A/B  Authentication, eSignatures

SMSICJXPIV2CP PIV II ISO 14443-A/B & Prox Authentication, eSignatures

SMSICJXPIV2DI PIV II ISO 7816 & 14443-A/B Authentication, eSignatures, SSO

SMSICJXPIV2DIP PIV II ISO 7816 & 14443-A/B + Prox Authentication, eSignatures, SSO
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