
JANUARY/FEBRUARY 2019 

0 
1 
1 
1 
j 

; ,,. •-· -~ - '~--·. ,, 
~- \r, ,=.:...:.,_, , 
:; , ,'. l ~ . -~-,,,6l 

THE OFFICIAL MAGAZINE OF THE VIRGINIA SOCIETY OF CPAs 

DISCLOSURES.VSCPA.COM 

1 
0 
1 
0 
1 
0 
0 
0 
1 
1 
1 

,.; 

1 

0 
0 
0 

' ' ' 1 



contents 

MASTER THE DATA DOMAIN 
page 16 

Avoid confusion in your organization by getting a handle on 

Master Data Management. 

Features 
22 Yellow Book Redlines Are Here 

Major changes to government auditing standards 
mark the first major revision since 2011. 

26 Creating a Culture of Service 

The new #CPAsGiveBack initiative encourages CPAs and their 
firms to undertake service projects year-round. 

Columns Departments 
9 

12 

14 

CONNECT: connect.vscpa.com 

TWITTER: @VSCPANews 

Professional Development 
Work-life balance 

VSCPA2025 
Center for Innovation 

Young Professionals 
Reverse ageism 

4 President's Perspective 

6 Line Items 

8 Tech Talk 

10 Advocacy 

30 VSCPA News 

33 Classifieds 

34 I Am the VSCPA 

LIN KEDI N: tinyurl.comNSCPALinked lnGroup 

FACEBOOK: facebook.com/VSCPA 

INSTAGRAM: instagram.com/VSCPA 

DISCLOSURES • JANUARY/FEBRUARY 2019 • DISCLOSURES.VSCPA.COM 3 



accounting 

MASTER THE DATA DOMAIN 

CPAs are uniquely qualified to help implement Master Data 

Governance - essential for Master Data Management. 
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Thomas E. Schmitt, 

CPNCITP, CGMA, 
CISA 

Have you ever been working on a project, 
performing research or executing analyses, 

only to find later you wasted days because some of 
the data is suspect? Perhaps the data was initiali zed 
correctly but the maintenance was inconsistent, or 
it was updated based on varyi ng fi eld definitions. As 
compan ies become more data-driven, the ri sk of bad 
decisions related to fau lty data is increasing. There are 

signi ficant hard costs and opportu nity costs related to 
detecting and correcting these data inconsistencies. As 
the data gets worse, so do the consequences. 

WHAT IS MASTER DATA MANAGEMENT? 

Master Data Management (MOM) is the initiative 
an entity undertakes to structure, formalize and 
standard ize its enterpri se database(s). The focus is 

on data elements that are shared across departments 
and that are considered essentia l in processing 
transactions, ana lyz ing customers and/or competitors 
and supporting strateg ic decision-making. This is true 
for private and public entities, for-profits as well as 
nonprofits. 

Often the need for an MOM initiative arises over 
time. Enterpr ises in development and start-up stages 

frequently begin by relying on systems and automated 
tools that are mostly departmentally contro lled and 
focused. The initial users of these parochial systems 
are the ones who designed, selected and implemented 
them, so their underlying data records and model 

serve fai rl y narrowly defined purposes. As new records 
are created and existing records maintained, in the 
short run the respective fi elds are clearl y understood 

and properly populated. 

Know this ... 
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But as an entity moves into growth and expans ion, 
and an organization needs to share data across 

departments or units, problems can arise. Typical 
scenarios are: 

• Enhancements are made expand ing functionality 
and add ing comp lexity to the data records/data 
models 

• The entity has made acquisitions and must 
integrate systems and processes 

• The organization moves to entity-wide platforms 

POTENTIAL MASTER DATA CONFUSION 

Making the changes w ithout a we ll-thought-out MOM 

plan ri sks cross-departmental data and in formation 
confus ion. The resulting contention eas ily destroys 

projected MOM benefits and some elements of the 
entity's internal contro ls can be at risk. 

Consider the following supp ly chain situation. Both 

the buyer and warehouse manager have a field in 
thei r respective legacy departmental systems ca ll ed 
"Last Ship Date." When implementing the new 
comprehens ive MOM database, IT on ly asks one 
department what data to use to populate a similar ly 
named field in the new enterprise system. Re lying on a 
sing le answer could result in data confusion. The buyer 
may see this as the date of the last shipment from the 

supplier. The warehouse manager may view it as the 
latest date he or she can send the product to the stores 
and be assured it rema ins fresh for the customer -
two different uses for what seems to be the same piece 

of information. • 

• Master Data Management (M OM) and Master Data Governance (MDG) are parallel efforts crucial to 
ensuring that an organization's data is consistent. 

• To bring data governance to life, an organization must undertake three main steps: establish the framework, 
define key roles and implement the governing structure. 

• When implementing an MOM solution, it's best to start with a small working group and begin developing 
initial governance processes. Over ti me, the working group(s) can grow into more formalized committees 
that highlight the need for an oversight board or coordi nating council. 
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There are different examples where the same data is intended to 
be in multip le app lications, but it is not linked or coordinated 
updates don't happen. Questi ons then arise over w hi ch va lue is 
correct. 

MASTER DATA MANAGEMENT VS . GOVERNANCE 

The ri sks around subpa r M OM implementations are exacerbated 
if it is seen so lely as an IT responsib ili ty and not accompanied by 

a para I lel Master Data Governance (MDG) effort. Two different 
perspectives must be maintained in the overall master data 
undertaki ng: the IT view and the busi ness view. Thi nk of the IT 
view as the data element perspective and the bus iness's as the 
data content perspective. Working together, they help deli ver 
master data quali ty. MOM working in tandem w ith MDG provides 
thi s dual view. The ultimate objective is to present the right 
corporate information to the many departmental users that need it 

while eliminati ng data redundancy- to have a "s ingle vers ion of 
the truth" for enterprise data. 

MOM helps to ensure all the right data records and fields are 
created and presented where needed, and that unneeded or 
redundant fi elds are eliminated. MDG helps ensure the records 
and fie lds conta in the ri ght va lues, and changes are restr icted to 
va lid va lues. The two work together to ensure records are altered 

FIGURE 1. 

on ly by those authorized to do so. Va lidation rules that MOM 

systems apply are prescribed by MDG. 

There are va rious approaches used to draw out MOM database 
requ irements and manage MOM project scope (which should be 
approached in phases). Those approaches are outs ide the scope of 

this article except to say the MOM and MDG framework is bui lt 
arou nd first develop ing a deep understand ing of the respective 
business processes and hav ing a good grasp of Enterprise 
Information Arch itecture (EIA) princip les (see Figure 1 be low). 

Before bui lding the MDG structu re, a few myths must be 
dispel led: 

• The first is the myth of "the record." We sometime refer to 

" the item record" or "the vendor reco rd," but se ldom is al I 
the relevant item or vendor information conta ined in a single 
IT record, nor are al I the relevant pieces of information 

created at one time or by a single department- various 
fie lds serve different departments and needs. 

• Th is leads to the second myth - that of "the owner of 
the record." To fully attribute resources (e.g. item, vendor, 
customer, etc.), no single department can be responsib le for 
al I facets. 

EXCERPTS: ENTERPRISE INFORMATION ARCHITECTURE (EIA) PRINCIPLES 

PRINCIPLE #1: Information architecture shall be driven by clearly articulated and properly documented business processes. 

PRINCIPLE #3: Any modifications/ corrections to master data can be made only accord ing to the rules and policies 
established by the business, including the rules of resolving data change confl icts; these changes will be made available to all 
downstream systems based on agreed upon service level agreements (SLA). 

PRINCIPLE #4: Every data item shall have an identified business owner, a custodian (steward) and a single authoritative 
source that is used by all enterprise stakeholders (regardless of how many systems may be used to capture and update 

master data operationally) . The authoritative source should obtain all updates in real t ime and make policy-based decisions 
about acceptance or rejection of the change for t he purpose of enterprise use. 

PRINCIPLE #12: Information management will include and be based on well-defined data governance rules and policies 
administered and enforced by appropriately structured and empowered groups, including an Enterprise Data Governance 

group. 

Source: "Master Data Management and Data Governance, H 2nd edition, by Berson & Dubov. 
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• The th ird myth is "the department that created the data 
owns it." This is the most cri t ica l myth to dispose of, but the 
reason won't become apparent unti l better understanding 
the MDC process. Add itiona ll y, there is a division of data 
responsib il ities w ithi n a sound M DC structure that prov ides 
a va luable set of checks and ba lances. 

FORMALIZING DATA GOVERNANCE 

To bring effective data governance to l ife, the entity needs to : 

• Establi sh the framework 

• Define the key ro les 

• Implement the govern ing structure 

It must do it in a way that avo ids slipping into "ambiguous 

bureaucracy" - the risk of making the endeavor about 
administrative structure building instead of getting data 
management and governance up and running. As we go through 
buildi ng the govern ance stru ctu re, consider the fo llowing (not so) 
hypothetica l situation. 

A company is under pressure to merge newly acqu ired stores 
into thei r organ ization so they can become operationa l as soon 
as poss ible. Un ique items they se ll must be qu ick ly set up in the 
merchand ising system. Th is requ ires related vendors new to the 

acquiring company first be set up in the con tract management and 
accounts payable systems. 

O nce internal vendor approva ls are completed, an 
acknowledgement is sent back to merchandising w here they are 
marked approved and item ordering begins. For any of these 
vendors delivering di rectly to the stores (DSD vendors), their 

"approved" vendor records flow from accounts payable to the 
store's back door rece ivi ng system. 

The SVP of Strategic Initiatives pressures the data entry teams in 
merchandising to "speed up" the item approval process. ot knowing 
where to turn for process enforcement support, the data entry 
teams set the flag to "approved" for these new vendors and items. 

Th ings come to a screech ing halt w hen DSD deliveries are 
rejected at the back door. For deli veri es made directly to the 

distribution centers, accounts payab le rejects vendor invoices 
beca use the vendors are not yet approved in the fi nancial and 
contract contro l systems. 

As you read on, contemplate the fo llowing: 

~ W ho owns the "vendor approved" field in the • 

accounting 

LEVEL 1: Initial 

Ad hoc operations that rely on individuals' 
knowledge and decision-making. 

LEVEL 2: Managed 

Projects are managed but lack cross-project 
and cross-organizational consistency and 

repeatability. 

LEVEL 3: Defined 

Consistency in standards across projects 

and organizational units is achieved. 

LEVEL 4: Quantitatively Managed 

The organization sets quantitative quality 
goals leveraging statistical/quantitative 

techniques. 

LEVEL 5: Optimizing 

Quantitative process improvement 
objectives are firmly established and 

continuously revised to manage process 
improvement. 

Source: "Master Data Management and 
Data Governance," 2nd edition, by Berson 
& Dubov. 
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DATA MANAGEMENT 
BONUS ARTICLE ~ 

Ready to put a Master Data Management 
plan into action? Check out the second 
part of t his arti cle, "Mastering the Data 

Domain: How You Can Get Started, " also 
by Thomas E. Schmitt, CPA/CITP, CGMA, 
CISA, at vscpa .com/MDGpart2. 

EDUCATION 
SPOTLIGHT 

Looking fo r CPE on th is topic? 
Check out these VSCPA offerings: 

Jan. 18 - Data Analytics & 
Business Intelligence: What You 
Should Know (2-50346) 

Jan. 25 - Data Analysis & 
Management (2-35240) 

Feb. 14 - Analyze Your Business 
Operations Data With PowerBI 
(2-52038) 

Visit vscpa.com/cpe to register. 

merchand ising system? 

• Who produces the data in that fi eld? 

• Who fi rst consumes it? 

• Who should dictate the cri teria for 

setting the fl ag? 

• W ho is responsible for the ini t ial 

enforcement of ru les? If they are 
hav ing difficul ty w ith enforcement, 
where should they tu rn for help? 

Establish the framework 

The framework is interwoven w ith where 
the organization tracks, or des ires to track, 

along the EIA information management 
matur ity sca le (see Figure 2 on page 19). 
The idea l objective of EIA matu ri ty is 
hav ing a proactive process in place w ith 
establi shed quantitative performance goals 

for measuring, assess ing and maintain ing 
a high level of data quality. This includes 
feedback loops to key part icipants so 
mon itoring and process refinements are 
continuous. There's no crime in having an 
in itial target that is shy of the idea l - a 
practical target also helps in the avoidance 

of "ambiguous burea ucracy." 

To aid in arr iving at a practi ca l EIA-d ri ven 
MDG objective, one of the outcomes of 

the business process documentation effort 
is identifying Cri tica l Data Elements (CDE). 
It's easy to say all information is crit ica l, 
but to make the M DG effort manageable 

and set a reasonable project scope, there 
must be a priority ranki ng. The bus iness 
shoul d be able to identify the data subsets 
that are most crucial to the bas ic execution 
of their respecti e processes. Tiers can also 
be assigned to the resu lting CDEs. This 

further enables a logical, phased approach 
to the MDM/MDG initiative. 

The idea l governance framework consists 

of: 

• Data governance strategy (such as an 

overs ight board or counci l) 

• Data governance organization (li ke 
working groups or comm ittees) 

• Data governance po licies to be 
based on EIA principles 

• Data govern ance process (i.e., how 
the work w ill actua ll y get done) 

• Data investigation and monitoring 
(response procedures are integrated 
w ith the process) 

• Technology and architecture (an 
acti ve and accessible library by CDE 
record and field) 

Because most organizations rea lize they 
need a (or a better) M DM solution as 
the horses are leaving the barn, the most 

practi ca l approach is not to embark on 
instituting the framework top-down; it is 
best going middle out. Start w ith a small 
worki ng group and begin developing ini tial 
governance processes. Over time, grow 
the work ing group(s) into more formalized 
committees that highlight the need for an 

oversight board or coordinating council. 

A suggested ini ti al goal on the EIA maturi ty 
curve is also in the midd le: Level 3, in 
w hich consistency in standards across 
projects is achieved, w ith the aspirational 
goal of getti ng to level 4 w ithin a 
reasonable timeframe. Level 3 provides a 

target for the first working group that they 
have a vested interest in achieving. 

Often a burning platfo rm already ex ists; 
you just need to find it. There is usually 
at least one project relying on MDM that 
is foun dering due to issues around the 

lack of data governance. I've been on 
IT-driven data clean-up projects in whi ch 
IT spent consi derabl e time w ith a group 
of "assumed" data owners. Dec isions are 

made on va l id val ues for a series of data 
fi elds. IT spends numerous days maki ng, 

testing and implementi ng the changes. 
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Then, unbeknownst to the first group, a 
second department ca ll s IT, di sagrees and 
has IT undo the changes. At the very least, 
people begin to see a platform begin to 
smoke. 

Usi ng an existing project to begin pi loting 
data governance standards yields a fa r 
greater return toward enterpri se data 

management maturity then dozens of 
sen ior management presentations of 

governance theory. Work with the project 
sponsors to begin defi ning MDG ro les 
for that project. These sponsors wi ll serve 
as the init ial data governance overs ight 
mechan ism. Recognize that the end result 
w i 11 serve as the template for the larger 

overa ll MDM/MDG project. Eventual ly 
thi s temp late should become part of the 
company's project management pl aybook. 

Define the key roles 

For a data governance process to work, a 
number of key ro les must be put in place. 
The ro le names may vary from organ ization 

to organ ization and can be ta ilored to fit 
into the organization's cul ture. The names 
are not as important as the functions they 
serve and their alignment w ith the busi ness 
and related business processes. A ll ow the 

organization to se lect terminology that 
enables them to embrace the substance of 
rol e they need to fu lfil l. W here, w hen and 
how various business assoc iates interact 

We have helped thousands i 

sell. .. and WE CAN HELP YOU! 

DELIVERING RESULTS - ONE PRACTICE AT A TIME 

Wade Holmes 
888-847-1040 x2 
Wade@APS.net 
www.APS.net 
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with each piece of data determines which 
of the fo l lowing ro les they play w ith the 
respective data fi elds. 

Oversight rol es include business data 

owner and operational process owner. 
Primary responsibility ro les are data 
guardian, data steward and data custod ian. 
These ro les provide the infrastructure for 

establishing MDG in an organization. 

Now that you know how MDM and 
MDG work together, the importance of 
establi shing a framework w ith the correct 
stakeholders and how to define the key 
ro les for success, an MDG structure can 

come to li fe. Learn how to do it in part 
two of this artic le, "Mastering the Data 
Doma in : How You Can Get Started," 

ava il ab le at vscpa.com/MDGpart2. • 

Thomas E. Schmitt, CPAICITP, CCMA, CISA, 

is managing director of Thomas E. Schmitt 

& Company, LLC, a public accounting and 
management consulting firm in Warrenton. 

His company works primarily in the retail 

industry, addressing merchandising strategy and 

tactics, systems implementation and business 
transformation. 

CBl Tom@TESchmitt. com 
• •• connect. vscpa.com/ TomSchmitt 

(m linkedin. com/in/ thosschmitt 
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