**Roger DiMaggio**

La Jolla, CA ~ [www.linkedin.com/in/roger-dimaggio](http://www.linkedin.com/in/roger-dimaggio)

**Objective:** Dedicated Lead Information Security Analyst with extensive experience in technical security assessments, risk management, and a strong programming background. Seeking to leverage expertise in SIEM, CASB, DLP, and diverse technical skills to enhance security posture and compliance. Proven track record of mentoring teams, designing security training, and implementing innovative solutions to safeguard data and systems.

**Work Experience:**

**Guild Mortgage Company** *Lead Information Security Analyst* (2019 - Current)

* Developed and implemented SIEM queries to detect and respond to potential security compromises.
* Designed investigation procedures and provided training and mentorship to analysts for efficient tool utilization and investigation techniques.
* Utilized CASB to identify risky users and detect unusual activities within the organization's systems.
* Prepared incident and investigation reports to communicate security findings to relevant stakeholders.
* Conducted threat modeling and coordinated patch deployment to enhance security posture.
* Designed automation procedures using ticketing systems, Microsoft Power Apps, and internal applications.
* Performed statistical analysis using big data tools, including Tableau.
* Configured and managed multiple EDR systems to ensure comprehensive endpoint security and DLP strategies.
* Participated in Annual Tabletop exercises as a SME
* Created reports and participated in semi-annual penetration testing.
* Developed processes to respond to security incidents and breaches.
* Respond to security alerts as the lead analyst in a SOC.

**Technology Wizards** *Owner* (2012 - 2019)

* Successfully marketed, managed, and grew a small business, specializing in technical services.
* Delegated tasks and handled a diverse range of technical responsibilities.
* Created and managed Salesforce environments and tools to enhance business efficiency.
* Produced and published How-To training videos to support customer needs.

**Med-E-Cell** *IT Support Engineer* (2017 - 2018)

* Trained users in solving complex mathematical models in Excel.
* Troubleshot and set up network segments and servers to maintain a stable IT infrastructure.
* Configured email settings and managed user accounts to ensure smooth communication.

**Arena Eye Works** *Technical Support Engineer* (2017 - 2018)

* Solved unique networking challenges in a specialized healthcare industry setting.
* Configured and managed secured user accounts to protect sensitive medical and financial data.
* Developed secure network solutions to safeguard confidential information.

**PC Help Desk** *Technical Support Manager* (2008 - 2012)

* Designed and managed office networks, VoiP servers, and email servers to ensure optimal performance and security.
* Provided mentorship and training to Junior Technicians to enhance team capabilities.
* Authored technical articles for "The La Jolla Light," contributing valuable insights to the local community.

**Education:**

* Bachelor of Science in Computer and Information Sciences (Cum Laude) DeVry University, 2021
* Associate of Science in Computer Science San Diego Mesa College, 2014

**Certifications:**

* AWS Cloud Practitioner (Jun 2023 - 2026)
* (ISC)^2 Certified Cyber Security Professional (CC) (Jan 2023 - 2026)
* (ISC)^2 Certified Information Systems Security Professional (CISSP) (May 2023 - 2026)
* CompTIA Network+ (Apr 2019 - 2022)

**Skills:**

* Security Information and Event Management (SIEM)
* Cloud Access Security Broker (CASB)
* In-depth knowledge of security frameworks, protocols, and standards (e.g., ISO 27001, NIST, CIS).
* Hands-on experience with security tools and technologies, such as SIEM, IDS/IPS, DLP, WAF, CASB, Rapid7, Kali, Azure
* Familiarity with scripting and programming languages (Python, PowerShell, Power Apps) for automation and security tool customization.
* Experience reviewing source code for security flaws and conducting web application security assessments.
* Experience with LDAP Authentication and Identity Access Management.