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Purpose

To set out the approach of The Angels Foundation UK (TAF) regarding maintaining confidentiality and accessing information in respect of staff members and service users.  

INTRODUCTION 

This document contains a policy statement (Part One) and procedural guidance (Part Two). The functions of each are set out briefly below. 

Part One – Policy Statement. The policy statement sets out the broad framework of principles within which the area of work will be carried out. It sets out the organisation’s broad style and approach to the issue, including any aims and guiding principles. 

Part Two – Procedural Guidance. The procedural guidance sets out the detail staff require to carry out their duties in this area of work. It also sets out the specific tasks involved in undertaking this area of work and identifies who is responsible for carrying them out.

PART ONE – POLICY STATEMENT AIMS AND PRINCIPLES 

1. TAF is committed to maintaining the highest standards of confidentiality in all its work to ensure the safety and well-being of service users and staff. Breaches of confidentiality may have life threatening consequences and may therefore be the subject of disciplinary action. 

2. TAF is also committed to safeguarding the rights of service users and staff to access information, which is held about them. 
3. In fulfilling both aims, TAF will work as set out in the TAF Data Protection Policy 


INFORMATION WHICH WILL BE KEPT CONFIDENTIAL

 4. The following information will be kept confidential and will not be disclosed to anyone who does not have the right to know. 

Information about clients 

5. Under no circumstances should the work of TAF be discussed in a non-professional situation outside of the working environment. This includes general conversation with work colleagues, friends, and family. Information about service users 

6. Information on service users will be shared between staff, volunteers, and the Trustee Board on a need-to-know basis. Personal details disclosed by an individual on a one-to-one basis will remain confidential unless the following circumstances prevail: 

· there is a direct effect on the safety of the refuge or the individuals within it. 
· there is a Child Protection issue.
· a woman is threatening to harm herself. 

7. A person’s permission will be obtained before disclosing personal data to a third party. This is usually completed at the time of intake to the service. (Appendix 1) The only time this will be overridden is if: 

· there is a Child Protection issue 
· there is a need to protect the vital interests of the woman (i.e. it is a life-or-death situation).
· TAF is required by law to do so.
· TAF is assisting in the prevention or detection of a crime.

 8. Where external agencies have ongoing relationships with residents, all parties concerned will agree boundaries of confidentiality. If TAF need to share information with an external agency any information sharing agreement will be in place (Appendix 2)


INFORMATION ABOUT CHILDREN AND YOUNG PEOPLE

9. Any conversation between young people and staff members or volunteers should be held in confidence. However, there may be the need to share information, or look for support from other members of the team, or to refer to other agencies. The child/young person will be made aware of this.

10. In the event of any disclosure of child abuse occurring, the Safeguarding Policy must be followed. 

INFORMATION ABOUT EX-SERVICE USERS

11. Confidentiality is just as important for ex-clients and for people accessing the outreach, floating support and after care services.  The policy and procedure apply equally to people and children in this situation.


12. Under no circumstances will information relating to staff members, volunteers or Trustees be given to any individual or organisation without the permission of that person.


RECORDED INFORMATION

 13. All information collected and stored by TAF will comply with the TAF Data Protection Policy. Access to information held by TAF is set out in the TAF Data Protection Policy 

TRAINING 

15. All staff members, volunteers and Trustees will be trained in the use of this policy and procedure to ensure that confidentiality and access to information are always dealt with appropriately. 


PART TWO – PROCEDURAL GUIDANCE ON CONFIDENTIALITY AND ACCESS TO INFORMATION DISCLOSURE OF PERSONAL INFORMATION ABOUT SERVICE USERS TO OUTSIDE AGENCIES 

1. In cases where staff members feel there is a need to disclose confidential information about a service user to a third party, they must inform the person concerned why there is a need to share information, with whom, and what the likely consequences of their agreeing or not agreeing to disclosures are. 

2. Once consent has been obtained, it is the responsibility of the staff member passing on any information to ensure that disclosure only takes place on the terms agreed with the service user it concerns. 

3. Information should only be given to other organisations with the service user’s permission, except for the cases set out in the policy when disclosures may be made without consent. 

4. All disclosures must be made in line with the TAF Data Protection Policy 

DISCLOSURE OF INFORMATION ABOUT CLIENTS ADDRESSES/LOCATIONS 

5. Staff must not disclose the location of clients addresses or locations without express agreement from the CEO. In such cases residents will normally be informed prior to disclosure and wherever feasible, consulted. 

6. Staff compiling accounts, annual reports etc. must not refer to the clients by address. 

7. Staff responsible for linking with partner agencies must give them a copy of TAF’s confidentiality policy and explain its impact on them. The people within the agency who will need to know the location and nature of TAF service users will be identified by the agency in conjunction with The Angels Foundation UK at an early stage. Management Agreements will state that breaches of confidentiality by either party will be treated as a breach of the agreement. 

8. Staff responsible for employing contractors and consultants must explain TAF’s expectations as regards confidentiality. 

PUBLICITY AND PUBLIC RELATIONS 

9. Staff must not reveal the address or location of service users to the media. Visits by external agencies must be kept to an absolute minimum. Where agencies do visit, they will be required to complete the confidentiality contract at Appendix One. 

10. Staff may not become involved with the media except with the express permission from a worker meeting or management committee meeting. 

SERVICE USERS’ REQUESTS TO ACCESS INFORMATION HELD ABOUT THEM 

11. Staff should respond positively to requests from service users to see personal information held about them on their files, if this is in line with the conditions set out in the TAF Data Protection policy. 

BREACHES OF CONFIDENTIALITY 

12. Any breaches of confidentiality will be taken seriously. This does not mean, however, that all breaches will be subject to disciplinary action. Where it is more appropriate to deal with confidentiality breaches through education, this will be done. 
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Appendix 1

TAF’s Information Handling Statement 

· We will keep the information you share with us secure, and it will only be viewed by our staff team.
· There may be times where staff are bound by law to share information about you with external agencies, for example, if we think that you or your children are at risk of serious and immediate harm. 
· If staff feel that they are bound by law to share information with other agencies, we will never pass on your information without telling you, and we will look to do this with your consent.  However, in the event of a safeguarding concern, we will share information with statutory agencies without seeking your consent.

· No other information will ever be passed on to external agencies without your consent unless required by law.  
· We may need to pass your information to external agencies such as housing to advocate on your behalf. We will always ask you permission before doing this
· Under the Data Protection Act 1998 and GDPR, we will only record information that is relevant to your support. 
· All information held will be accurate and up to date. 
· You have the right to request the information that we hold on you, for free. Please give us 5 working days’ notice to make sure that any information about other people can be removed. 

TAF sometimes takes part in national research to improve the kind of support adults and children receive around domestic abuse.  

We also undertake our own research programme.  As part of this programme we share anonymised information about our work with outside agencies to support research and funding into domestic abuse, and to help campaign for more and better services for adults and children. 

Nothing that could identify you or your children (for example, names, addresses, birthdays) would ever be shared with external agencies or made public as a result of this research.

If you would prefer we did not use your information in this way, please tick the box below.

☐ Please do not use my anonymised information for research

I have read, understood and agree to the above statement.
Name: ______________________________
Signed: _____________________________
Date: _______________________________



Appendix 2
 
The Angels Foundation UK: Charity number 1205725

The Angels Foundation UK Information Sharing Agreement

1) Parties to the agreement: Full name and address of the organisations or businesses
2) Why is the information being shared?
3) What information being shared
4) What is your legal justification for sharing? Has consent been gained if required
5) How will the information be shared? (e.g. data transfer - include any security measures)
6) How will the information be stored? (e.g. secure server - include any security measures
7) Who will handle the information – name and job title?
8) How long will the information be kept
9) How will the information be destroyed?
10) What date will the information be shared? Initial date must be later that the date of the signatures below and should give an indication of subsequent dates for regular sharing.
11) What are the names, roles and contact details of any members of staff who will make sure that the required information is shared at the appropriate time?
12) When will this agreement be reviewed and by whom? 

This agreement must be formally approved and signed by both parties before any information sharing takes place. Both parties will ensure that the ISA and any associated documents are known and understood by all staff involved in the process.

Originating Organisation 
Name of organisation:
Name: 
Position: 
Signature: …………………………………… 
Date: …………… 

Partner Organisation 
Name of organisation: 
Name: 
Position: 
Signature: …………………………………… 
Date: …………… 
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