
Happy	Monday
Welcome	to	the	43rd	issue	of	CyberSec	Weekly.

In	this	issue:
	

How	a	hacker	caused	a	cheese	shortage
	

OpenAI	unveils	cybersecurity	platform
	

RomCom	used	for	geopolitical	attacks
	

and	much	more...
	

How	a	hacker	caused	a	cheese	shortage
One	of	the	funnier	hacks	in	2021	was	when	Matveev	allegedly	caused	a
Dutch	cheese	shortage,	when	he	struck	Bakker	Logistiek,	a	logistics
provider.	Key	IT	systems	were	crypto-locked,	causing	a	disruption	of
Dutch	supply	chains	and	leaving	cheese	counters	bare.	The	attack
temporarily	disrupted	supplies	of	many	types	of	cheese,	biscuits	and
other	food	products	nationwide.
	
To	read	the	full	story...

Click	Here

https://www.bankinfosecurity.com/blogs/gouda-hacker-charges-tie-to-ransomware-hit-affecting-cheese-p-3449?&web_view=true


What	should	you	do	after	losing
a	nintendo	game?

Ask	for	a	Wii-match.

OpenAI	unveils	cybersecurity	platform
	

OpenAI	has	launched	a	$1	million	cybersecurity	grant	program	to
boost	defender-focused	research	and	capabilities.	Projects	include
collecting	and	labeling	data	from	cyber	defenders,	detecting	and
mitigating	social	engineering	tactics,	automating	incident	triage,	and
identifying	security	issues	in	source	code.
	
To	read	the	full	story...

Click	Here

RomCom	used	for	geopolitical	attacks

https://www.securityweek.com/openai-unveils-million-dollar-cybersecurity-grant-program/?web_view=true


Recent	attacks	by	Void	Rabisu	indicate	that	it	is	now	using	a	backdoor
called	RomCom,	suggesting	a	shift	in	motivations	from	previous
ransomware	operations.	Since	October	2022,	the	group’s	goals	of	this
appear	to	have	moved	from	monetary	benefits	to	geopolitical
espionage.	The	goal	of	the	attack	is	to	lure	victims	to	RomCom	sites.
	
To	read	the	full	story...

Click	Here

Quick	Links

Toyota	finds	misconfigured	servers

Click	Here

Burton	snowboards	discloses	data	breach

Click	Here
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