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Cybersecurity	Industry	Assesses
Impact	of	Russia-Ukraine	War

Marking	the	first	anniversary	of	Russia’s	war	against	Ukraine,	several
cybersecurity	companies	have	published	reports	summarizing	the	impact
of	various	types	of	cyber	operations,	just	as	the	United	States	has	issued
a	fresh	warning	for	the	West.
	
In	the	weeks	before	and	immediately	after	Russia	launched	its	war
against	Ukraine	on	February	24,	2022,	Russia	appeared	to	intensify	its
attacks	in	cyberspace,	with	distributed	denial-of-service	(DDoS)	attacks,
disruptive	wiper	malware,	and	misinformation	campaigns.
	
While	everyone	has	been	concerned	about	highly	disruptive	and	even
destructive	cyberattacks	against	Ukraine’s	critical	infrastructure,	there
have	been	no	reports	of	a	major	incident	to	date,	and	Ukraine	continues
to	improve	its	cyber	defense	capabilities.



	
To	read	the	full	story…

Click	Here

What	type	of	doctor	fixes
broken	websites?

A	URLogist.

Hacker	Group	Defaces	Russian
Websites

A	hacker	group	that	goes	by	CH01	defaced	a	series	of	Russian
websites	on	the	anniversary	of	the	invasion	of	Ukraine.
	
The	hackers	replaced	the	sites’	content	with	a	video	showing	the
Kremlin	on	fire,	along	with	a	song	by	a	Russian	rock	band	named	Kino.
The	video	also	includes	a	QR	code	that	links	to	a	Telegram	channel,
where	the	hackers	posted	a	message	claiming	responsibility	for	the
attacks	and	making	it	clear	that	these	defacements	were	politically
motivated.
	
To	read	the	full	story…

Click	Here

https://www.securityweek.com/one-year-of-russia-ukraine-war-cybersecurity-industry-sums-up-impact/
https://techcrunch.com/2023/02/24/hacker-group-defaces-russian-websites-to-display-the-kremlin-on-fire/?guccounter=1&guce_referrer=aHR0cHM6Ly93d3cuZ29vZ2xlLmNvbS8&guce_referrer_sig=AQAAAD5dp6KuAAmTAAQ2Sd3sXpCKWYNL4n27zDMUdKAHfydwo0f_vNSHfTbFFQ8mQqajA2XDqM1S0o24CRWbXarwFT8tUQ-XaB58qAmDGlszrx-oN5BDOxLSKJrBCe0kdSNkUEzQvx7suS1oBB6dLD7UNTQaOMb2jhwgdLgpns6DFm41


The	Fake	CEOs	That	Stole
$40.3	Million

Watch	Here

NI	Cybersecurity	Industry	receives
£19m	investment

The	UK	Government	has	announced	£18.9m	investment	in	NI’s
Cybersecurity	industry,	including	£11m	Government	funding	through
the	New	Deal	for	Northern	Ireland,	to	develop	a	pipeline	of	cyber
security	professionals	in	NI	as	well	helping	businesses	and	startups
develop	new	opportunities.
	
The	investment,	announced	by	Minister	of	State	for	Northern	Ireland,
Steve	Baker	MP,	will	see	the	creation	of	a	new	Cyber-AI	Hub	at	the
Centre	for	Secure	Information	Technologies	(CSIT)	in	Belfast,	creating
jobs	and	supporting	the	research	and	development	of	AI-enabled
cyber	security	projects.
	
To	read	the	full	story…

Click	Here
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