
Meta	Employees	Allegedly
Fired	After	Hacking	User

Accounts
Meta	has	allegedly	fired	and/or	discipled	more	than	12	employees	for
hacking	into	users’	Facebook	and	Instagram	accounts	on	the	behalf	of

hackers.
	

According	to	the	Wall	Street	Journal	(WSJ),	which	broke	the	story	on
November	17,	some	of	the	hacking	cases	involved	bribery,	with

employees	being	paid	thousands	of	dollars	to	hack	into	the	accounts.
	

They	Were	Able	to	Hack	Into	Victim’s
Accounts	After	Having	Access	to	Online

Operations
Access	to	OOps	is	usually	heavily	regulated,	with	the	vast	majority	of
users	being	unable	to	access	it	and	having	to	use	Meta’s	other	avenues
for	account	recovery.	However,	this	has	led	to	a	rise	in	a	so-called
"cottage	industry	of	intermediaries"	who	charge	users	thousands	of
dollars	to	reset	their	accounts.
	
To	read	the	full	story…



Click	Here

Twitter	Accused	of	Covering	Up	Data
Breach

A	Los	Angeles-based	cyber	security	expert	has	warned	of	a	data
breach	at	social	media	site	Twitter	that	has	allegedly	affected
“millions”	across	the	US	and	EU.
Chad	Loder,	who	is	the	founder	of	cyber	security	awareness	company
Habitu8,	took	to	the	social	media	site	on	November	23	to	warn	users
of	the	alleged	data	breach	that	Loder	claims	occurred	“no	earlier	than
2021”	and	“has	not	been	reported	before”.
	
To	read	the	full	story…

Click	Here

Where	does	the	USA	keep	it's
backups?

USB

https://www.cshub.com/attacks/news/meta-fires-employees-for-allegedly-hacking-into-users-accounts
https://www.cshub.com/attacks/news/iotw-twitter-accused-of-covering-up-data-breach-that-affects-millions


200	Barbadians	to	be	Trained	for	Cyber
Security	Sector

Over	200	Barbadians	will	soon	get	the	opportunity	to	work	in	the	area
of	cybersecurity	with	companies	in	Canada	and	across	the	rest	of	the
world.
Earlier	this	month,	Prime	Minister	Mia	Amor	Mottley,	upon	her	return
from	Rwanda,	announced	that	1,500	Barbadians	will	be	trained	in
Cyber	Security	through	a	programme	financed	by	the	Student
Revolving	Loan	Fund	(SRLF).
	
This	is	the	Cyber	Nations	Training	Initiative,	a	programme	created	in
Canada	with	the	bold	mission	of training	100,000	people	from
the Caribbean	and	African countries as	Cyber	Security	operations
analysts,	incident	responders,	and	cyber	literacy	coordinators.	
	
To	read	the	full	story…

Click	Here

The	Web	Application
Hackers	Handbook
Web	applications	are	the	front
door	to	most	organizations,
exposing	them	to	attacks	that
may	disclose	personal
information,	execute	fraudulent
transactions,	or	compromise
ordinary	users.	This	practical
book	has	been	completely
updated	and	revised	to	discuss
the	latest	step-by-step
techniques	for	attacking	and
defending	the	range	of	ever-

https://barbados.loopnews.com/content/200-barbadians-be-trained-cybersecurity-sector


evolving	web	applications.	

Click	Here
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