
Montenegro	Accuses	Russia
of	Recent	Cyber	Attack

The	government	of	Montenegro	has	accused	Russia	of	attacking	it's
infrastructure.	However,	many	are	declaring	this	is	an	attempt	to	help

their	campaign	to	join	the	European	Union.
	

The	Attack	Allegedly	Targeted	Government
Assets

The	attacks	primarily	focussed	on	government	websites	and
communications.	As	a	result	many	websites	have	been	shut	down	as	an
aim	to	help	protect	citizen's	data	as	the	attacks	are	ongoing.
	
To	read	the	full	story…



Click	Here
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And	we	want	to	thank	you	for	reading	and	see	how	we	can	improve.
To	send	us	feedback	please	send	an	email	to
jack@cybersecweekly.com
	
example	information	we	would	like	to	hear…
	
~	how	likely	would	it	be	that	you	recommend	this	newsletter?
	
~	your	favourite	and	least	favourite	part	of	the	newsletter?
	
~	any	suggestions	for	new	sections?
	
and	we	are	also	interested	in	sponsors	to	help	us	to	keep	the
newletter	running	if	this	is	something	you	or	somebody	you	know
would	be	interested	in	please…

Click	Here

https://metro.co.uk/2022/08/27/montenegro-accuses-russia-of-massive-cyber-attack-17255128/
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Quantum	Computing	Poses	a	Massive
Threat	To	Critical	Infrastructure

CISA	has	warned	that	immediate	action	needs	to	be	taken	to	help
protect	vital	infrastructure.	This	is	due	to	the	encryption	that
communication	currently	uses	which	would	take	minimal	time	for
quantum	computers	to	crack.
	
The	spread	of	the	effect	this	would	have	is	vast	and	includes	almost
every	essential	industry.
	
to	read	the	full	story…

Click	Here

What's	an	MI5	agent's
favourite	type	of	fashion?

Spyware.

https://www.zdnet.com/article/quantum-computing-poses-cyber-threats-to-critical-infrastructure-action-to-secure-it-is-needed-now-warns-cisa/


French	Hospital	is	Recent	Target	of	Cyber
Attack
A	$10	million	ransom	as	been	demanded	from	a	French	hospital	after
it	was	attacked	by	ransomware.	This	has	left	nurses	filing	paperwork
by	hand	such	as	prescriptions.	All	non-critical	issues	have	been	sent
elsewhere.
	
Despite	the	disruption	the	director	of	the	hospital	has	kept	the	stance
of	not	paying	the	ransom.
	
To	read	the	full	story…

Click	Here

Course	of	the	Week
Python	for	cybersecurity	-	Coursera

Click	Here
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