
Happy	Monday!
Welcome	to	the	51st	issue	of	CSW.

	
In	this	issue:

	
NATO	Investigates	Alleged	Data	Leak

	
Call	of	Duty	Game	Servers	Taken	Offline

	
WordPress	Plugin	"Ninja"	Allows	Hackers	to	Steal	Data

	
And	much	more...

	

NATO	Investigates	Alleged	Data	Leak



SiegedSec	has	claimed	to	have	stolen	data	from	NATO,	the	hack	involved
NATO's	Communities	of	Interest	(COI)	Cooperation	Portal.	They	notified
people	of	this	via	Telegram	in	a	very	odd	post	which	can	be	seen	above.
	
To	read	the	full	story...

Click	Here

Why	did	the	web	dev	add
padding-top:	1000px;	to	their

Facebook?
To	keep	a	low	profile.

Call	of	Duty	Game	Servers	Taken	Offline
Activision	the	company	behind	the	popular	game	series	Call	of	Duty
has	recently	taken	some	of	the	game	servers	offline,	due	to	growing
concerns	of	a	worm	being	spread	in	the	PC	version	of	some	of	the
games.
	
To	read	the	full	story...

Click	Here

https://www.bleepingcomputer.com/news/security/nato-investigates-alleged-data-theft-by-siegedsec-hackers/?&web_view=true
https://www.hackread.com/modern-warfare-2-servers-offline-malware/?web_view=true


WordPress	Plugin	"Ninja	Forms"	Allows
Hackers	to	Steal	Data

3	vulnerabilities	have	been	found	in	a	popular	WordPress	plugin,	if	the
vulnerbailities	are	combined	it	could	allow	privelage	escalation.	The
vulnerabilities	were	found	by	researchers	at	patch	stack.
	
To	read	the	full	story...

Click	Here

Quick	Links
Apple	Rolls	Out	Zero	Day	Patches

Click	Here

Protect	AI	Raises	$35	Million

Click	Here

400,000	Corporate	Credentials	Stolen

Click	Here
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