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1. Overview

Royal Crest University and Seminary ("RCU", "we", "our", or "the University") respects your privacy and

is committed to protecting the personal information of its students, faculty, staff, and visitors. This

Privacy Policy outlines how RCU collects, uses, shares, and protects your information.

2. Information We Collect

- Directly Provided Information: Including names, email addresses, phone numbers, mailing addresses,

academic records, and payment details.

- Automatically Collected Information: IP addresses, browser types, device information, geolocation

data, and browsing behavior through cookies or similar technologies.

- Third-Party Sources: Information from partners, background checks, or exam services.

3. How We Use Your Information

- Processing applications and enrollment

- Delivering academic services

- Communicating with students and employees

- Improving campus safety and digital services

- Conducting institutional research and accreditation

- Complying with legal obligations
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4. Information Sharing

- Authorized university personnel

- Government agencies (when legally required)

- Technology providers and contracted third parties

- Accrediting or regulatory bodies

We do not sell personal data to third parties.

5. Data Protection and Security

RCU employs administrative, technical, and physical safeguards to secure your data. While no system

can guarantee 100% security, we strive to protect your data from unauthorized access and disclosure.

6. Cookies and Tracking

Our website uses cookies and tracking technologies to improve functionality and analyze site usage.

You may adjust your browser settings to disable cookies, though this may impact your user experience.

7. Children's Privacy

RCU does not knowingly collect personal information from children under the age of 13 without parental

consent. If we discover such data has been collected, we will take steps to delete it.

8. FERPA Compliance

RCU complies with the Family Educational Rights and Privacy Act (FERPA), which governs access to

student educational records.
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9. Your Rights

- Access and correct your personal data

- Request deletion of your records where appropriate

- Opt-out of marketing communications

- File a complaint if you believe your data rights have been violated

10. Artificial Intelligence (AI) Privacy Policy

Royal Crest University and Seminary uses AI to support:

- Academic Enhancement: AI tutors, grading assistants, and learning analytics

- Operational Efficiency: Chatbots, scheduling systems, predictive analytics

- Research and Development: AI-assisted theological and educational research

AI-related data will be:

- Collected ethically and transparently

- Used only for educational and institutional purposes

- Anonymized whenever possible

- Protected with high data security standards

Students and staff may opt out of non-essential AI services. AI systems will not be used for final

decisions in admissions, discipline, or employment without human oversight.

11. Policy Updates
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We may update this Privacy Policy periodically. Updates will be posted on our website.

12. Contact Us

Office of Privacy and Data Compliance

Royal Crest University and Seminary

contact@royalcrest.education
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