APP DEV

Synergy Rolls With Changes

Telelogic Synergy Suite provides the tools to keep software projects on track

IT DOESN’T TAKE a cata-
strophic event to derail a
coding project. Projects can
fail when mundane aspects
of a project’s life cycle, such
as tracking change requests,
are not managed properly.

silder (User): ev

Count: (13) of 3
Date: 06/04/2003 14:35:43
Report: DRP - Summary with Tasks

. T
oluation - Microsoft Interaut Enplorer v

Fun User Defined Repor = Chai] e

Title: firstname {asthame’s Default Report

Query String: cviype="prablem’ and submitter="builder’

Web browser; CM Synergy
maps developer tasks to the
underlying files while pro-
viding automated check-in
and check-out functionality.
Because tasks are linked to
specific project releases, the

;é%

usert

luserl Tiesolied |cube/t.1

Telelogic Synergy users can generate predefined reports to track
overall project activity or, as in the example above, create custom
reports to zero in on project defects and enhancements.

Likewise, build and release
processes that rely on
manual steps or a lot of
developer interaction can
reduce team productivity,
which in turn slows down
the overall project cycle.
Telelogic’s Synergy Suite
consists of two major com-
ponents — Change Synergy
(Version 4.3) and CM
Synergy (Version 6.3) —
that neatly automate
change requests
configuration management,
respectively. Change Synergy
keeps all project stakehold-
ers abreast of task status
and overall progress via a
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build process can be tightly
controlled.

Embracing Change
Synergy is very easy to set
up and use. The suite can
easily be the focal point for
any number of project team
roles (analyst, developer,
build manager), and the
reporting capabilities pro-
vide both high-level views
of the project or release
while offering individual
team members reporting
on their specific tasks.

As team members work
on tasks, such as bug fixes or
the addition of new features

within a given project, CM
Synergy tracks changes to all
files. As tasks are completed,
all related files are then
automatically checked back
into the repository. Having
worked on teams where
manual check-in activity
introduced versioning prob-
lems, I found this automa-
tion quite helpful.

For Windows users, Tele-
logic offers easy accessibility
to CM Synergy via a compo-
nent called ActiveCM. I was
able to quickly right-click on
the ActiveCM icon in the
Windows taskbar and access
work areas and tasks that
were assigned to me.

Underlying the Change
Synergy and CM Synergy
components is a database-
driven repository that
houses all data associated
with a given project. The
tests I performed using the
Synergy Suite assumed a
single physical location
with a large project team,
but Synergy can also be
helpful in team environ-
ments that include multiple
physical locations. For
example, if part of a devel-
opment team uses a CM
Synergy server in London,
while other members of the
same team use a CM
Synergy server in Houston,
the two servers can repli-
cate data down to the task
level to keep everyone up to
date on task status and can
keep files in sync.

To test Telelogic Synergy, I
had to execute functions for
a variety of different roles.
Acting as a build or release
manager, I set up projects in
CM Synergy for both an
existing project and a new
project. In addition, I config-
ured users to correspond
with the members of the
team. Because CM Synergy
allows teams to track project
phase, I began by setting my
new project (an addition to
an e-commerce application)
to the “requirements defini-
tion” phase.

When my projects were set
up, I logged into Change Syn-
ergy acting as a user, such as a
QA engineer or project man-
ager, who might be entering
change requests to address
bugs or request a new feature.
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COST: $2,687 per user for Synergy
Suite; $3,090 per user for
Distributed Synergy Suite
PLATFORMS: Synergy server and
CM clients: Red Hat Linux, AlX,
Solaris, HP-UX, SGI IRIX, HP
Compagq Tru64, and Windows
NT/2000/XP; ActiveCM: Windows
NT/2000/XP
BOTTOM LINE: The Telelogic
Synergy Suite provides solid tracking
and reporting tools that effectively
address change requests and
configuration management through-
out the project’s life cycle. Although
Synergy is particularly well-suited to
large, distributed development
teams, the cost per user may be
prohibitive for some shops.
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The browser-based Change
Synergy interface is easy to
navigate: By using the icons
at the top of the GUI, I was
able to quickly generate sev-
eral change requests. After
defining the type of request
(for example, defect), noting
the severity, and describing
the issue, I was able to assign
the request to a member of
the team.

Roles and Reports
For the sake of manageabil-
ity, user roles can be defined
such that any individual can
create a change request, but
only a manager can assign
the task to a team member.
This is likely the typical sce-
nario in a large team, and
Change Synergy’s roles
match this type of team
interaction very well.
Before donning my
developer hat, I accessed
Change Synergy’s querying
and reporting functions.
Initially, I generated one of
the prebuilt reports show-
ing a summary of all tasks,
and I could view all of the
requests I had previously
generated. Then, I queried
for the tasks that were
assigned to a single devel-
oper and was quickly able
to see the tasks in queue
and the status of each.
With my developer hat
on, I accessed CM Synergy
both directly via its icon
and also via right-clicking
on the ActiveCM icon in
the taskbar. In both cases, I
was able to set up a work-
ing area and to quickly see
the tasks that I needed to
complete. After I defined a
working area, CM Synergy

began managing all exist-
ing and newly created files
in the work space.

I particularly liked the
options in ActiveCM that
allowed me to choose how
much automation to enable.
For example, I selected the
option to automatically
check out files to save myself
time. After completing my
tasks and testing the results,
I selected the check-in func-
tion. CM Synergy then
displayed the files that I had
created or changed, together
with the task to which they
were tied.

After completing all of the
tasks I had generated, I once
again acted as a release
manager by going into CM
Synergy’s project view for
each of my projects. With a
simple right-click, I created
a build of the particular
release I had been complet-
ing tasks against. Synergy’s
support for the build
process within the context
of project releases will help
teams avoid “scope creep” by
clearly defining the number
of changes made within a
given release of a project.

Telelogic Synergy offers a
good degree of automation
to simplify and improve
change and configuration
management. For sites with
limited budgets, the cost of
this solution may seem sig-
nificant initially. However,
when the cost is balanced
against the savings that are
possible by better managing
the development project’s
life cycle, the Telelogic solu-
tion definitely merits fur-
ther consideration.

— Maggie Biggs

SECURITY

Watching for
Unwanted Visitors

Network Associates’ McAfee IntruShield 2600 is
a capable IDS, but it misses some easy targets

THE FIRST STEP toward
dealing with a security
breach is understanding that
your security has been com-
promised. The MecAfee
IntruShield 2600, part of
Network Associates’ family
of network protection solu-
tions, is an IDS (intrusion
detection system) that
uses a central
management
console appli-
cation to col-
lect informa-
tion from sensors deployed
at various locations through-
out the network.
IntruShield is a capable
IDS, able to keep up with
high-volume data flow and a
wide variety of network
exploits. However, it does
have limitations in its signa-
ture libraries and user inter-
face, which potential cus-
tomers will need to keep in
mind when considering this
1DS for their organization.

Setting Up Sentries

The IntruShield 2600 sen-
sor acts as the interface
between the IDS and the
network, while IntruShield
Manager software takes care
of management tasks. The
2600 contains two GbE
(Gigabit Ethernet) detection
ports, six 10/100 Ethernet
detection ports, three

10/100 response ports with
built-in taps, a dedicated
out-of-band management
Ethernet port, and serial and
auxiliary console ports.
Physical installation was
simple, with connections
made from router span
ports to the GbE ports and

from the server hosting
IntruShield Manager to the
sensor’s management Ether-
net port.

There was, however, some
difficulty establishing the
necessary trust relationship
between sensor and man-
agement software, but after
a field software update sug-
gested by Network Associ-
ates’ technical support, the
system was quickly config-
ured and began monitoring
network traffic.

Specifications show that
IntruShield 2600 should
support data flows of up to
600Mbps; in this test,
maximum data flows
topped 300Mbps, and the
IntruShield kept up with
that amount of data with-
out difficulty. Reviewing
IntruShield alerts is a
straightforward task, thanks

INFOWORLD.COM

08.11.03

29




