The members only page contains material only available to current Society members. Items included are Historical Society By-laws, Executive Board Minutes and any other material that is restricted to members only. When you are a paid member, your email address will be entered into our system. You will then receive an e-mail requesting that you create a password for entry into this section of our web site. The below info will aid you in creating your password which must be at least 8 characters.

To enter this web section, you must click on the person figure on the right side of the page selection line. A pull-down page will appear and you will be required to enter your e-mail address and the password you created prior. We will have recorded the email addresses of all current paid members prior to your entry If your e-mail address is not in the system, please contact us via the contact page.

**Note:**

Our shared hosting accounts do not allow the following symbols to be used in the

password (second symbol is a space):
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The following symbols are acceptable:
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Do's and Do Not's of Password Security:

**Do:**

* Combine letters, symbols, and numbers that are easy for you to remember and hard for someone else to guess.
* Create pronounceable passwords (even if they are not words) that are easier to remember, reducing the temptation to write down your password.
* Try using the initial letters of a phrase you love, especially if a number or special character is included.
* Take two familiar things, and then wrap them around a number or special character. Alternatively, change the spelling to include a special character.
* Use 8 or more characters.

**Do not:**

* Use personal information such as derivatives of your user ID, names of family members, maiden names, cars, license plates, telephone numbers, pets, birthdays, social security numbers, addresses, or hobbies.
* Use any word in any language spelled forward or backward.
* Tie passwords to the month. For example, don't use "Mayday" in May.

• Create new passwords that are substantially similar to ones you've previously used.

**Note:** No password is 100% secure. You still must take basic security precautions such as not sharing your password with others, changing it frequently and changing it immediately if you believe it may have been compromised.