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MALWARE ANALYSIS

MALWARE AND MALWARE TYPES

Malware is a word derived from the words MALicious
Sof WARE. Software that targets a malicious purpose :
that will harm the integrity and safety of the system :::§
is called malware.

Today, cyber threat actors use complex malware.
These types of malicious software contain
techniques that make analysis difficult.

MALWARE TYPES

Malware is divided into many types according to their
characteristics / behaviors. As a result of the analysis,
the type of malware is determined by taking the
capabilities of the malware into consideration.

Some types of malware and their descriptions are
below:

» Backdoor: Leaving a backdoor on the device where
the malware is installed, it allows the attacker to
access the system through this backdoor. For
example, by opening a network port connected to
the shell, it enables the attacker to connect to the
system through this port.

e Adware: It often comes with downloaded software,
causing unwanted advertisements to be displayed
on the device. While not all adware is harmful, some
change the default search engine.

e Ransomware: It is a type of malware that has been
on the world agenda for the last few years. It
demands ransom from people by encrypting and
exfiltrating all files on the device.

e
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MALWARE ANALYSIS

MALWARE TYPES

e Worm: Since this type of malware spreads from
infected devices to other devices, it is named
worm. WannaCry, a worm malware exploiting
MS17-010 vulnerability, caused panic around the world

« Rootkit: It is a type of malware that disguises itself by
providing access to a high level of authority on the
device.

 RAT (Remote Access Trojan): It is a type of malware
that provides full control over the device to the threat
actor.

 Banking malware: A type of malware that targets
banking applications and causes money to be stolen
from the victim.

A malware may contain more than one feature, so a
malware can belong to more than one type. For example,
WannaCry malware includes both worm and ransomware
malware features.

{en
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CREATING VM FOR MALWARE
ANALYSIS

VIRTUAL MACHINES

You do not want to analyze malware on the device
where all our personal files and data are stored. Fo
this reason, we need isolated devices for malware
analysis.

You can install a virtual operating system inside your ow
device using virtualization softwares. In this way, you can
create your isolated system without the need to purchase
a physical device.

There are several virtualization environments that you can
use for a fee or for free. The most popular of these are
VMware Workstation by VMware and VirtualBox by Oracle
company. Both virtualization softwares will meet your
needs for analyzing malware.

There are some disadvantages of using the virtualization
softwares.

e The virtual operating system you will install will not
work as well as a physical computer since it runs on
your main operating system.

e Since virtualization softwares are also software,
vulnerabilities may arise in these softwares. A malware
that exploits these vulnerabilities can escape from the
virtual environment and infect your main operating
system. For this reason, you may want to keep your
virtualization software constantly updated!

¢ In order for virtualization software to work, it needs to
install its own drivers into virtual operating systems
and create various configuration files / registries.
Malware can make analysis difficult by checking such
indicators and checking whether it works in a virtual
environment.

We will use the VMware Workstation product in this
tutorial. Some features may differ.

LetsDefenc



CREATING VM FOR MALWARE
ANALYSIS

ADJUSTING VIRTUAL MACHINE

You should make the virtual operating system
suitable for malware analysis, otherwise the
malware can infect other devices in the same
network.

1) Network Settings

In order to prevent the malware that we will analyze from
infecting other devices on the network, we must change
the network settings of the operating system we have
installed from the virtualization software. We have to
enter the "Network" settings from the settings section and
select the "Custom" option here.

Virtual Machine Settings

Hardware Options

Device status
Connected
Connect at power on

T
Device Summary

EIMemory 2GB

1 .FProcessors 1

Hard Disk (5CSI) 2068

() CO/DVD (SATA) Auto detect Netwark connection

b= e twark Adapter NAT () Bridged: Connected directly to the physical network
[=] usB contraller Present Replicate physical network connection state

c}il Spund Card Auto detect )

=i Printer Present (®) NAT: Used to =hare the host's [P address
[pisplay Auto detect () Host-only: & private network shared with the host

() Custom: Spedific virtual netwark
VMnetd

(O LAN segment:

LAN Segments,,, | Advanced,..

* NAT: Allows you to access the Internet through the
network interface of your physical device.

» Bridge: Allows you to access the internet by obtaining
its own IP address from your modem like your physical
device.

e Custom: ltis included in the private network created
by the virtualization environment. Internet access is
not available in this option.

In order to prevent the malware we will run from

spreading to other devices in the network, we must {
restrict the network access of our virtual operating by

system, so we should choose the "Custom" option. LetsDefenc



CREATING VM FOR MALWARE
ANALYSIS

ADJUSTING VIRTUAL MACHINE

2) Disable Anti-Virus Software

We need to disable anti-virus software to prevent
anti-virus software from interfering to our analysis
by blocking or removing the malware we want to
analyze.

3) Disable Updates

Malware may be exploiting various vulnerabilities. During
our dynamic analysis, we must prevent our virtual
operating system from receiving security updates so that
the malware can successfully exploit such vulnerabilities
and continue to run. For this reason, we must disable the
automatic update option of our operating system.

4) Disable Hidden Extensions

By default, known file extensions are hidden in the
Windows operating system. We need to disable this
feature in order to see the exact name of the file we want
to analyze.

Felder Options ==
(enera o Search
You can apply the view [such as Details or lcons) that
you are using for this folder to all folders of this type
Apply to Folders Feset Folders

ng systam fies (Racommeanded

MINOOWS IN 3 S8parale process b

Restore Defauls

OK Cance Apply
- -
- -
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CREATING VM FOR MALWARE
ANALYSIS

ADJUSTING VIRTUAL MACHINE

5) Disable Hidden Files and Folders

Hidden files are not displayed by default in the
Windows operating system. Malware makes it
difficult to detect by taking advantage of this feature.
In order to see what is happening in the file system
exactly, we need to disable this feature.

Snapshots

When we run malicious software, it makes various
changes on the system. If you do not revert the operating
system to its original state, you may confuse it with the

malware you used to run while analyzing a new malware.

It will be very difficult to install a new virtual operating
system every time we want to analyze malware. The
Snapshot feature of virtualization software makes our job
very easy.

Windows 7: Snapshots

1 snapshot, 7.6 GB used

When you take a snapshot of your virtual device through
the virtualization environment, it saves the current state of
the device. You will then return to this snapshot and
restore the device.

After installing the necessary tools for malware analysis,
you can take a snapshot and return to this snapshot after
the analyzing malware and return original state of the
operating system.

{on
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MALWARE ANALYST'S TOOLBOX

MALWARE ANALYST'S TOOLBOX

Let's take a look at what tools are there that can
make our job easier for analyzing malicious
softwares.

In order to create a mind map, | divided the tools that
can use during malware analysis into 5 different
categories.

There are many useful tools that we did not write and that
can be used in malware analysis. This article consists of
the tools we frequently encounter and use in malware
analysis.

1) Disassemblers

In order for a program written in many languages
(compiled languages such as C, C ++) to be run by
machines, it must be converted to 0 / 1s that the machine
can understand. This process is called compile.

When we want to analyze a malware, it is almost
impossible to analyze this malware on 0 /1s. Disassembler
software converts the compiled software to assembly
language into a format that can be read and analyzed.

Because of its ease of use, capabilities and support for
many file formats, IDA Disassembler software of Hex Rays
is widely used.

It is a must-have software in your toolbox.

2) Debuggers

Debuggers are software that allow us to monitor and
modify the operation of a program step by step, and to
monitor and control the registers and stack of the
program at runtime.

Some of the most popular debuggers used are below.

e
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MALWARE ANALYST'S TOOLBOX

MALWARE ANALYST'S TOOLBOX
1.IDA Debugger
2.Immunity Debugger
3.0llyDbg
4.Windbg
5.x64dbg

We will often use debuggers in our malware analysis.
3) File Viewers, Editors and Identification Tools

P.E. File Editors display the information in the files in
Portable Executable File Format in readable format.

Portable Executable File Format contains information that
may be important to a malware analyst. For example, by
looking at the "Machine" information in the Image File
Header, you can find out whether the created malware
targets 32-bit operating systems or 64-bit operating
systems.

Below are some tools that you can use.
1.CFF Explorer
2.PEView
3.PEID
4.BinText (I know it's not a File Editor but it can show you
strings inside PE File)
5.DocFileViewerEX

4) Network Analysis Tools

Malware performs network activities for various activities
such as hijacking data, receiving commands from
command control servers and spreading within the
network.

In order to monitor and analyze the network activities of
the malicious software, the malware analyst must have a
tool in her/his toolbox that can analyze network activities.
Below are some network analysis tools you can use.

1.Wireshark %:u

2.Fiddler LetsDefenc



MALWARE ANALYST'S TOOLBOX

MALWARE ANALYST'S TOOLBOX

5) Others

Apart from the tools we have mentioned in our
article, there are many tools that you can use in
malware analysis and make your job easier.

You can view file, registry and process / thread events in
the operating system with the procmon tool in
Sysinternals.

With the autoruns tool in Sysinternals, you can see the
processes that will start automatically in the operating
system. Malware often registers itself to start
automatically in order to ensure its permanence on the
system.

Each of the Sysinternals tools will make our job very easy
in malware analysis. For this reason, we strongly
recommend adding Sysinternals to your toolbox. We can
do many operations with the tools in Sysinternals.

With the Volatility tool, you can perform your forensics
analysis on memory.

You can use tools such as Process Hacker, Process
Explorer to see and monitor the processes running on the
operating system.

Do not forget to take snapshots after installing these tools
on the virtual operating system that we have created for
malware analysis. After analysis, we will return to snapshot
again and return to the time when all tools were installed.

e
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WHICH APPROACH SHOULD YOU
CHOOSE WHEN ANALYZING
MALWARE?

If you work in the defensive field, analyzing
malware becomes part of your job.

In this article, we will discuss with which approaches
you can analyze malware and the advantages /
disadvantages of these approaches to each other.

There are 2 different approaches to analyzing malware.

1.Static Analysis
2.Dynamic Analysis

What is Static Analysis?

It is the approach of analyzing malicious software by
reverse engineering methods without running them.

Generally, by decompile / disassemble the malware, each
step that the malware will execute is analyzed, hence the
behavior / capacity of the malware can be analyzed.

File Edit Jump Search View Debugger Options Windows Help
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(7] Functions window {8 {88] (5] IDAView-A ® [(G] HexView-A % [A] Structures % (5] Enums % 5 Imports % (] Exports %

Function name loc_C0003D8 |oos BCC loc_C0004D0f loc_CO004F8
[7) _reset 008 CMP R2, #0x10 008 LDR R3, [R1],#4
008 BCC loc_C000404 008 STRB R3, [RO],#4
[7] _HEAP_SIZE n 008 MOV R3, R3,LSR#§8
|_ff:| c_initialization 008 STRB R3, [RO, #-3]
[7] init_and_enable_MMU 008 Mov R3, R3,LSRAS
- . - 008 STRB R3, [RO,#-2]
(7] hw_setup 008 MOV R3, R3,LSR#B
71 solasaraCagtiso 008 STRB R3, [RO,#-1]
008 SURS R2, Rz, #4
S0 aue 008 BCS  1de_C0004FE
A Graph overview @ |8 f g
e W [ [~ I
L 008 STMFD SPI, (R4)
=) 00C SUB R2, R2, #0x10 loc_C0004BO loc_C000520

008 LDR R3, [R1],#4 008 ADDS R2, R2, #4

008 STRH R3, [RO],#4 008 LDMEQFD SP!, (RO,PC}

008 MOV R3, R3,LSR#L6

008 STRH R3, [RO,#-2]

008 SUBS R2, R2, #4

_lloos Bes  1oc coo04BO
CANEN
e

Python

ag: ) idle
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WHICH APPROACH SHOULD YOU
CHOOSE WHEN ANALYZING
MALWARE?

Your device will not be infected as you do not run
malicious software in static analysis. (However, we @
recommend performing static analysis on your host
device, it will be more proper to do your analysis in a
virtual operating system.)

The information examined during the static analysis is as
follows.

1.P.E. (Portable Executable) Headers
2.Imported DLL's

3.Exported DLL's

4.Strings in binary

5.CPU Instructions

You can obtain malware sample from blue team training
platform LetsDefend

What is Dynamic Analysis?

It is the approach that examines the behavior of malicious
software on the system by running it.

In dynamic analysis, applications that can examine
registry, file, network and process events are installed in
the system, and their behavior is examined by running
malicious software.

While doing dynamic analysis, you should carefully
examine the following events.

1.Network Connections
2.File Events

3.Process Events
4.Registry Events

e
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WHICH APPROACH SHOULD YOU
CHOOSE WHEN ANALYZING
MALWARE?

Static Analysis vs Dynamic Analysis

Which approach to use when analyzing malware
depends on the current circumstances. In cases

where you want to get fast results, you can choose
dynamic analysis, but we cannot say that the analysis is
complete without doing both static and dynamic analysis.

It should also be noted that using only one approach may
not be sufficient to analyze malware. Using both
approaches together will lead you to victory!

As a result, we cannot say that one approach is better than
another. Each has an advantage over each other in
different conditions.

If you work as a Level 1-2 SOC analyst, you can usually take
action by quickly obtaining the address c2 with the help of
dynamic analysis.

{en
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DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

You can take advantage of sandbox
services/products to quickly analyze malware.

AnyRun is an interactive sandbox that you can use
when you want to analyze malware quickly.

AnyRun has options for paid or free use. If you want to
take advantage of it for free, all your analysis is visible to
others, therefore we do not recommend that you upload
files that may contain personal data to AnyRun. In
addition, the free plan has restrictions such as usage time.

How can we use AnyRun for our malware analysis, what
kind of outputs we can get, let's examine it together.

Let's download the malware with hash
80b51e872031a2befeb9a0al3e6fc480 to analyze via
AbuseCH.

We have to click on the "+" (New Task) button on the left
menu to upload the malware we downloaded.

CHOOSE OPERATING SYSTEM ENVIRONMENT

& Windows7 s2on @ APPLICATIONS HOT FIXES
Internet Explorer (KI 51) 11.0.9600.195... §
Microsoft Visual C+ 86 Additional Run... 12.0.21005
Microsoft Visual C++ 2013 Redistributable (x8..  12.0.30501.0
Pre-installed soft set complete Microsoft Visual C++ 2010 x86 Redistributabl... 10.0.40219
Google Chrome 86.0.4240.198
Edition Professional Adobe Acrobat Reader DC 20.013.20064
Adobe Refresh Manager 1.8.0
QGA 21432
Microsoft Visual C++ 2008 Redistributable - x8... 9.0.30729.6161
Microsoft .NET Framework 4.5.2 4.5.51209
Locale United States (en-US) Microsoft Office Access Setup Metadata MUI ... 14.0.6029.1000

Auto-confirm UAC ON @

Build 7601

OBJECT OPTIONS
Type URL or choose a file to run Duration:
Type URL to file or Choose a file (60 or [ SMART
Privacy:
Cpedinbickseg Internet Explorer Public submission % Who has alink # Only me
Download with User Agent | Type User Agent

Hide source of sample NETWORK Connected @ Disconnected

HTTPS MITM proxy Fake Net

Change extension to valid ON @
Command Line: Route internet traffic through (optional):

Route via TOR User's VPN (OpenVPN)

Fastest geo v Choose OpenVPN config v
Start object from

A Taskwill be shared on the Public Submission

LetsDefend



DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

Let's upload the file we want to analyze on the
screen that opens with the help of the "Choose a
file" button. After the file is uploaded, we can
determine the parameters such as which operating
system we want to run the malware and 32/64 bit of
operating system to use. After determining these, we
open our sandbox with the help of the "Run" button at the
bottom right of the screen that opens.

When our machine is turned on, we run the malicious
software we uploaded to see it's activities.

Some malware stays dormant for a certain period of time
before performing its malicious activities, making analysis
difficult. Let's allow time for the malware to perform its
activities, during this time, let's examine the AnyRun
interface together.

MOVE YOUR MOUSE TO VIEW SCREENSHOTS

2 PCAP
Content

Process details 1D 3140

708e198608b5b463224c3fb77fcf70...

LetsDefend



DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

1.From this area, you can use the operating system
interactively.

2.Here is a list of processes in this section. From here,
you can easily see which childprocesses the malware
you run has.

3.In this area there is network and files events.

4.This section contains details of the process.

Let's examine these outputs.

First, let's examine the process events of the malware in
the section marked "2" in the image above.

Processes

WinRAR.exe "C:\Users\admin\AppData\Local\Temp\708e198608b5...
1k 438 106

708e198608b5b463224c3fb77fcf708b845d0c7b5dbc6e9cab... PE
756 65 146

schtasks.exe /Create /TN "Updates\neHneiobyhcrJJ" /XML "C:\...
88 0 46

708e198608b5b463224c3fb77fcf708b845d0c7bbdbc6e9... | PE
agenttesla 1k 49 81

LetsDefend



DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

The malware we run manually seems to have created 2
child processes. One of them is schtasks.exe, which is run
to ensure persistence on the system by creating a
schedule task and the other is the process specified as
"AgentTesla" malware by AnyRun.

When we click on Processes, information about this
process is displayed in panel number 4. Let's examine the
details of all processes respectively.

Since the process named "WinRAR.exe" is created when
we extract the malware from the archive file to run it, we
will not examine this process.

When we click on the process with ID 2680, information
about this process is listed on panel number 4.

Processes

WinRAR.exe "C:\Users\admin\AppData\Local\Temp\708e198608b...

1k 438 106

708e198608b5b463224c3fb77fcf708b845d0c7b5dbcbe9cab...  PE

) 1] 146

Process details ID 2680
708e198608b5b463224c3fb77fcf708...

Username: admin 1 00

. OUT OF 100
Start: +16172ms  Indicators:

Command line

"C:\Users\admin\Desktop\708e198608b5b463224c3fb77fcf708b845d0c7b5dbe

6e9cab9e185c489be089.exe"

More Info

Danger

Uses Task Scheduler to run other applications
Application was dropped or rewritten from another process

Warning

Application launched itself

Drops a file with too old compile date
Executable content was dropped or overwritten
Creates files in the user directory

Info

Manual execution by user

X

LetsDefend



DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

With the "More Info" button on this panel, a page with
detailed information about the process is opened. When
we want to reach detailed information, we can use this
section.

When the process information with 2680 ID is examined,
the malware:

e Uses Task Scheduler,

e Writes a program to the file system which compile
time is too old,

o Writes many files to the user directory

Processes

&g 756 65 146

schtasks.exe /Create /TN "Updates\neHneiobyhcrJJ" /XML "C:...
88 0 46

708e198608b5b463224c3fb77fcf708b845d0c7b5dbcée... | PE

+ | - . -

Process details ID 2616 X

schtasks.exe

10

Username: admin
OUT OF 100

Command line
"C:\Windows\System32\schtasks.exe" /Create /TN "Updates\neHneiobyhcrJJ"
/XML "C:\Users\admin\AppData\Local\Temp\tmp5383.tmp"

More Info

Danger
Loads the Task Scheduler COM API

oo
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DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

When we examine the process with ID 2616, we see that it
is schtasks.exe belonging to Task Scheduler.

When we examine the "Command Line" parameters, we
see that it creates a schedule task named
"Updates\neHneiobyhcrlJ". The configurations for this
schedule task are in the file "tmp5383.tmp".

> tmp5383.tmp < Submit to analysis ¥ Download
A Dropped from process

Mime: text/xml

>1 Look up on VirusTotal Size: 1.58Kb

TrID - File Identifier Hashes

100% | Generic XML (ASCII) MD5 | [©) 984EC3A9799C9300727FCO4436EIF3A4
SHA1 [ 78C2DFA5A20A95DBROE703BD3803EFD21AD825440
SHA256 [T] 16D44F358DBF6AAD7FCACC3B68AR5@6FFD7395B7887D7847A77D5517@BCFO2B7
SSDEEP [ 48:cbhQY7SJ1NQa9/rydbz9I3YODOLNAG3BT :yhT1s/rydbz9ddq3BT

PREVIEW EXIF HEX

<StartWhenAvailable>true</StartWhenAvailable>
<RunOnlyIfNetworkAvailable>false</RunOnlyIfNetworkAvailable>
<IdleSettings>
<StopOnIdleEnd>true</StopOnIdleEnd>
<RestartOnIdle>false</RestartOnIdle>
</IdleSettings>
<AllowStartOnDemand>true</AllowStartOnDemand>
<Enabled>true</Enabled>
<Hidden>false</Hidden>
<RunOnlyIfIdle>false</RunOnlyIfIdle>
<WakeToRun>false</WakeToRun>
<ExecutionTimelLimit>PTOS</ExecutionTimelLimit>
<Priority>7</Priority>
</Settings>
<Actions Context="Author">
<Exec>
<Command>C: \Users\admin\AppData\Roaming\neHneiobyhcrJJ.exe</Command>
</Exec>
</Actions>
</Task>

When we examine the schedule task configuration file
named tmp5383.tmp, we see that the program named
"neHneiobyhcrll.exe" will run.

LetsDefend



DYNAMIC ANALYSIS EXAMPLE
USING ANYRUN #1

When we examine the process with ID 3140:

e This malware is recognized by AnyRun as AgentTesla,
¢ Steals credentials,
e Creating files in the user directory

4 HTTP Requests

Connections

2| DNS Requests

® Timeshift Protocol Rep PID Process name

162.88s | TCP
16594s | TCP

When we examine the network connections made from

3140

3140

'08e198!

Threats

panel number 3, we see that malware connects to
smtp.godforeu.com.

With the help of the button on the right of the panel, we

can examine the incoming/outgoing data.

00000000 :

208.91.199.225 : 587

32 32

00000010 :
00000020 :

00000000 :

00000000 :
00000010:
00000020 :
00000030 :
00000040 :
00000050 :
00000060 :
00000070 :
00000080 :
00000090 :

32 35
2E 6D
oD 6A
oD 0A
31 32
35 30
52 54
50 4C
2D 41
4E @D

000000A0 :
000000B0 :
000000C0 :

00000000 :
00000010:

00000020 :

00000000 :
00000010:

32 30

&R 2k
oD 6A

= VM:51658

smtp.godforeu.com

30 20 75 73 32 2E
61 69 6C 68 6F 73
53 4D 54 50 20 50

4F 208 55 73 65

30 2D 75 73 32 2E
61 69 6C 68 6F 73
32 35 30 2D 50 49
32 35 30 2D 53 49
38 @D 6A 32 35 30
2D 45 54 52 4E @D

6F 75 74 62 6F 75
74 62 6F 78 2E 63
6F 73 74 66 69 78

72 2D 50 43 6D PA

6F 75 74 62 6F 75
74 62 6F 78 2E 63
50 45 4C 49 4E 49
5A 45 20 34 31 36
2D 56 52 46 59 @D
OA 32 35 30 2D 53

6F 6D
4E 47
34 38
0A 32
54 41

54 4C 53 @D @A 32 35 30 2D 41 55 54 48 20

41 49 4E 20 4C 4F
55 54 48 3D 50 4C
OA 32 35 30 2D 45
55 53 43 4F 44
54 4D 49 4D 45

54 48 20 6C 6F 67
6E 62 32 52 6D 62
3D @D eA

47 49 4E oD 0A 32
41 49 4E 20 4C 4F
4E 48 41 4E 43 45
45 53 @D @A 32 35
oD 6A 32 35 30 20

69 6E 20 62 47 39
33 4A 6C 64 53 35

35 30
47 49
44 53
30 2D
44 53

34 20 55 47 46 7A 63 33 64 76 63 6D 51 36

220 us2.outbound
.mailhostbox.com
ESMTP Postfix..

EHLO User-PC..

250-us2.outbound
.mailhostbox.com
. .250-PIPELINING
..250-SIZE 41648
128..250-VRFY. .2
50-ETRN. .250-STA
RTTLS. .256-AUTH

PLAIN LOGIN..250
-AUTH=PLAIN LOGI
N..250-ENHANCEDS
TATUSCODES. .250-
8BITMIME. .250 DS
N..

AUTH login bG9nc
0Bnb2Rmb3J1dS5jb
20=..

334 UGFzc3dvcmQ6é

When the network activities of the malware are examined,

we find that malware exfiltrates data with the SMTP

protocol.

If you want to examine, you can reach the analysis made

here.

LetsDefend
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29 ADDRESSES TO ANALYZE
MALWARE FASTER

We constantly spend time analyzing malware. We have
listed 29 addresses that can be useful for blue team
members to use time more effectively:

e Anlyz

¢ Any.run

e Comodo Valkyrie

e Cuckoo

e Hybrid Analysis

¢ Intezer Analyze

e SecondWrite Malware Deepview
o Jevereg

e |Obit Cloud

e BinaryGuard

o BitBlaze

e SandDroid

o Joe Sandbox

« AMAaaS

e IRIS-H

o Gatewatcher Intelligence
e Hatching Triage

¢ INnQuest Labs

o Manalyzer

e SandBlast Analysis

e SNDBOX

e firmware

e opswat

e virusade

e virustotal

e malware config

« malware hunter team
e virscan

e jotti

oo
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