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(57) ABSTRACT 
This disclosure describes a bridge and control proxy for uni 
fied communication systems. The bridge transmits and 
receives data from a unified communication system. In addi 
tion, the bridge transmits and receives data from a non-com 
patible device. The bridge translates the data between the 
unified communication system and the non-compatible 
device. The bridge Stores selected data such as presence infor 
mation for later use by the unified communication system 
and/or the non-compatible device. Further, the bridge uses 
Web services to discover, promote, and/or advertise non 
compatible devices to the unified communication system. 

14 Claims, 7 Drawing Sheets 
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BRIDGE AND CONTROL PROXY FOR 
UNIFIED COMMUNICATION SYSTEMS 

CROSS REFERENCE TO RELATED 
APPLICATION 

This application claims priority and the benefits of the 
earlier filed Provisional U.S. Patent Application Ser. No. 
61/416,027, filed 22 Nov. 2010, which is incorporated by 
reference for all purposes into this specification. 

TECHNICAL FIELD 

This disclosure relates to unified communication systems. 
More specifically, this disclosure invention relates to a bridge 
and control proxy for unified communication systems. 

BACKGROUND ART 

Unified communication is a technique that a number of 
equipment manufacturers such as CISCOR), AVAYAR), HPR, 
POLYCOMR, MICROSOFTR (UCS, now called LYNCR) 
and others use to make email, phone, and instant messaging 
(IM) clients compatible and easier to use. The goal of unified 
communication is to enable users to reach and collaborate 
more timely with remote and mobile co-workers, decision 
makers, and customers, which improves productivity and 
efficiency and results in better communication and faster 
decision-making. Unified communication creates the oppor 
tunity to experience these benefits through the integration of 
real-time communications services including: video & audio 
conferencing, scheduling, whiteboards, presence/IM, unified 
messaging, VoIP providing, P2P voice, and PSTN termina 
tion? origination. 

Today, unified communications is a vibrant technology, yet 
it is mired in a fragmented ecosystem. The goal of a seamless 
company-to-company communications (inter-domain fed 
eration), as well as that within a company (intra-domain fed 
eration), from one vendor's equipment to another remains 
elusive. To fully realize the opportunity that exists for unified 
communication, inter-Vendor interoperability must be 
addressed within the industry. 
The challenges to interoperability are compounded by the 

unified communication industry emerging from the commu 
nications industry silos that have materialized over the last 50 
years. The various unified communication vendors all have 
their historical roots in different aspects of communications 
(e.g., telephony, video, devices, etc.) and are struggling to 
remain relevant in the unified communication era where few 
vendors provide an end-to-end solution. Even those vendors 
whom offer a full suite of unified communication products, 
find that their customers have existing investments in a range 
of Vendor equipment within their technology portfolios. 
The various unified communication implementations from 

a number of Vendors present similar functionality and user 
experiences yet the underlying technologies are diverse, Sup 
porting multiple protocols that include: XMPP: SIMPLE for 
IM/P; H.323, SIP, XMPP/Jingle for Voice & Video. Addition 
ally, there are disparate protocols for Data Conferencing Mul 
tiple Codecs used for voice and video: e.g., G.711/729, 
H.263/264, etc. Finally, there are many proprietary media 
stack implementations addressing IP packet loss, jitter and 
latency in different ways. 

Unified communications (UC) is the integration of real 
time communication services such as instant messaging 
(chat), presence information, telephony (including IP tele 
phony), video conferencing, call control and speech recogni 
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2 
tion with non-real-time communication services such as uni 
fied messaging (integrated Voicemail, email, SMS and fax). 
UC is not a single product, but a set of products that provides 
a consistent unified user interface and user experience across 
multiple devices and media types. 
UC also refers to a trend to offer business process integra 

tion, i.e., to simplify and integrate all forms of communica 
tions to optimize business processes and reduce the response 
time, manage flows, and eliminate device and media depen 
dencies. 
UC allows an individual to send a message on one medium 

and receive the same communication on another medium. For 
example, one can receive a voicemail message and choose to 
access it through email or a cellphone. If the sender is online 
according to the presence information and currently accepts 
calls, the response can be sent immediately through text chat 
or video call. Otherwise, it may be sent as a non real-time 
message that can be accessed through a variety of media. 
UC is an evolving communications technology architec 

ture which automates and unifies all forms of human and 
device communications in context, and with a common expe 
rience. Its purpose is to optimize business processes and 
enhance human communications by reducing latency, man 
aging flows, and eliminating device and media dependencies. 

Unified communications represents a concept where mul 
tiple modes of business communications can be seamlessly 
integrated. Unified communications is not a single product 
but rather a solution that consists of various elements, includ 
ing, but not limited to, the following: call control and multi 
modal communications, presence, instant messaging, unified 
messaging, speech access and personal assistant, conferenc 
ing, collaboration tools, mobility, business process integra 
tion (BPI) and a software solution to enable business process 
integration. 
The term “presence' is also a factor knowing where 

one’s intended recipients are and if they are available, in real 
time—and is, itself, a key component of unified communica 
tions. Simply put, unified communications integrates all the 
systems that a user might already be using and helps those 
systems work together in real time. For example, unified 
communications technology could allow a user to seamlessly 
collaborate with another person on a project, even if the two 
users are in separate locations. The user could quickly locate 
the necessary person by accessing an interactive directory, 
engage in a text messaging session, and then escalate the 
session to a Voice call, or even a video call—all within min 
utes. In another example, an employee receives a call from a 
customer whom has a question. Unified communications 
could enable that worker to access a real-time list of available 
expert colleagues, then make a call that would reach the 
necessary person, enabling the employee to answer the cus 
tomer faster, and eliminating rounds of back-and-forth emails 
and phone-tag. 
The examples in the previous paragraph primarily describe 

“personal productivity” enhancements that tend to benefit the 
individual user. While such benefits can be important, enter 
prises are finding that they can achieve even greater impact by 
using unified communications capabilities to transform busi 
ness processes. This is achieved by integrating UC function 
ality directly into the business applications using develop 
ment tools provided by many of the suppliers. Instead of the 
individual user invoking the UC functionality to, for example, 
find an appropriate resource, the workflow or process appli 
cation automatically identifies the resource at the point in the 
business activity where one is needed. 
When used in this manner, the concept of presence often 

changes. Most people associate presence with instant mes 
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saging (IM “buddy lists') the status of individuals is identi 
fied. But, in many business process applications, what is 
important is finding someone with a certain skill. In these 
environments, presence will identify available skills or capa 
bilities. 

This “business process' approach to integrating UC func 
tionality can result in bottom line benefits that are an order of 
magnitude greater than those achievable by personal produc 
tivity methods alone. 

Given the Sophistication of unified communications tech 
nology, its uses are myriad for businesses. It enables users to 
know where their colleagues are physically located (say, their 
car or home office). They also have the ability to see which 
mode of communication the recipient prefers to use at any 
given time (perhaps their cell phone, or email, or instant 
messaging). A user could seamlessly set up a real-time col 
laboration on a document they are producing with a 
co-worker, or, in a retail setting, a worker might do a price 
check on a product using a hand-held device and need to 
consult with a co-worker based on a customer inquiry. With 
unified communications, instant messaging and presence 
could be built into the price check application, and the prob 
lem could be resolved in moments. 
SIP 
The session initiation protocol (SIP) is an IETF-defined 

signaling protocol, widely used for controlling multimedia 
communication sessions such as Voice and video calls over 
Internet protocol (IP). The protocol can be used for creating, 
modifying and terminating two-party (unicast) or multiparty 
(multicast) sessions consisting of one or several media 
streams. The modification can involve changing addresses or 
ports, inviting more participants, and adding or deleting 
media streams. Other feasible application examples include 
Video conferencing, streaming multimedia distribution, 
instant messaging, presence information, file transfer and 
online games. 

SIP was originally designed by Henning Schulzrinne and 
Mark Handley starting in 1996. The latest version of the 
specification is RFC 3261 from the IETF Network Working 
Group. 

In November 2000, SIP was accepted as a 3GPP signaling 
protocol and permanent element of the IP Multimedia Sub 
system (IMS) architecture for IP-based streaming multimedia 
services in cellular systems. 
The SIP protocol is an application layer protocol designed 

to be independent of the underlying transport layer; it can run 
on transmission control protocol (TCP), user datagram pro 
tocol (UDP), or stream control transmission protocol (SCTP). 
It is a text-based protocol, incorporating many elements of the 
hypertext transfer protocol (HTTP) and the simple mail trans 
fer protocol (SMTP). 

SIP employs design elements similar to the HTTP request/ 
response transaction model. 

Each transaction consists of a client request that invokes a 
particular method or function on the server and at least one 
response. SIP reuses most of the header fields, encoding rules 
and status codes of HTTP providing a readable text-based 
format. 

SIP works in concert with several other protocols and is 
only involved in the signaling portion of a communication 
session. SIP clients typically use TCP or UDP on port num 
bers 5060 and/or 5061 to connect to SIP servers and other SIP 
endpoints. Port 5060 is commonly used for non-encrypted 
signaling traffic whereas port 5061 is typically used for traffic 
encrypted with transport layer security (TLS). SIP is prima 
rily used in setting up and tearing down Voice or video calls. 
It has also found applications in messaging applications. Such 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

4 
as instant messaging, and event Subscription and notification. 
There are a large number of SIP-related Internet engineering 
task force (IETF) documents that define behavior for such 
applications. The Voice and video stream communications in 
SIP applications are carried over another application proto 
col, the real-time transport protocol (RTP). Parameters (port 
numbers, protocols, codecs) for these media streams are 
defined and negotiated using the session description protocol 
(SDP), which is transported in the SIP packet body. 
A motivating goal for SIP was to provide a signaling and 

call setup protocol for IP-based communications that can 
Support a Superset of the call processing functions and fea 
tures present in the public switched telephone network 
(PSTN). SIP by itself does not define these features; rather, its 
focus is call-setup and signaling. However, it was designed to 
enable the construction of functionalities of network ele 
ments designated proxy servers and user agents. These are 
features that permit familiar telephone-like operations: dial 
ing a number, causing a phone to ring, hearing ringback tones 
or a busy signal. Implementation and terminology are differ 
ent in the SIP world but to the end-user, the behavior is 
similar. 

SIP-enabled telephony networks can also implement many 
of the more advanced call processing features present in 
signaling system 7 (SS7), though the two protocols them 
selves are very different. SS7 is a centralized protocol, char 
acterized by a complex central network architecture and 
“dumb endpoints' (traditional telephone handsets). SIP is a 
peer-to-peer protocol, thus it requires only a simple (and thus 
scalable) core network with intelligence distributed to the 
network edge, embedded in endpoints (terminating devices 
built in either hardware or software). SIP features are imple 
mented in the communicating endpoints (i.e., at the edge of 
the network) contrary to traditional SS7 features, which are 
implemented in the network. 

Although several other VoIP signaling protocols exist, SIP 
is distinguished by its proponents for having roots in the IP 
community rather than the telecommunications industry. SIP 
has been standardized and governed primarily by the IETF, 
while other protocols, such as H.323, have traditionally been 
associated with the International Telecommunication Union 
(ITU). 
The first proposed standard version (SIP 2.0) was defined 

by RFC 2543 
SIP Network Elements 

SIP user agent (UA) is a logical network end-point used to 
create or receive SIP messages and thereby manage a SIP 
session. A SIP UA can perform the role of a user agent client 
(UAC), which sends SIP requests, and the user agent server 
(UAS), which receives the requests and returns a SIP 
response. These roles of UAC and UAS only last for the 
duration of a SIP transaction. 
A SIP phone is a SIP user agent that provides the traditional 

call functions of a telephone, such as dial, answer, reject, 
hold/unhold, and call transfer. 

SIP phones may be implemented by dedicated hardware 
controlled by the phone application directly or through an 
embedded operating system (hardware SIP phone) or as a 
Softphone, a Software application that is installed on a per 
Sonal computer or a mobile device, e.g., a personal digital 
assistant (PDA) or cell phone with IP connectivity. As ven 
dors increasingly implement SIP as a standard telephony 
platform, often driven by 4G efforts, the distinction between 
hardware-based and software-based SIP phones is being 
blurred and SIP elements are implemented in the basic firm 
ware functions of many IP-capable devices. Examples are 
devices from NOKIAR) and RESEARCH IN MOTIONR). 
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Each resource of a SIP network, such as a User Agent or a 
voicemail box, is identified by a uniform resource identifier 
(URI), based on the general standard syntax also used in Web 
services and email. A typical SIP URI is of the form: sip: 
username:password(a)host:port. The URI scheme used for 
SIP is sip: If secure transmission is required, the scheme sips: 
is used and SIP messages must be transported over Transport 
Layer Security (TLS). 

In SIP as in HTTP, the user agent may identify itself using 
a message header field “User-Agent, containing a text 
description of the software/hardware/product involved. The 
User-Agent field is sent in request messages, which means 
that the receiving SIP server can see this information. SIP 
network elements sometimes store this information, and it 
can be useful in diagnosing SIP compatibility problems. 

SIP also defines server network elements. Although two 
SIP endpoints can communicate without any intervening SIP 
infrastructure, which is why the protocol is described as peer 
to-peer, this approach is often impractical for a public service. 
RFC 3261 Defines these Server Elements: 
A proxy server “is an intermediary entity that acts as both 

a server and a client for the purpose of making requests 
on behalf of other clients. A proxy server primarily plays 
the role of routing, which means its job is to ensure that 
a request is sent to another entity “closer to the targeted 
user. Proxies are also useful for enforcing policy (for 
example, making Sure a user is allowed to make a call). 
A proxy server interprets, and, if necessary, rewrites 
specific parts of a request message before forwarding it.” 
A registrar is a server that accepts REGISTER requests 
and places the information it receives in those requests 
into the location service for the domain it handles.” 
A redirect server is a user agent server that generates 3XX 
responses to requests it receives, directing the client to 
contact an alternate set of URIs. The redirect server 
allows SIP Proxy Servers to direct SIP session invita 
tions to external domains.” 

The RFC specifies: “It is an important concept that the 
distinction between types of SIP servers is logical, not 
physical.” 

Other SIP related network elements are Session border 
controllers (SBC), they serve as middle boxes between UA 
and SIP server for various types of functions, including net 
work topology hiding, and assistance in NAT traversal. 

Various types of gateways or bridges at the edge between a 
SIP network and other networks (as a phone network). 

SIP Messages 
SIP is a text-based protocol with syntax similar to that of 

HTTP. There are two different types of SIP messages: 
requests and responses. The first line of a request has a 
method, defining the nature of the request, and a Request 
URI, indicating where the request should be sent. 
The first line of a response has a response code. 
For SIP requests, RFC 3261 defines the following meth 

ods: 
REGISTER: Used by a UA to indicate its current IP 

address and the URLs for which it would like to receive 
calls. 

INVITE: Used to establish a media session between user 
agents. 

ACK: Confirms reliable message exchanges. 
CANCEL: Terminates a pending request. 
BYE: Terminates a session between two users in a confer 
CCC. 

OPTIONS: Requests information about the capabilities of 
a caller, without setting up a call. 
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6 
The SIP response types defined in RFC 3261 fall in one of 

the following categories: 
Provisional (1XX): Request received and being processed. 
Success (2XX): The action was successfully received, 

understood, and accepted. 
Redirection (3XX): Further action needs to be taken (typi 

cally by sender) to complete the request. 
Client Error (4xx): The request contains bad syntax or 

cannot be fulfilled at the server. 
Server Error (5xx): The server failed to fulfill an apparently 

valid request. 
Global Failure (6xx): The request cannot be fulfilled at any 

Sever. 

SIP Transactions 
SIP makes use of transactions to control the exchanges 

between participants and deliver messages reliably. The 
transactions maintainan internal state and make use of timers. 
Client Transactions send requests and Server Transactions 
respond to those requests with one-or-more responses. The 
responses may include Zero-or-more Provisional (1XX) 
responses and one-or-more final (2XX-6XX) responses. 

Transactions are further categorized as either Invite or 
Non-Invite. Invite transactions differ in that they can establish 
along-running conversation, referred to as a dialog in SIP, and 
so include an acknowledgment (ACK) of any non-failing final 
response (e.g., 200 OK). 

Because of these transactional mechanisms, SIP can make 
use of un-reliable transports such as user datagram protocol 
(UDP). 

If we take the above example, User1's UAC uses an invite 
client transaction to send the initial INVITE (1) message. If 
no response is received after a timer controlled wait period the 
UAC may have chosen to terminate the transaction or retrans 
mit the INVITE. However, once a response was received, 
Userl was confident the INVITE was delivered reliably. 
User1's UAC then must acknowledge the response. On deliv 
ery of the ACK (2) both sides of the transaction are complete. 
And in this case, a Dialog may have been established. 
IM and Presence 
The session initiation protocol for instant messaging and 

presence leveraging extensions (SIMPLE) is the SIP-based 
Suite of standards for instant messaging and presence infor 
mation. MSRP (message session relay protocol) allows 
instant message sessions and file transfer. 
Many VoIP phone companies allow customers to use their 

own SIP devices, as SIP-capable telephone sets, or soft 
phones. The market for consumer SIP devices continues to 
expand, there are many devices such as SIP terminal adapters, 
SIP gateways, etc. 
The free software community started to provide more and 

more of the SIP technology required to build both end points 
as well as proxy and registrar servers leading to a commod 
itization of the technology, which accelerates global adop 
tion. As an example, the open Source community at SIP 
foundry actively develops a variety of SIP stacks, client 
applications and SDKs, in addition to entire private branch 
exchange (IP PBX) solutions that compete in the market 
against mostly proprietary IP PBX implementations from 
established vendors. 
The National Institute of Standards and Technology 

(NIST), Advanced Networking Technologies Division pro 
vides a public domain implementation of the JAVA Standard 
for SIPJAIN-SIP which serves as a reference implementation 
for the standard. The stack can work in proxy server or user 
agent scenarios and has been used in numerous commercial 
and research projects. It supports RFC 3261 in full and a 
number of extension RFCs including RFC 3265. 
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SIP-enabled video surveillance cameras can make calls to 
alert the owner or operator that an event has occurred, for 
example to notify that motion has been detected out-of-hours 
in a protected area. 

Other protocols used in the UC Bridge are H.264 SVC 
(Scalable video coding) is a compression standard that 
enables video conferencing systems to achieve highly error 
resilient IP video transmission over the public Internet with 
out quality of service enhanced lines. This standard has 
enabled wide scale deployment of high definition desktop 
Video conferencing and made possible new architectures 
which reduce latency between transmitting source and 
receiver, resulting in fluid communication without pauses. 

In addition, an attractive factor for IP videoconferencing is 
that it is easier to set-up for use with a live videoconferencing 
call along with Web conferencing for use in data collabora 
tion. These combined technologies enable users to have a 
much richer multimedia environment for live meetings, col 
laboration and presentations. 

Today, most vendors provide some but not all unified com 
munication products or services and have expertise in differ 
ent areas of the communications. The result is a fragmented 
marketplace. 

SUMMARY OF INVENTION 

This disclosure describes a bridge and control proxy for 
unified communication systems. The bridge transmits and 
receives data from a unified communication system. In addi 
tion, the bridge transmits and receives data from a non-com 
patible device. The bridge translates the data between the 
unified communication system and the non-compatible 
device. The bridge Stores selected data such as presence infor 
mation for later use by the unified communication system 
and/or the non-compatible device. 

Further, the bridge uses Web services to discover, promote, 
and/or advertise non-compatible devices to the unified com 
munication system. 

BRIEF DESCRIPTION OF DRAWINGS 

To further aid in understanding the disclosure, the attached 
drawings help illustrate specific features of the disclosure and 
the following is a brief description of the attached drawings: 

FIG. 1 illustrates a typical unified communication system. 
FIG. 2 illustrates an embodiment of the invention coupling 

non-compatible systems to a unified communication system. 
FIG. 3 is a view of an embodiment of the invention. A 

bridge 300 comprises a computer system 310 with network 
capability. A program storage device is readable by a com 
puting device that tangibly embodies a program of instruc 
tions executable by the computing device to perform a 
method to use a bridge and control proxy for unified commu 
nication systems. The method comprises transmitting and 
receiving data from the unified communication system. The 
method also comprises transmitting and receiving data from 
the unified communication system. The method further com 
prises translating the data between the unified communica 
tion system and the non-compatible device. The method also 
comprises translating the data between the unified communi 
cation system and the non-compatible device. The method 
further comprises storing selected data such as presence 
information for later use by the unified communication sys 
tem and/or the non-compatible device. In addition, the bridge 
300 will have one or more application servers 320 to provide 
communication between the unified communication system 
and the non-compatible systems. 
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FIG. 4 is a block diagram of a networked enabled input and 

output device in an audio/video distribution system acces 
sible through the disclosed invention. 

FIG. 5 is a block diagram of an networked enabled audio 
and video legacy control system in an audio/video distribu 
tion system accessible through the disclosed invention. 

FIG. 6 is a block diagram of an integrated control point 
node for an audio/video distribution system accessible 
through the disclosed invention. 

FIG. 7 is a block diagram of components of the integrated 
control point node of FIG. 6. 

FIG. 8 illustrates the disclosed invention coupled to a 
building entry way. 

FIG. 9 illustrates the disclosed invention as an employee is 
traveling through a building hallway or is in a meeting area. 

DISCLOSURE OF EMBODIMENTS 

This disclosure describes a bridge and control proxy for 
unified communication systems. This disclosure describes 
numerous specific details in order to provide a thorough 
understanding of the present invention. One skilled in the art 
will appreciate that one may practice the present invention 
without these specific details. Additionally, this disclosure 
does not describe some well-known items in detail in order 
not to obscure the present invention. 

This invention bridges the current state of unified commu 
nications by extending these systems within the enterprise 
and/or home to non-unified communications systems as 
HVAC, Security, Audio and Video distribution including 
interactive digital signage including controls and audio/video 
back channels. 

FIG. 1 illustrates a typical unified communication system. 
A typical unified communication system 100 may include 
one or more of the following components: email server 102, 
fax server 104, telephone system 106 (this system may also 
include Voicemail and video teleconferencing), instant mes 
saging 108, other systems 110 such as digital presence sys 
tems or systems that may in the future be part of a typical 
unified communication system. All of these components will 
communicate with each other over a LAN or WAN (such as 
the Internet) 112 environment. One embodiment for unified 
communication system 100 is that all of the components 
reside on the same server or cluster of servers. Another 
embodiment for unified communication system 100 is for all 
of the components to be located in the Internet"cloud.” At the 
present time, non-compatible unified communication sys 
tems 114 are unable to communicate and/or participate with a 
unified communication system 100. 

FIG. 2 illustrates an embodiment of the invention coupling 
non-compatible systems to a unified communication system. 
The disclosed invention is a bridge and control proxy 212 
(hereinafter bridge 212) for a unified communication system 
214. The bridge 212 couples to systems that are not compat 
ible with the unified communication system 214. These non 
compatible include HVAC systems 202, security systems 
204, audio/video distribution systems 206, and other non 
compatible systems 208. These non-compatible systems 
communication with the bridge 212 through a LAN or WAN 
connection 210. One embodiment of the invention provides 
for the bridge 212 to couple to non-compatible systems 
through non-network type connections such as a serial con 
nection, direct connection, USB connection, IR connection, 
or the like. The bridge 212 typically connects to the unified 
communication system 214 through a LAN or WAN connec 
tion 210. 
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The bridge 212 also provides Web services such as auto 
discovery of other IP devices, and advertising of state 
machine, and presence signaling and potential transcription. 

Intelligent agents act as Super translation scripts and can 
change the audio or text to any language to Support far end 
needs with Voice to text, and text to Voice applications. 

In addition, the disclosed invention can provide for adjust 
ment of far end lighting control needs. 

FIG. 3 is a more detailed view of an embodiment of the 
invention. A bridge 300 comprises a computer system with 
network capability 310. In addition, the bridge 300 will have 
one or more application servers 320 to provide communica 
tion between the unified communication system and the non 
compatible systems. 

In addition, the disclosed invention translates these and 
other data into other non-UC formats, and vice versa. For 
example, an IM can be used by the digital signage via the 
bridge. In addition, other unified communication services can 
be used through the bridge as well, e.g., RSS feeds, TWIT 
TER(R) feeds, or other social media. 

In one embodiment, this disclosure describes a bridge and 
control proxy for unified communication systems. The bridge 
transmits and receives data from a unified communication 
system. In addition, the bridge transmits and receives data 
from a non-compatible device. The bridge translates the data 
between the unified communication system and the non-com 
patible device. The bridge stores selected data such as pres 
ence information for later use by the unified communication 
system and/or the non-compatible device. Further, the bridge 
uses Web services to discover, promote, and/or advertise non 
compatible devices to the unified communication system. 

Another embodiment of the present invention can be found 
in Appendix A, which describes a media streaming Solution 
by the assignee of this invention that is code named “Diamond 
Fork. 

FIG. 4 is a block diagram of a networked enabled input and 
output device in an audio/video distribution system that is an 
example of a non-compatible system that can be accessed by 
a unified communication system through the bridge of the 
disclosed invention. The network enabled input and output 
device 100F is part of the STREAMNETTM technology by 
CLEARONER) Communications Inc. that is better described in 
more detail in the following patents and applications: U.S. 
Pat. No. 7,643,894; U.S. patent application Ser. Nos. 1 1/467, 
340; 11/960,401; 12/015,385; 12/418,267: 12/727,925; 
12/900,666: 12/917,765; and 12/917,773; all of which are 
incorporated by reference for all purposes into this specifica 
tion. 

Returning now to FIG.4, a networkinput and output device 
100F can receive DC current from external regulated power 
supplies over existing 14-18 AWG speaker wire or can 
employ PoE (Power over Ethernet) technology to trickle 
charge the battery. Also, charge status can be provided for 
battery 800. 

The network input and output device 100F has power 
applied as DC current from a rechargeable battery source 800 
either located within the speaker or inserted into the speaker 
as a removable battery pack. This would also allow for line 
power status, which would perform a function specific to the 
application once this condition occurs. 

Controller 120 is an embedded controller with Flash 
memory programmed to function as a Web server. The con 
troller 120 and an audio format converter 121 are enabled to 
allow their application programming to be updated over the 
network, the network speaker can be made to play currently 
unknown digital formats in the future. 

5 

10 

15 

25 

30 

35 

40 

45 

50 

55 

60 

65 

10 
The digital-to-analog converter 122, converts a digital 

input into an analog level output. At pre-amp 123, the analog 
signal is adjusted and filtered, and any desired active or elec 
tronic crossover may be performed. An amplifier 125 is com 
prised of one or more amplifier circuits that amplify the audio 
signal to the desired final signal strength. A speaker/micro 
phone driver 126 is comprised of one or more speaker drivers 
circuits. Using multiple drivers for multiple speakers allows 
the speakers to be optimized for the frequency range received. 
Speaker/microphone components 127 convert the signal to 
Sound and are voiced and designed to handle a wide dynamic 
range of audio frequencies and are able to aid in the accurate 
reproduction of Sound from a digital source. 

FIG.5 is a block diagram of a networked enabled audio and 
video legacy control system 600 in an audio/video distribu 
tion system accessible through the disclosed invention. The 
audio and video legacy control system 600 communicates 
with the network backbone (Ethernet) 200 through a network 
interface 610 that handles the physical layer hardware proto 
col and may connect to one or more physical layers, wired or 
unwired or both. Coupled to the network interface 610 is a 
network controller 620 that provides the intelligence to run 
various application features of the audio and video legacy 
control system 600, including the higher levels of the TCP/IP 
protocol. The network controller 620 controls an audio for 
mat converter 621, which converts the legacy source audio 
into the desired network digital format for distribution. Digi 
tal audio from legacy sources 500 are transmitted directly to 
the audio format converter 621 to be re-formatted into the 
desired digital format. Analog audio from legacy sources 500 
are fed to an analog-to-digital converter (ADC) 622, and the 
resultant digitized signal then goes to the audio format con 
verter 621 to be coded into the desired digital format. The 
network controller 620 takes the properly formatted digital 
audio and sends it to the network 200 via the network inter 
face 610. Also, the audio format converter 621 may consist of 
multiple encoders to provide multiple conversions of differ 
ent legacy audio inputs simultaneously. The audio and video 
legacy control system 600 uses the analog video from the 
legacy source device for encoding to a packet Switched digital 
format such as WMAPro “Corona, and also uses the analog 
video inputs for power status and feedback. 
The network interface 610 can use a standard wired inter 

face Such as the various Ethernet standards. In addition, net 
work interface 610 can use wireless technology and protocols 
such as 802.11x, UWB, BLUETOOTHR, and more. 
The network controller 620 is an embedded controller with 

Flash memory programmed to function as a Web server and 
enabled with the audio format converter 621 to allow their 
application programming to be updated over the network, the 
audio and video legacy control system 600 can be made to 
code audio to currently unknown digital formats in the future. 
The audio format converter 621 performs audio data com 
pression and encoding of audio formats into the audio format 
acceptable for distribution to the end receiver on the network 
and can consist of an audio encoder-decoder chip (CODEC). 
The analog-to-digital converter 622, commonly referred to 

as an ADC, converts an analog level input to a digital output. 
Adding a microphone speaker input to the ADC will enable 
Voice control of the audio and video legacy control system 
600 and would enable the system to record audio input for 
later use as system messages or audio feedback. Depending 
on the Software application and programming in the network 
controller 620, the audio input may be stored locally for 
future audio feedback, used locally, or it may be fed out to the 
network through the network interface 610. The audio input 
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could be used with a voice recognition application to initiate 
spoken audio or home control commands. 
The audio and video legacy control system 600 may also 

communicate with the legacy sources 500 using a legacy 
communication method. Such as IR or serial commands, that 
are understood by the legacy device. The network controller 
620 controls and communicates with a legacy controller 624, 
which also communicates with the legacy source 500 through 
a legacy audio network interface 623. The functions of the 
network controller 620 and the legacy controller can be com 
bined into one embedded controller. 

The audio and video legacy control system 600 may also 
communicate with the legacy home control network 700 
using the network communication method understood and 
practiced by the legacy home control network 700 and such 
communication may vary greatly depending on the legacy 
home control network 700 being used. The legacy controller 
624 controls and communicates via a legacy home control 
network interface 625, with a legacy home control network 
700. The functions of the legacy controller in controlling the 
legacy sources 500 and the legacy home control network 700 
and the legacy controller could be separated out into two 
separate embedded controllers, or combined with the network 
controller 620. 

FIG. 6 is a block diagram of an Integrated Control Point 
Node for an audio/video distribution system that is an 
example of a non-compatible system that can be accessed by 
a unified communication system through the bridge of the 
disclosed invention. The integrated control point node 
(ICPN) 100 is part of the DigiLinx technology by 
CLEARONER) Communications Inc. that is better described in 
more detail in the following patents and applications: U.S. 
Pat. No. 7,711,126; and U.S. patent application Ser. No. 
12/761.506; all of which are incorporated by reference for all 
purposes into this specification. 

Analog and digital audio signals are received by the ICPN 
100 via an Audio I/O node 500 and a network 200. The 
received analog and/or digital audio signals are created by or 
transcoded by the ICPN 100 and available for use remotely 
from the ICPN 100 via the audio I/O node 500 and the net 
work 200. Terrestrial radio frequencies for use in the ICPN 
100 also are received via an antenna. Power is supplied to the 
ICPN 100 by a power supply 600. The ICPN 100 provides 
powerful amplified signals to drive the transduction in con 
nected speakers 400. In addition, the ICPN 100 can transmit 
and receive data from the network backbone 200 via connec 
tions, which can be wired or wireless. 

FIG. 7 is a block diagram of components of the integrated 
control point node 100 of FIG. 6. Externally accessible, visu 
ally or physically, on the ICPN 100 is a control surface 150 
consisting of a button keypad 154 and a LCD 155. Also 
accessible on the surface 150 are microphone 137 and infra 
red transceivers 160, 170. The control surface 150 provides a 
means for physically controlling the audio system and 
Sources via button keypad 154 presses, Voice control through 
the microphone 137, or sensory input via electronic sensors 
such as the passive infrared transceivers 160, 170, ambient 
light sensors or external sensors. Also, the control surface 150 
can provide a visual via display device, 155 or an audible 
feedback via speaker 157 to aid with the use and control of the 
ICPN 100. The IR transceivers 160, 170 facilitate infrared and 
radio frequency input and output for use from remote con 
trolled devices. These devices can extend the functionality of 
the ICPN 100 to a small handheld type device. 

In addition, FIG. 7 shows other components mounted 
behind the control Surface 150 inside the ICPN 100. A main 
control processor (MCP) 110 functions to control audio out 
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put of the ICPN 100 and possesses a memory that can be Flash 
upgradeable for future functionality. Connected to the MCP 
110 is an FM tuner 120 also connected to an antenna input 
connection 125 which receives audio signals from the 
antenna 300. The integrated tuner 120 has provisions for both 
a single antenna or a plurality of antennas, commonly known 
as diversity tuning. Controlling the tuner 120 directly are 
control signals from the MCP 110 to provide selected audio 
output signals to a Sound processing unit 130. The control 
signals are provided by the MCP 110 in response to command 
signals produced on the control surfaces 150 by a user of the 
system. In addition, the sound processing unit (SPU) 130 also 
receives from a microphone 137 input for use both in pro 
cessing data Such as for Voice control applications and also for 
use with adaptive room correctional algorithms. The micro 
phone 137 also can be used in calculating installation place 
ment and triangulation, speaker polarity and placement and 
for use with intercom and/or VoIP capabilities. 
The SPU 130 also receives, processes, and routes analog 

and digital audio signals from an audio I/O connection 135 
communicating with the audio I/O 500 as well as analog and 
digital audio signals from the network I/O 190 associated 
with the Network 200. The SPU 130 also processes and 
produces analog and digital audio signals routed to the audio 
I/O connect 135, network I/O 190, and to an integrated ampli 
fier 140. Controlled by the MCP 110, the amplifier 140 pro 
vides its amplified audio output signal to speaker output con 
nectors 145. The MCP 110 also receives processes, and routes 
Infrared and radio frequency serial data via an infrared trans 
ceiver circuit 170 and creates and transmits infrared or radio 
frequency serial dataviaan infrared transmission circuit 160. 
In addition, the MCP 110 is connected to the Network 200 via 
the Network I/O circuit 190. 
The MCP 110 is powered by a power supply circuit 180 

connected to the local or global power supply 600 via a power 
connection 185. In the preferred embodiment of the ICPN 
100, the power supply 180 is further enhanced by the use of an 
energy storage module (ESM) 187, which allows for quick 
transience response and helps the local or global power Sup 
ply 600 deliver a steady level of powerfor the audio system to 
utilize and improve system performance. 
The control Surface 150 of the ICPN 100 is controlled and 

communicates directly with the MCP 110. As shown in FIG. 
6, the control surface 150 may consist of the button pad 154 
but in some embodiments may consist of touch panel tech 
nology. The display device 155 is part of the control surface 
150 and may be controlled directly by the MCP 110, or by a 
display controller 157 that is controlled by the MCP 110. 

FIG. 8 illustrates the disclosed invention coupled to an 
building entry way, and which uses a number of non-compat 
ible systems that can be bridged to a unified communications 
system through the disclosed invention. In this example, the 
invention is using “presence' from the unified communica 
tion system to keep track of an employee (“John Smith') 802 
as he enters the building. The disclosed invention will then be 
able to route all types messages to the employee while at the 
same time able to announce his presence (and location) to the 
unified communication system. Being able to identify the 
employee can occur in a number of ways. For example, the 
disclosed invention can use information from the employee's 
security badge on entry and then use an RFID embedded in 
the badge to track location inside the building. Another alter 
native would be to track the location of the employee's cell 
phone. To further expand on the identification of people, the 
disclosed invention could use a facial recognition system to 
identify people who do not possess a security badge. 
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Returning to FIG. 8, employee 802 is entering the facility 
through a secured door 806. Entry through the secured door 
806 is through door security device 808 that can be for 
example a keypad, a badge reader, a fingerprint (or retinal) 
scanner, or a facial recognition scanner using a built-in cam 
era. The door security device can also be an intelligent control 
device as described above. The door security device 808 
couples to an entry security system 812. 
The entry way also includes a video security camera 804 

that provides surveillance of the entry way. The video security 
camera 804 can also have facial recognition ability as well. 
The video security camera 804 couples to a security system 
810. 
The entry way additionally includes an intelligent audio/ 

video input/output device 816 as described above that con 
nects to an audio/video distribution system 818. 
The entry way further includes an intelligent light 820 that 

connects to building lighting control system 822. The light 
intensity of the intelligent light 820 can be adjusted remotely 
as needed so as to get a good picture of employee 802. 
The building lighting control system 822, the audio/video 

distribution system 818, the security system 810, and the 
entry security system 812 all couple to the bridge 826 of the 
disclosed invention, which couples to a unified communica 
tion system 814. 

With the disclosed invention, now that the employee's 
presence has been detected, messages such as audio pages or 
text messages can be sent to the employee so that they hear an 
audio page through the intelligent audio/video input/output 
device 816 or through the intelligent control node device 808. 

FIG. 9 illustrates the disclosed invention as the employee 
802 is travelling through a building hallway or is in a meeting 
area. As described above, the disclosed bridge 826 keeps 
track of the employee's 802 location and provides that infor 
mation to the unified communication system 814. 
The video security camera 804 attached to a security sys 

tem 810 keeps video surveillance of the employee. 
The hallway or meeting room includes an the intelligent 

audio/video input/output device 816 as described above that 
connects to an audio/video distribution system 818. 
The hallway or meeting room further includes an intelli 

gent light 820 that connects to building lighting control sys 
tem 822. The light intensity of the intelligent light 820 can be 
adjusted remotely as needed so as to get a good picture of 
employee 802 or help to control the energy usage of the 
building. 

The hallway or meeting room additionally includes an 
intelligent HVAC node 904 (that includes a vent system) that 
couples to the building HVAC control system 906. 

Additionally, the hallway meeting room includes an intel 
ligent control device 908 that couples to an interior security 
system 910. 
The HVAC control system 906, the building lighting con 

trol system 822, the audio/video distribution system 818, the 
security system 810, and interior security system 910 all 
couple to the bridge 826 of the disclosed invention, which 
couples to a unified communication system 814. 

This disclosure describes a bridge and control proxy for 
unified communication systems. The bridge transmits and 
receives data from a unified communication system. In addi 
tion, the bridge transmits and receives data from a non-com 
patible device. The bridge translates the data between the 
unified communication system and the non-compatible 
device. The bridge Stores selected data such as presence infor 
mation for later use by the unified communication system 
and/or the non-compatible device. 
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Further, the bridge uses Web services to discover, promote, 

and/or advertise non-compatible devices to the unified com 
munication system. 

Other embodiments of the present invention will be appar 
ent to those skilled in the art after considering this disclosure 
or practicing the disclosed invention. The specification and 
examples above are exemplary only, with the true scope of the 
present invention being determined by the following claims. 

We claim: 
1. A method of operating a communication system, the 

method comprising: 
transmitting compatible data to and receiving compatible 

data from a unified communication system with a bridge 
and control proxy: 

transmitting non-compatible data to and receiving non 
compatible data from an audio/video distribution system 
that is not compatible with a unified communication 
system with the bridge and control proxy: 

translating the non-compatible data to compatible data and 
translating the compatible data to non-compatible data 
with the bridge and control proxy to enable bi-direc 
tional communication between the unified communica 
tion system and the non-compatible device; 

storing selected data in the bridge and control proxy for 
later use by at least one of the unified communication 
system and the audio/video distribution system, com 
prising storing presence information of one or more 
people; and 

coordinating the compatible data and the non-compatible 
data to track location of the one or more people inside of 
a building, 

wherein the presence information of the one or more 
people is detected by the audio/video distribution sys 
tem, announced on the unified communication system, 
and messages for the one or more people are sent from 
the unified communication system to the audio/video 
distribution system. 

2. The method of claim 1, further comprising utilizing the 
bridge and control proxy to perform at least one act selected 
from the group consisting of discovering, promoting, and 
advertising non-compatible devices to the unified communi 
cation system. 

3. A method of operating a communication system, the 
method comprising: 

utilizing a bridge and control proxy to transmit and receive 
data from a unified communication system with a net 
work connection; 

utilizing the bridge and control proxy to transmit and 
receive data from a non-compatible device communica 
tion with a non-network type serial connection; 

utilizing the bridge and control proxy to translate the data 
between the unified communication system and the non 
compatible device and enable bi-directional communi 
cation between the unified communication system and 
the non-compatible device; 

storing selected data on the bridge and control proxy for 
later use by at least one of the unified communication 
system and the non-compatible device, comprising Stor 
ing presence information of one or more people; and 

coordinating the data from the unified communication sys 
tem and the data from the non-compatible device to track 
location of the one or more people inside of a building, 

wherein the presence information of the one or more 
people is detected by the non-compatible device, 
announced on the unified communication system, and 
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messages for the one or more people are sent from the 
unified communication system to the non-compatible 
device. 

4. The method of claim 3, further comprising at least one 
act selected from the group consisting of discovering, pro 
moting, and advertising non-compatible devices to the uni 
fied communication system. 

5. A method of operating a communication system, the 
method comprising: 

utilizing a bridge and control proxy to receive data from a 
unified communication system through a network inter 
face, translate the data to a form compatible with a 
non-compatible device, and transmit the translated data 
to the non-compatible device through a non-network 
serial interface; 

utilizing the bridge and control proxy to receive other data 
from the non-compatible device through the non-net 
work serial interface, translate the other data to a form 
compatible with the unified communication system, and 
transmit the translated other data to the unified commu 
nication system through the network interface; 

storing selected data in the bridge and control proxy for 
later use by at least one of the unified communication 
system and the non-compatible device, comprising Stor 
ing presence information of one or more people; and 

coordinating the data and the other data to track location of 
the one or more people inside of a building, 

wherein the presence information of the one or more 
people is detected by the non-compatible device, 
announced on the unified communication system, and 
messages for the one or more people are sent from the 
unified communication system to the non-compatible 
device. 

6. A bridge and control proxy, comprising: 
a network interface configured to transmit data to and 

receive data from a unified communication system in a 
format compatible with the unified communication sys 
tem and transmit data to and receive data from a non 
compatible audio/video distribution system in a format 
incompatible with the unified communication system; 

a computing device configured to cause the data between 
the unified communication system and the audio/video 
distribution system to be translated between the compat 
ible format and the non-compatible format and commu 
nicated bi-directionally between the unified communi 
cation system and the audio/video distribution system; 
and 

a storage device configured to store selected data for later 
use by at least one of the unified communication system 
and the audio/video distribution system, comprising 
storing presence information of one or more people; 

the computing device further configured to coordinate the 
data between the unified communication system and the 
audio/video distribution system to track location of the 
one or more people inside of a building, 

wherein the presence information of the one or more 
people is detected by the audio/video distribution sys 
tem, announced on the unified communication system, 
and messages for the one or more people are sent from 
the unified communication system to the audio/video 
distribution system. 

7. The bridge and control proxy of claim 6, further com 
prising one or more application servers configured to provide 
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communication between the unified communication system 
and the non-compatible device. 

8. A communication system, comprising: 
a unified communication system; 
one or more non-compatible devices; and 
a bridge and control proxy configured to: 
electrically communicate with the unified communication 

system in a compatible format; and 
electrically communicate with the one or more non-com 

patible devices with a non-network type serial connec 
tion and in a non-compatible format, and translate data 
from the unified communication system and the one or 
more non-compatible devices to enable bi-directional 
communication between the unified communication 
system and the one or more non-compatible devices, the 
bridge and control proxy further configured to store 
Selected data on a storage device for later use by at least 
one of the unified communication system and the one or 
more non-compatible devices, comprising storing pres 
ence information of one or more people; and 

coordinate the data between the unified communication 
system and the one or more non-compatible devices to 
track location of the one or more people inside of a 
building, 

wherein the presence information of the one or more 
people is detected by the one or more non-compatible 
devices, announced on the unified communication sys 
tem, and messages for the one or more people are sent 
from the unified communication system to the one or 
more non-compatible devices. 

9. The communication system of claim 8, wherein the one 
or more non-compatible devices comprises at least one device 
selected from the group consisting of a heating, ventilation, 
and air conditioning (HVAC) system, a security system, and 
an audio-video distribution system. 

10. The communication system of claim 8, wherein the 
unified communication system comprises one or more com 
ponents selected from the group consisting of an email server, 
a fax server, a telephone system, an instant messaging system, 
and a digital presence system. 

11. The communication system of claim 10, wherein the 
telephone system comprises a voicemail system and a video 
teleconferencing system. 

12. The communication system of claim 10, wherein at 
least one of the one or more components is configured to 
communicate as part of a cloud network. 

13. The communication system of claim 8, wherein the one 
or more non-compatible devices are configured to communi 
cate with the bridge and control proxy through at least one 
connection selected from the group consisting of a local area 
network (LAN) connection, a wide area network (WAN) 
connection, a serial connection, a direct connection, a univer 
sal serial bus (USB) connection, and an infrared (IR) connec 
tion. 

14. The communication system of claim 8, further com 
prising an intelligentagent device configured to provide Voice 
to text and text to Voice conversion. 

k k k k k 
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