
Personal information you disclose to us 
In Short: We collect personal information that you provide to us.

We collect personal information that you voluntarily provide to us when you express an interest in obtaining 
information about us or our products and Services, when you participate in activities on the Services, or 
otherwise when you contact us.

Personal Information Provided by You. 
The personal information that we collect depends on the context of your interactions with us and the 
Services, the choices you make, and the products and features you use. The personal information we collect 
may include the following:
Names
Physical Addresses
Email Addresses
Telephone Numbers

Sensitive Information. We do not process sensitive information.

Payment Data. We may collect data necessary to process your payment such as your payment instrument 
number, and the security code associated with your payment instrument.

All personal information that you provide to us must be true, complete, and accurate, and you must notify us 
of any changes to such personal information.

HOW DO WE PROCESS YOUR INFORMATION?

In Short: We process your information to provide, improve, and administer our Services, communicate with 
you, for security and fraud prevention, and to comply with law. We may also process your information for 
other purposes with your consent.
We process your personal information for a variety of reasons, depending on how you interact with our 
Services, including:
• To deliver and facilitate delivery of services to the user. We may process your information to provide you 

with the requested service.
• To respond to user inquiries/offer support to users. We may process your information to respond to your 

inquiries and solve any potential issues you might have with the requested service.
• To send administrative information to you. We may process your information to send you details about our 

products and services, changes to our terms and policies, and other similar information.
• To fulfil and manage your claims. We may process your information to fulfil and manage your claims, 

payments, returns, and exchanges made through the services we provide.
• To enable user-to-user communications. We may process your information if you choose to use any of our 

offerings that allow for communication with another user.
• To save or protect an individual's vital interest. We may process your information when necessary to save 

or protect an individual's vital interest, such as to prevent harm.
• For marketing purposes and promotional communications.

WHAT LEGAL BASES DO WE RELY ON TO PROCESS YOUR INFORMATION?

In Short: We only process your personal information when we believe it is necessary and we have a valid 
legal reason (i.e., legal basis) to do so under applicable law, like with your consent, to comply with laws, to 
provide you with services to enter into or fulfill our contractual obligations, to protect your rights, or to fulfill 
our legitimate business interests.
If you are located in the EU or UK, this section applies to you.
The General Data Protection Regulation (GDPR) and UK GDPR require us to explain the valid legal bases 
we rely on in order to process your personal information. As such, we may rely on the following legal bases 
to process your personal information:
Consent. We may process your information if you have given us permission (i.e., consent) to use your 
personal information for a specific purpose. You can withdraw your consent at any time. Learn more about 
withdrawing your consent.



Performance of a Contract. We may process your personal information when we believe it is necessary to 
fulfil our contractual obligations to you, including providing our Services or at your request prior to entering 
into a contract with you.
Legal Obligations. We may process your information where we believe it is necessary for compliance with 
our legal obligations, such as to cooperate with a law enforcement body or regulatory agency, exercise or 
defend our legal rights, or disclose your information as evidence in litigation in which we are involved.
Vital Interests. We may process your information where we believe it is necessary to protect your vital 
interests or the vital interests of a third party, such as situations involving potential threats to the safety of any 
person.
If you are located in Canada, this section applies to you.
We may process your information if you have given us specific permission (i.e., express consent) to use your 
personal information for a specific purpose, or in situations where your permission can be inferred (i.e., 
implied consent). You can withdraw your consent at any time.
In some exceptional cases, we may be legally permitted under applicable law to process your information 
without your consent, including, for example:
• If collection is clearly in the interests of an individual and consent cannot be obtained in a timely way
• For investigations and fraud detection and prevention
• For business transactions provided certain conditions are met
• If it is contained in a witness statement and the collection is necessary to assess, process, or settle an 

insurance claim
• For identifying injured, ill, or deceased persons and communicating with next of kin
• If we have reasonable grounds to believe an individual has been, is, or may be victim of financial abuse
• If it is reasonable to expect collection and use with consent would compromise the availability or the 

accuracy of the information and the collection is reasonable for purposes related to investigating a breach 
of an agreement or a contravention of the laws of Canada or a province

• If disclosure is required to comply with a subpoena, warrant, court order, or rules of the court relating to the 
production of records

• If it was produced by an individual in the course of their employment, business, or profession and the 
collection is consistent with the purposes for which the information was produced

• If the collection is solely for journalistic, artistic, or literary purposes
• If the information is publicly available and is specified by the regulations

DO WE USE COOKIES AND OTHER TRACKING TECHNOLOGIES?
In Short: We may use cookies and other tracking technologies to collect and store your information.
We may use cookies and similar tracking technologies (like web beacons and pixels) to gather information 
when you interact with our Services.
Some online tracking technologies help us maintain the security of our Services, prevent crashes, fix bugs, 
save your preferences, and assist with basic site functions.
We also permit third parties and service providers to use online tracking technologies on our Services for 
analytics and advertising, including to help manage and display advertisements, to tailor advertisements to 
your interests, or to send abandoned shopping cart reminders (depending on your communication 
preferences).
Specific information about how we use such technologies and how you can refuse certain cookies is set out 
in our Cookie Notice.

Google Analytics

We may share your information with Google Analytics to track and analyse the use of the Services. To opt 
out of being tracked by Google Analytics across the Services, visit https://tools.google.com/dipage/gaoptout. 
For more information on the privacy practices of Google, please visit the Google Privacy & Terms page.

DO WE USE ARTIFICIAL INTELLIGENCE-BASED PRODUCTS?
In Short: We may use products, features, or tools powered by artificial intelligence, machine learning, or 
similar technologies.
As part of our Services, we may use products, features, or tools powered by artificial intelligence, machine 
learning, or similar technologies (collectively, "Al Products"). The terms in this Privacy Notice govern our use 
of the Al Products within our Services.



We may use Al Products through third-party service providers ("Al Service Providers"), including OpenAl. As 
outlined in this Privacy Notice, your personal information will not be shared with and processed by these Al 
Service Providers.  To enable our use of Al Products for purposes outlined in "WHAT LEGAL BASES DO WE 
RELY ON TO PROCESS YOUR PERSONAL INFORMATION?" We will not use the Al Products in any way 
that violates the terms or policies of any Al Service Provider.

Our Al Products may include
• Al document generation
• All personal information processed using our Al Products is handled in line with our Privacy Notice and our 

agreement with third parties. This ensures high security and safeguards your personal information 
throughout the process, giving you peace of mind about your data's safety.

CONTROLS FOR DO-NOT-TRACK FEATURES
Most web browsers and some mobile operating systems and mobile applications include a Do-Not-Track 
("DNT") feature or setting you can activate to signal your privacy preference not to have data about your 
online browsing activities monitored and collected. At this stage, no uniform technology standard for 
recognising and implementing DNT signals has been finalised. As such, we do not currently respond to DNT 
browser signals or any other mechanism that automatically communicates your choice not to be tracked 
online. If a standard for online tracking is adopted that we must follow in the future, we will inform you about 
that practice in a revised version of this Privacy Notice.


