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FCC Declaration of Conformity

Pakedge Device & Software, Inc., 3847 Breakwater Avenue, Hayward, CA, declares under sole
responsibility that the RK-1, RE-1, and RE-2 comply with 47 CFR Parts 2 and 15 of the FCC Rules as a Class
B digital device. These devices comply with Part 15 of FCC Rules. Operation of the devices is subject to the
following two conditions: (1) These devices may not cause harmful interference, and (2) these devices
must accept any interference that may cause undesired operation.

WARNING: TO PREVENT FIRE OR SHOCK HAZARD, DO NOT EXPOSE THIS PRODUCT TO RAIN OR
MOISTURE. THE UNIT MUST NOT BE EXPOSED TO DRIPPING OR SPLASHING WATER. CAUTION:
DO NOT OPEN THE UNIT. DO NOT PERFORM ANY SERVICING OTHER THAN THAT CONTAINED IN
THE INSTALLATION AND TROUBLESHOOTING INSTRUCTIONS. REFER ALL SERVICING TO
QUALIFIED SERVICE PERSONNEL. CAUTION: THIS DEVICE MUST BE INSTALLED AND USED IN
STRICT ACCORDANCE WITH THE MANUFACTURER'’S INSTRUCTIONS AS DESCRIBED IN THE USER
DOCUMENTATION THAT COMES WITH THE PRODUCT. WARNING: POSTPONE INSTALLATION
UNTIL THERE IS NO RISK OF THUNDERSTORM OR LIGHTNING ACTIVITY IN THE AREA.

Safety precautions

When using this device, always follow basic safety precautions to reduce the risk of fire, electric shock, and
injury to persons, including the following:

e Comply with all warning and caution statements in the instructions.

e Retain instructions for future reference.

e Observe all warning and caution symbols that are affixed to this equipment.

e Comply with all instructions that accompany this equipment.

e Upon completion of any service or repairs to this product, ask the service technician to perform
safety checks to determine that the product is in safe operating condition.

e Installation of this product must be in accordance with national wiring codes and must conform to
local regulations.

e Avoid using this product during an electrical storm. There may be a risk of electric shock from
lightning. For added protection for this product during a lightning storm, or when it is left
unattended and unused for long periods of time, unplug the power supply and disconnect the
CAT5e.This will prevent damage to the product due to lightning and power surges.

e Give particular attention to all safety precautions.

e Operate this product only from the type of power source indicated on the product’'s marking label.
If you are not sure what type of power is supplied to your home, consult your dealer or local power
company.

e |tis recommended that the customer install an AC surge protector in the AC outlet to which this
device is connected. This is to avoid damage to the equipment from lightning strikes and other
electrical surges.

e Wipe the unit with a clean, dry cloth. Never use cleaning fluid or similar chemicals. Do not spray
cleaners directly on the unit or use forced air to remove dust.

e Keep the device free from excessive heat, humidity, vibration, and dust.

e Do not directly cover the device or block the airflow to the device with insulation or any other
objects.
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Introduction

The popularity and affordability of IP networking has driven audio/video and control networks to share
the same physical wiring with computer networks. However, computer data can tolerate unpredictable
latency in ways that audio-video streaming and control systems cannot. Sophisticated systems require
the same robustness as an enterprise network to ensure that IP-based controls occur instantly and
audio/video packets arrive in time.

Note: If this is your first time installing this product, please read this manual in its entirety.

Customer Service and Technical Support

Pakedge Device & Software, Inc. is committed to providing you with exceptional support on all of our
products. If you wish to speak with one of our representatives, you may contact us at:

Customer Service

Email: customerservice@pakedge.com

Phone: 650.385.8701

Technical Support

Email: support@pakedge.com

Phone: 650.385.8703

Visit our website for up-to-date support information at www.pakedge.com.

Please be prepared to provide your product's model and serial number when contacting Pakedge Support.
Your model and serial numbers are printed on a label located on the electronic housing.


mailto:customerservice@pakedge.com
mailto:support@pakedge.com
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Installing

For installation procedures, refer to the Quick Start Guide that came with the router. You can also visit the
Dealer Portal on our website for all the current manuals and Quick Start Guides.

Note: If you install the router in a closed or multi-unit rack assembly, the operating ambient temperature
of the rack environment may be greater than room temperature. Make sure you install the equipment
somewhere within the recommended temperature range.

For rack installation, make sure that the amount of air flow required for safe operation of the equipment is
not compromised.

For free-standing installation, make sure that the router has at least 1.5 in. (3.75cm) of clearance on each
side to allow for adequate air flow and cooling.
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Getting to know your product

Package contents:

e RK-1, RE-1, or RE-2 router
¢  Mounting brackets

e Power cable
e 6ft CAT5E cable
e Quick Start Guide

pakedgedevic

The front panel of the router has several blue LEDs. See the Table 1 below for more information.

Table 1: LED Explanation (From Left to Right)

Status Operation

Blue USB is connected
UsSB1-2 LINK/ACT | Flashing Blue USB is being accessed

Off No device connected

Blue Port is online (link established)
WAN 1 -2 LINK/ACT | Flashing Blue Activity

Off No device connected

Blue Port is online (link established)
LAN1-5 LINK/ACT | Flashing Blue Activity

Off No device connected
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Blue The router is powered on

Power

Off The router is turned off

Note: LAN Port number 5 can be configured as a Guest network.

Below you will find a description of the interfaces on the back of the router in Table 2.

Table 2: Interface Explanation (From Left to Right)

Reset Button N/A N/A N/A Hold Reset Button for 10 seconds to factory default the settings|
USB1-2 USB-A Up to 5Gbps USB 3.0 USB port used for file sharing
WAN 1 -2 RJ-45 10/100/1000 Ethernet WAN port used for the Internet connection from the ISP
Mbps
LAN1-5 RJ-45 10/100/1000 Ethernet 4-port switch connections on the internal network
Mbps
Console RJ-45 115200 Console Console port for maintenance use
AC Power input AC N/A N/A Power Input
Power Switch N/A N/A N/A On/Off Power Switch




RE-1, RE-2, RK-1 High-Speed Gigabit AV Router

Accessing the router

To access the router’s GUI:

1. Plug an Ethernet cable from the router to a PC.

2. Make sure your network card is set to obtain an IP address automatically. Then open any Internet
browser and go to the address http://192.168.1.99 or you can simply type pakedgerouter.com
Note: For best results we recommend using Mozilla Firefox as your web browser. If you are using
Internet Explorer, use version 9 or newer.

3. Enter the default username pakedge and the password pakedger. Click login.

RK-1

pakedgedevice&software inc

Username

Password

@ Login

Important: Change this default password. See the section “Username/Password.”


http://192.168.1.99/
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Dashboard

The dashboard provides frequently used quick links to help with more efficient set up.

Active Sessions

Towards the top of the page you will find information on the serial number, uptime, and the number of
active sessions on the router as well as the CPU and memory usage.

< Zones Port Forward

If there is new firmware available for the router, you will see a message alerting you with an option to
download it.

Active Sessions

New firmware (1.00) is available to download Download Now

10
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Under Network you will find a summary of the network zones that are active on the router.

Network

WAN LAN

static static
192.1681.51 192.168.100.99
255.255.255.0 255.255.255.0
1921681.99

192.168.1.99 Uptime: 8d15h34m3s

8888

Uptime: 8d15h34m 3s

The DHCP Leases section shows the devices that have received an IP address form the router.

DHCP Leases

There are no active leases.

Other Connected Devices will display any device that has been discovered by the router. When a device
on the network transmits data, the router will log its IP address. Usually devices with static IPs assigned to
them will appear in this field.

Other Connected Devices

WAN (Internet) 192.168.1.34
LAN 192.168.100.100
WAN (Internet) 192.168.1.99 -

Settings

Connecting to the Internet

The router supports the three main types of Internet connections:
e DHCP (Typically used by cable companies and DSL basic service)
e Static IP (Fixed public IP address mostly used by Business Class Broadband services)
e PPPoE (Used by DSL companies such as AT&T)

Determine what type of Internet connection you have from your Internet Service Provider (ISP), and then
follow one of the three instruction sets below to connect the router to the Internet.

DHCP

By default, the router will connect to the Internet using DHCP. If your ISP uses DHCP, you may need to
reset the modem to get Internet access. If you are using a modem that has a router built into it, you may
have to configure DMZ settings to allow complete functionality of the router.

11
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Static IP

To configure the router to a static IP:

1. Hover your mouse towards the top of the page over Network. Click Network Zones.

Li_l:\,'l Status 1:! ;:' Metwo tig} Maintenance
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DMN5 Diagnostics
System Log UFNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot

VPN

2. Edit the WAN Zone.

L

Network Zones

Interface Zones

=] W N N

Type: static Type: dhep Address: 192.168.127.99
Address: 192.168.1.55 MAC-Address: 02:BD:D8:CE0C:01 Netmask: 255.255.255.0
Netmask: 255.255.255.0 Received: 0.008 MAC-Address: 90:A7:C1:98:00:6C
Gateway: 192.168.1.99 Sent: 0.008B Received: 0008

DNS 1: 88838 Sent: 588.00 B
MAC-Address:  90:AT:C1:98:00:6F Uptime: Oh Om 0s

Received: 39.05 GB Uptime: Uh Bm 325

Sent: 12417 MB

Uptime: 0h Om 325

@

12
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Select Static Address for the Protocol.

Status Type: dhcp
Address: 192.168.1.51
Netmask: 255.255.255.0
Gateway: 192.1658.1.99
DNS 1: 192.168.1.99
DNS 2: 5.8.8.8
Uptime: 8d 15h 39m 36s
MAC-Address:
Received: 309.28 MB
Sent: 67.23 MB

Protocol  DHCP

Static address
DHCP
PPPoE

Use custom DNS servers

Override MAC address  FEELE.ETR PN I

Click Switch Protocol to switch the WAN Zone to Static.

Protocol  Static address |E|

Are you sure you wish to switch the protocol? EUi{saNelgelteles]!

Enter the IP address, subnet mask, Default Gateway and DNS Server provided by your ISP.
Select custom from the netmask drop down menu to enter a custom subnet mask. Click Apply.
The router now has the Static IP configured on it.

Protocol | Static address |Z|
IPv4 address | 192.168.1.51
IPv4 netmask | 255.255.255.0 |Z|

IPv4 gateway | 192.168.1.99

Use custom DMS servers 8.8.8.B| +

Override MAC address | &l i =

13
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PPPOE

To configure the router using a PPPoE connection:
1. Loginto the router.
2. Click Network Zones.

':!_I:\" Status ::!: e l':’QJ} Maintenance
Dashboard Port Farwarding IGMP Sncoping Username/Password

Real-time Monitoring Virtual DMZ Dynamic DMNS Diagnostics
System Log UFPNP Remote Access

DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration

Quality of Service File Sharing Firmware

Dual-Wan SNMP Reboot
VPN

3. Edit the WAN Zone.

Network Zones

Interface Zones

Type: static Type: dhep Address: 192.168.127.99
Address: 192.168.1.55 MAC-Address: 02:BD:D8:CEOC:01 Netmask: 255.255.255.0
Netmask: 255.255.255.0 Received: 0008 MAC-Address: 90:A7:C1:98:00:6C
Gateway: 192.168.1.99 Sent: 0008 Received: 0008

DNS 1: 8888 Sent: 588.00 B
MAC-Address:  S0:A7:C1:98:00:6E Uptime: 0h Om 0s

Received: 39.05G8 Uptime: 0h Om 325

Sent: 12417 MB

Uptime: 0h Om 325

[ ot oy e @

6. Select PPPoE from the Protocol drop down menu, then click Switch Protocol.

Protocol | Static address |Z|

Static address
IPvd address | DHCP

PPPoE \

14
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7. Enter the username that the ISP assigned under the PAP/CHAP username field. Enter the
password in the PAP/CHAP password field. For the Use custom DNS servers, enter the DNS
server you would like to use. For example, you can use 8.8.8.8. Click Apply when finished. The
router is now setup for PPPoE.

Protocol | PPPoE |E|

PAP/CHAP username

PAP/CHAP password

[

Use custom DMNS servers +

Additional WAN Options

DNS Forwarding
The DNS Forwarding option will forward LAN DNS requests pointed to the router to the
specified public DNS server.

DNS forwardings | example. o g +

Rebind Protection

This function protects the WAN from receiving DNS information from any “Local” non-Public IP
address positioned above the router in the network. If the router is positioned behind another
router, this feature should be disabled.

Rebind protection

- [ 5 e TR S 1 1 e [ Tp | & e e
d Discard upstream RFC1918 BE ONSEs

15



RE-1, RE-2, RK-1 High-Speed Gigabit AV Router

Port Forwarding

Port forwarding allows services inside the network to be available from the Internet. For example, if you
have an IP camera on your network port forwarding would allow you to remotely view the camera.

To configure port forwarding:

1. Navigate to Network >Port Forwarding.

— — — =
i - f \ « f - : f N
\ J 2tatus \ | MeETWOrk \ ] aenices \ ] Wiaintenance
%, \ \, \ J

—_ gl Lo s

(ll) statu
Dashboard IGMP Snooping Username/Password

Real-time Manitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remots Accass

DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration

Quality of Service File Sharing Firmware

Dual-Wan SMNMP Reboot
VPN

2. As an example, we will forward TCP port 80 to an IP camera on the IP address 192.168.1.50. Click
Add New Item.

This section contains no values yet

For the Description enter IP Camera. For the Protocol select TCP. For the WAN Zone select
WAN. We will enter 80 for the External Port. Enter 80 as the Internal port. For the internal IP
address select custom and enter 192.168.1.50. Leave the enable box checked. Click Apply. The

Port forward information will be saved in this section.

3.

| B0 ( 192168150 i Delete

16
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Real-Time Monitoring

The Real-Time Monitoring section allows you to view statistics on the router.

The Port Status section will display which ports on the router are currently active.

m LAN/WAN Statistics Live Sessions
= W 0 U D w
v x LAN LAN LAN LAN

- =
WAN2 LAN LA

The LAN/WAN Statistics will display the amount of traffic going through the LAN or WAN of the router.

4 o e
g e

Select Zone:  WAN v|

e o TG e s

The Live Sessions will display information on active connections. This information includes the protocol
type, amount of data transferred and the destination of the data.

ro s, o s [T —
Session Statistics e

Select Statistics Window: 5 Mtes =

1Pv4 TCP 192.168.195:27146 192.168.1.50:8443 17766 KB

17
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Isolated Guest network

The router has an isolated guest network option. When enabled, port 5 on the router will be turned into a
guest network port. Any devices connected on that port will be placed on the Guest network. The Guest
network will only have access to the Internet. It will not have access to any internal resources.

To enable the isolated guest network:

1. From the Network menu, click Network Zones.

{ \ o f . f i\ -~ f \ . e
!_\||I ) Status (e - Metwork § & ) Services '._\ﬁ__.' Maintenance
Mt - # -, - e

Dashboard Port Farwarding IGMP Snooping Username/Fassword
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log UPMNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SHNIMP Reboot
VPN

2. Click the toggle on/off switch under the Isolated Guest network zone.

Address: 192.168.127.99
MNetmask: 235.255.255.0
MAC-Address: 90:A7:C1:98:00:6C
Received: 0.00B

Sent 3130 KB

Uptime: Oh9m 23s

18
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3. You will get a message letting you know that port 5 will be turned into the Isolation Guest network
port. Click OK to enable the isolated guest network.

Enabling this zone will switch port5 from the LAN Zone to the ISOLATED GUEST Zone. Any devices currently connected on that port will be switched
over to the Guest Zone. Are you sure you wish to enable this zone?

Virtual DMZ

The Virtual DMZ will allow you to place a device in the network outside of the firewall. This will allow for
unrestricted access to it from the Internet.

To configure the Virtual DMZ:

1. Click Virtual DMZ.

(!:;!:\} Status {:f : ::} MNetwork l@ Services (@} Maintenance
Dashboard Part Forwarding IGMP Snooping Username/Password
Real-time Monitoring Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMMP Reboot

VPN

2. Select Enable. For the DMZ computer’s IP field, you can select the device from the drop down
menu. If the device is not listed you can select custom to manually enter the IP address of the
device you would like to place in the DMZ. Click Apply to finalize the configuration.

Enable

192.168.1.3

192.168.1.3 .
192.168.255.100
-- custom --

Note: When you enable the Virtual DMZ you will still be able access the routers GUI remotely via
HTTPS, and you will still be able to use the VPN feature.

19
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Changing the IP address of the LAN Zone

The default IP address of the router is 192.168.1.99.
To change the IP address of the router or change the entire network address:

1. Click Network Zones.

Sl Y i e — s "
(:!1!,'! Status 'k:_!_f;' Network I_E;} Services (g} Maintenance
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DN5 Diagnostics
System Log UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMMP Reboot
VPN
2. Click Edit.

Address: 192.168.127.99
Netmask: 255.255.255.0
MAC-Address: 90:A7:C1:98:00:6C
Received: 0.00 8

Sent: 483KB

Uptime: Oh 14m 13s

20
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3. Enter the new IP address you wish to use in the IP Address field. In the following example, we
change the IP address of the router to 192.168.10.99.

1P Address | 192.168.10.99
Netmask = 255.255.255.0 H

Enable STP [

I Enables the Spanning Tree Protocol on this zone

4. In the DHCP Server section, the Start field indicates the first IP address that will be handed out by
the router. The End field indicates the last IP address that will be handed out. The limit field
indicates the amount of IP addresses that the router can hand out.

Enable DHCP Server
I3 Enable DHCP Server on this zone

Start | 192.168.10.100

I Lowest leased address.

End | 192.168.10.198

A Highest leased address.

Lease time | 12h

I Expiry time of leased addresses, such as, 7d or 12h or 60m.

minimum is 2 Minutes (2m).

5. The Lease time field allows you to view/modify DHCP IP address lease time. The following format
must be used: A D represents days, an H represents hours and an M represents minutes. For
example, if you wanted to change the lease time to be 3 days 2 hours and 30 minutes you would
set the lease time to 3D2H30M.

Enable DHCP Server
I Enable DHCP Server on this zone

Start | 192.168.10.100

I Lowest leased address.

End  192.168.10.198

A Highest leased address.

Lease time | 12h

[+ | Expiry time of leased addresses, such as, 7d or12h or 60m.

minimum is 2 Minutes (2m).

6. Click Apply to finalize your settings.

21



VLAN settings

The router comes configured with VLANs. VLANs allow you to separate devices into smaller networks to
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increase efficiency on your network. The router will come with VLANs 2-6.

To modify any of the VLAN settings:

1. Click Network Zones.

(-_h\\
("l ) Status

-

Dashboard

Real-time Monitoring

System Log

Port Forwarding
Virtual DMZ

DHCP Reservation

Static Routes

Cuality of Service

Dual-Wan

= )
I@ Service @ Maintenance
IGMP Snooping Username/Password
Dynamic DNS Diagnostics

UPNP Remote Access

Media Server Time Zone

Parental Controls Configuration

VLANs 2-6 will be displayed towards the bottom.

Type:
Address:

Netmask:
Gateway:
DS 1:

MAC-Address: 90

Received
Sent:

Uptime:

VLAN ID: 2
Address:
Netmask:
MAC-Address: 90:AT
Received:
Sent:

Uptime: 1h 53m 555

AudiofVides

VLAN ID:
Address:
Netmask:
MAC-Address: 90
Received:
Sent:

Uptime:

3

0.00
4958 KB

1h 53m 555

File Sharing Firmware
SNMP Reboot
VPN
L L e L

Address: 192.168.100.
Netmask: 255,255,255,
MAC-Address:  90:AT:C1:98:0051
Received: 586 M8

Sent: 3076 MB
Uptime: h 53m 535

Enable Zone Bonding

VLAN ID:

Address

Netmask:
C-Addres:

Sent:

Uptime:

4 VLAN ID: 5 VLAN ID:

Netmask: Netmask:
MAC-Address:
0008 Received:
4967 KB Sent: Sent:
1n 53m 555 Uptime: 1h 53m 555 Uptime:

Address:

192.1664.1 Address:

Edit Edit

22
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2. The Zone Bonding option allows devices that use multicast messaging to communicate across
VLANSs.

3. Click Edit under any of the VLANSs to view its settings. As an example, we will click Edit under
VLAN2.

Audic/Video
VLAN ID: 2 VLAN ID: 3 VLAI
Address: 192168.21 Address: 19216831 Add
Netmask: 255.255.255.0 Netmask: 255.255.255.0 Net:
MAC-Address: 'mim u u MAC-Address: & = MAC
Received: 0.00EB Received: 0.00B Rect
Sent: 2549 MB Sent: 25.49 MB Sent
Uptime: 1d1h3mds Uptime: 1d1h3mds Upti

4. The Name field allows you to change the name of the VLAN. By default VLAN2 will be named
Voice. The VLAN ID allows you to use a different VLAN ID. Enable Inter VLAN Routing allows this
VLAN to communicate with other VLANs. Unchecking this option would give VLAN2 Internet access
only. VLAN 2 would not be able to communicate with any other VLAN, and all other VLANs would
not be able to communicate with VLAN2.

WName  Voice
VIANID | 2

Enable Inter VLAN fiouting ¥

5. If you would like to change the IP address of VLAN2 you can enter the new IP in the IP Address
field. As an example, we will change the IP address of VLAN2 to 192.168.12.1.

IP Address 1 192.168.12.1

Netmask | 255.255.255.0 E|

23
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6. Towards the bottom you will see the DHCP server settings for VLAN2. We will change the Start IP

address to 192.168.12.100 and the End IP address to 192.168.12.249 so that it matches the new
IP scheme.

DHCP Server
Enable DHCP Server
I Enable DHCP Server on this zone

Start 192.168.12.100

I Lowest leased address.

End  192.168.12.249

I Highest leased address.

Lease time | 12h

I Expiry time of leased addresses, such as, 7d or 12h or 60m.

minimum is 2 Minutes (2z).

The Lease time field allows you to view/modify DHCP IP address lease time. The following format
must be used: A D represents days, an H represents hours and an M represents minutes. For
example, if you wanted to change the lease time to be 3 days 2 hours and 30 minutes, you would
set the lease time to 3D2H30M.

Enable DHCP Server
I Enable DHCP Server on this zone

Start | 192.168.12.100

I Lowest leased address.

End | 192.168.12.249

[+ ] Highest leased address.

Lease time | 12h

I Expiry time of leased addresses, such as, 7d or 12h or 60m.

minimum is 2 Minutes (2m).
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Static Route

Static Routes allow the manual forwarding of traffic to networks that are not a part of the router internal
routable networks.

To create a Static Route:

1.

2.

Click Static Route.

li!!:\,'l Status ‘r:!:;} Metwork I:::E_‘} Services (g/} Maintenance
Dashboard Port Forwarding IGMP Snooping Username/FPassword

Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access

DHCP Reservation Media Server Time Zone
Parental Controls Configuration

CQuality of Service File Sharing Firmware

Dual-Wan SNMP Reboot
VPN

For our example we will be forwarding traffic destined for the unknown network
(192.168.222.0/24) to the IP address of the Gateway device which has knowledge of that network
(192.168.1.111). First click Add New Item.

This section contains no values yet

Add New ltem

Clear Changes

Target IP Address will be the network which must be accessed and is not directly known by the
router (192.168.222.0). Target Netmask is the Subnet Mask of that network (255.255.255.0).
Gateway is the IP Address traffic should be forwarded to in order to reach that new network
(192.168.1.111). An example of this would be the WAN IP address of a second router connecting
to the LAN of the router. In order to reach the second routers LAN a static route must be added to
inform the router of the Gateway IP that has direct knowledge of this new network. Zone should
match the Network Zone of the Gateway traffic will be forwarded to. Metric can optionally be
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changed to indicate precedence between two similar routes. If the higher precedence route is not
accessible then the lower metric route will be taken.

192.168.222.0 255.255.255.0 192.168.1.111 oy
Add New Item

4. After the information has been entered, click Apply at the bottom of the page.

DHCP Reservation

DHCP reservation allows the router to continually assign the same IP address to a device.
To create a DHCP reservation:

1. Click DHCP Reservation.

(@;\} Status {5!::} Metwork I::___._:\} Services (?;} Maintenance
Dashboard Port Forwarding IGMP Snooping Username/Password

Real-time Monitoring Virtual DMZ Dynamic DN5 Diagnostics
System Log Metwork Zones UPNP Remote Access

Media Server Time Zone
Static Routes Parental Controls Configuration

CQuality of Service File Sharing Firmware

Dual-Wan SNMP Reboot
VPN

2. Click Add New Item.
DHCP Reservation

This section contamns no values yet

3. For the Hostname field, fill out a name. For the MAC-address field, click the drop down menu and
select the device you would like to make a reservation for. You can also manually enter the mac
address of the device. When entering the mac address, use colons. For example, aa:bb:cc:dd:ee:ff.
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In the IPv4-Address field, select custom and enter the IP address that you would like to assign to

the device.

Laptop

4. Click Apply when finished. You may need to restart the network card of your device in order for it
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Add New Item

to receive the new IP address.

Quality of service

Quality of Service (QoS) allows you to prioritize data on the network. For example, there are certain
applications which require the least amount of latency possible. You can prioritize this type of traffic so
that it is sent ahead of other data that can function properly with some latency, such as ordinary web

traffic.

To configure QoS:

1. Click Quality of Service.

# L
{ Neros =
{ Il ) Status
—

Dashboard

Real-time Monitoring

System Log

2. Check Enable.

Quality of

Service

Port Farwarding
Virtual DMZ
Metwork Zones
DHCP Reservation

Static Routes

Quality of Service

Dual-Wan

|" A &)\ -

—

IGMP Snooping
Dynamic DNS
UPMNP
Media Server
Parental Controls
File Sharing
SNMP
VPN

WAN

Enable [

Download speed limit (mbit/s) | 25

Upload speed limit (mbit/s) | 10

192168100116 '!

Username/Fassword
Diagnostics
Remote Access
Time Zone
Configuration
Firmware

Reboot
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You can restrict download and upload speeds on this page. For example, in the following image we
have set 25 Mbps as the limit for download and 10 Mbps as the limit for upload speeds. This
setting will apply to all devices on the network.

Download speed limit (mbit/s)

25

Upload speed limit (mbit/s)

10

If you want to create a new QoS policy to prioritize certain data, click Add New Item.

Med r all (=t ol

E i i -8 (=8 (-~ pom

The Priority column allows you to select the priority of the data

Med | st - all =l al = e = 5060 v| n. m
e
Lear

Add New Item

The Source host column allows you to define which source IP address the policy will apply to. If
you select all, the policy will apply to all devices on the network. If your device is listed in the drop
down menu you can select it, otherwise select custom and manually enter the IP address.

H|
]
=]
]
]
#

Med

192168 255100
152188199
il

The Destination host column allows you to define which IP destination address the policy will
apply to. If you select all then the policy will apply to any IP address on the Internet.

192168 255100
192168195
192188149

cutam
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7. The Service column has a list of common applications that you may want to prioritize. If the
application you are looking for is on the list you can select it as the service to prioritize.

Med ] all

E]

B al T unp E 5060 B - . m

8. The Protocol column allows you to select whether the data that you are prioritizing is TCP or UDP.
If you are unsure you can simply select all which will use both.

=]
5
[

Mad - » 3 all * upe 60 v
= ' om
:

TCR

Me
Add New ltem s

9. The Ports column allows you to select which ports the data you are prioritizing uses. Click the drop
down menu and select custom.

riority Source hos Service col s Sor
Med EI all B all B all B upp B 5060 &
LT

Add New Item

10. You can then fill in the port number that your application uses.

~d [« @ [« 8 [« # (e[ =~ T g m

Add New ltem

L8

11. For example, we will prioritize the data of a computer on the network. For the priority select High.
Enter 192.168.1.34 as the IP address of the computer for the source host. For the destination
host select all, this will ensure that the policy will apply no matter what destination on the Internet
the computer goes to. For service select all, protocol will also be set to all. This means the policy
will apply to TCP and UDP data. Ports is also set to all.

High E’ 1521681.34 B all B all 3 all 3 all E - -

29



RE-1, RE-2, RK-1 High-Speed Gigabit AV Router

12. Click Apply to finalize the settings.
13. By default there is a rule defined to allow priority of Voice Over IP (VOIP) data.

Bled _"Ji all j ol L‘ all L e L 060 j - -

Dual Wan

Dual Wan allows you to use two wan ports on the router in redundancy mode. If WANT1 loses Internet
access WAN2 will take over.

To configure Dual Wan:

1.

2.

3.

Click Dual Wan.

(@\} Status {:,!::} Network (_:_.;\} Services @) Maintenance
Dashboard Port Forwarding IGMP Snooping Username/Password

Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log MNetwork Zones UPNP Remote Access

DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration

Quality of Service File Sharing Firmware

[ ouawan | S Resoot
VPN

Select Enable. WAN1 will now check connectivity every 5 seconds to make sure that it is still up and
running. When WANT is no longer able to get onto the Internet it will switch over to WAN2. After
the router detects that WAN1 is back up it will switch back to WANT1.

3l-WAIN

m Claar Changes

Click Apply to finalize the settings.
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Dynamic DNS

Dynamic DNS (DDNS) allows your router to be reached with a fixed hostname while having a dynamically
changing IP address. The router has two options for DDNS. The first is under the Pakedge DDNS tab.
Pakedge offers its own DDNS service that works alongside our BakPak cloud system.

To create a Pakedge DDNS:

1. Click Dynamic DNS.

(i;i\,'l Status {/'? '} MNetwork IKT_\} Services @ Maintenance
S’ el h ey
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMNMP Reboot
VPN

2. Under the Pakedge DDNS tab, check Enable.

Enable

Status Check

3. If you have an existing BakPak account, simply enter your credentials and click login.

BakPak Email | yser@test.com

o

BakPak Password  eeeeessssee
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4. If you don't have a BakPak account, you can register for an account to use. Simply enter an email
address and password and click register.

BakPak Email

BakPak Password

5. After you are logged in with your BakPak credentials, scroll down to the HostName field. Pakedge
DDNS uses the name.BakPakddns.com namespace, where name is a name you choose. Enter a
name you would like to use and click Check Availability to have the router check if that name is
available. In the following example we will check to see if site1.BakPakddns.com is available.

|

HostName | sjtel .bakpakddns.com

Check Availability ‘ Claim Hostname

6. After you click Check Availability, scroll towards the top to see if your name is available. Here we
can see that the name we choose is available for use.

Enable

Status Check

Command Result:Success -
Name 1s available

7. Now that we know the name we want is available we can click Claim Hostname.

HostName | sjtel .bakpakddns.com

——
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8. Scroll towards the top and you will see a message stating that you have claimed your name. The
router is now using the name we have claimed.

Enable

Status Check

Command Result:Name Claimed. -

9. You can click Status Check to see the status of your Pakedge DDNS.

Enable

Status Check

The router displays the status of the Pakedge DDNS giving you the hostname that the router is
currently using.

Enable

Status Check

Command Result:Success -
IP is 0§ 1 | -
HostName is sitel
Updated at Wed Dec 3 23:28:31 PST 2014

10. You can change the hostname you are using at any given time by simply entering a new hostname
into the router that is available for use and then clicking claim hostname.

11. You can change the BakPak user on the router at any given time by simply entering the new
credentials and clicking Change.

BakPak Email | g

BakPak Password eeeesesessse

o
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You will see a message towards the top letting you know that the BakPak user has been changed.

Enable

Status Check

Command Result:Success -
BakPak user for this router has been changed

Note: You can only register for a new BakPak user once on the router. After you have registered for a
BakPak user once, the register button will disappear from the GUI.

To configure a non-Pakedge DDNS:

1. Click Dynamic DNS.

— . -
@) Status @j} MNetwork (jﬂ Services @ Maintenance
-

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Maonitoring Virtual DMZ m Diagnostics
System Log Metwork Zones UPMNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMNMP Reboot
VPN

2. Click Other Dynamic DNS.

REV e NB]B] ' Other Dynamic DNS

Dynamic DNS

Dynamic DMNS allows your router to be reached with a fixed hostname while having a dynamically changing IP address.
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Select Enable. For the Service drop down menu, select your DDNS provider. For the Hostname,
enter the full domain name that you signed up for. In the Username field enter the username for
your account with your DDNS provider. For the Password field, enter the password for your
account.

Enable

Service | dyndns.org |Z|
I Support for this DDNS is provided by your DDNS vendor

Hostname ' mypersonaldomain.dyndns,
Username | myusername

Password eeeseeeeese

[}

For the Source of IP address field select Zone. For the Zone field select WAN. The Check for
change IP every field indicates how often the router will check to see if the WAN IP address has
changed. The Check-time unit indicates the unit of time that is used for the Check for changed IP
every field. The Force update every field indicates when the router will force an update with the
DDNS provider. The Force-time unit indicates the unit of time that is used for the Force update
every field. Click Apply.

Source of IP address | URL |Z|
URL ' http://checkip.dyndns.com;
Check for changed IP every | 10

Check-time unit | min |z|

Force update every | 72

Force-time unit | h |Z|

Click 'Add' button to add more DDNS

You can add a secondary DDNS profile to the router. In case the first DDNS provider does not work
the secondary profile can act as a backup. To add a secondary profile simply click Add and fill out
the information as you did in steps 2 and 3.

Click ‘Add' button to add more DDNS

Add
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Parental controls

The Parental Controls allow you to block websites and services on your network. For example, you can
prevent users from visiting www.yahoo.com or prevent any http traffic from going out to the Internet.

To configure the parental controls:

1. From the Services menu, click Parental Controls.

lfi;i\jl Status Q:) MNetwork I'x_._\} Services (ﬂ\} Maintenance
e S e/ sl
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMNMP Reboot
VPN

2. You will see two tabs on this page. One is Block Websites and the other is Block Clients.

QNS S & Block Clients [

Blocked Websites

Enable [
I I you enable block websites, IP address 192.168.100.98 will
also be used by this Router. Please do not use it on other devices.

3. To block a website from being accessed on the network, select the enable box under the Block
Websites tab and then click Add New Item.

This section contains no values yet
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Enter the name of the website that you wish to block. In this example, we will block
www.yahoo.com. Towards the right hand side you can select the device that you want to block the
website for. You can select all clients to allow it for every device on the network.

You can continue adding websites by clicking on Add New Item.

www.yahao.com

;
f|

Add New ltem

Click Apply when you are finished. The websites you entered will now be blocked.

wwyaN00.0om ot chenis =+ m
v facebshsar o cherts g m

If you use the Block Websites feature the router will also need to use a secondary IP address on the
network. There is a message on the Block Websites page to warn you about this. Ensure that the IP
address listed is not in use by any other device on the network. This secondary IP is only used for
the Block Websites feature; the management GUI of the router remains unchanged.

Enable
Or you enable block websites, IP address 192.168.100.98 will

also be used by this Router. Please do not use it on other devices.

Note: After you have blocked a website on the router, you must clear the DNS cache on any
devices on the network. You can do this by rebooting the devices.

The Block Clients feature will allow you want to block certain services from accessing the Internet.
Click Block Clients.

SR .. |

Blocked Clients

This section containg no volues yet
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10.
11.

12.

13.

14,
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Click Add New Item in the bottom box.

This section contains no vaiues yet

Enter a name in the description field.

For the Clients/Devices, hit the drop down menu and you will see a list of devices that the router
has discovered on the network. If the device you want to apply to this policy to is listed, you can
select it here. Otherwise, click custom and then you will be able to manually enter the IP address of
the device.

TCPUDP 3 0000 AM ] W0 AM | =
g

Test Computer

Add New ltem

The Protocol field allows you to select whether you want to block TCP, UDP or both for this policy.

Test Computer i d Sk | TereLbe |l coonam (= ocoooam (=) : ol i m
3
e
A
Add New [tem

The Ports field allows you to specify which port you wish to block from going out to the Internet.
For example, you can type in port 80 and that would deny any traffic that is using that port from
going out to the Internet.

Add New ltem

You can also apply a schedule to this policy. You can set the start time and stop time. You can also
select which days you wish the policy to apply on. Click Apply towards the bottom to finalize the
settings.

Test Computer m - TCP-UDP '| &0 1A0PH | = WM = i ¥ m

Add New ltem
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15. You can block a device from completely accessing the Internet. To do this, set the Protocol to All
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and leave the Ports field blank.

SNMP

Simple Network Management Protocol (SNMP) is a standard protocol for network management. By

Child PC

default it is enabled on the router.

To view the SNMP settings:

1. Click SNMP.

—

f \
:\."I.!J Status

Dashboard

Real-time Monitoring

—

"...--";\ MNetwo
&) letwork

Port Forwarding
Virtual DMZ
Network Zones
DHCP Reservation
Dual-Wan
Quality of Service

o0 AM (> B AM =)

—

Serv

o]
1]
[

e

o
-
IGMP Snooping
Parental Controls

Dynamic DNS

File Sharing
UPNP
Media Server

VPN

f
|
\

—

Q} Maintenance

Username/Password
Diagnostics
Remote Access
Time Zone
Configuration
Firmware

Reboot

2. On this page you will see all of the SNMP options. If you make any changes be sure to click Apply.

SNMP

Lecation | MyLocation
Contact | MyContact

Description | pakedge RE-2 Router
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File Sharing

File sharing allows you to connect a USB drive onto the router and share resources. The router offers

both Local and Remote file sharing. Local File Sharing allows you to share the contents of a USB drive on
the local network.

To configure local file sharing:

1. Click File Sharing.

P ; ~ -~ 1 7 -

f Vo f 3 5 [—8—\ N [ Vs

| III | Status = M Metwork | | Services | | Maintenance
\JiR / 1At o) EO \—@—/ “ErVICE: \Ggle/ VigIntENance
" b A N %

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service Firmware
Dual-Wan SNMP Reboot
VPN

2. Under the Local File Sharing tab, select the enable checkbox. Click Apply.
Local File Sharing

Enable File Shares

Hostname | RE-2
Description | RE-2 Router
Waorkgroup | WORKGROUP

Username | pakedge

Password  sesesesee

0

Read-only [

You can now access the USB drive over the local network.

3. You will be prompted to enter a username and password when attempting to access the USB drive.
By default the username is pakedge and the password is also pakedge.
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4. You can check the Read-only box so that computers on the network will only be able to read from
the drive and not write to it.

Enable File Shares

Hostname | RE-2
Description | RE-2 Router
Workgroup  WORKGROUP

Username | pakedge

Password | eeesesee

Read-only [C]

0

5. After you have enabled the file sharing and connected a USB drive into the router, you will see your
drive listed in the file shares menu.

W | RE-2

on RE-2 Router
greap | \WORKGROUP
Username | pakedge

Passwcrd  sssssns

2-1 ADATA ADATA UE USH 2(USE 3.0 part)

6. You can rename the Disk Name. Doing this can make mapping the USB drive on a computer
easier.

Adatalse USB 2(USE 3.0 port) Ci

7. Click Apply to finalize the settings.

Remote File Sharing allows you to access the contents of your USB drive remotely.
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To set up remote file sharing:
1. Click the Remote File Access tab.

Local File Sharing| 3T WAL

Remote File Access

Enable Remote File Access

Username | fileshare

Password | eeeseeee

]

2. Select Enable.

Enable Remote File Access

Username  fileshare

Password [TITITIIIT]

|

3. The default username/password for remote file access will be fileshare/pakedger Note: You can
change the username and password used to remotely access the USB drive. Simply enter the new
credentials and click Apply.

Enable Remote File Access

Username | fileshare

Password pakedger

o

4. Click Apply to finalize the settings.

5. To remotely access the USB drive enter the following into a web browser
https://PubliclPaddress:8443/mydisk.html and press enter. Note: if you configured DDNS on the
router you can use that in place of the public IP address.
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6. You will see a login screen similar to when you log into the router. Enter the credentials and click
Login.

RK-1

pakedgedevice&scftware inc

Username

Password

@ Login

You will see the USB drive listed.

7. You can click the USB drive to view the files and folders inside of it. Click a folder to view the
contents of it. In our example, we will click a folder titled Folder one.

Choose a file to upload:

Upload

Delete

[ Folder one
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8. You will see the contents of the folder displayed. In this example, we have a single file named File1.

Choose a file to upload:

Download
Delete

9. Click Download to retrieve the file from the USB drive. You can also click Delete to remove it.
10. You can upload a file onto the USB drive remotely. Click the file upload icon.

Choose a file to upload:

Create Folder
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11. Navigate to the file you want to upload and select it.

@ Fie |
G@v\-askmp v |43 [ Search Desktep 2|
Organize v Newfolder Eox @
= 1 e e p— — i iaa =

L — — : ﬂl-ﬂlr.-g-
g —— iEE - [ P

i ey o i :lrl.n.;:- '
- [oro——

8 . ™ e e B e s d
i S ' frd —

- )

== ! o e

L Fry P

BHo I.'“—""., .

o T 3 B

o il b e

- T

N Sy < E_.-f“ e
o g | ==

B o y LR S e T

ol e —

B — mus

= il —

o d

File name: file2.tt

12. Click Upload.

Choose a file to upload:

Tle2.txt

Upload

Create Folder
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Your file will now be on the USB drive.

Choose a file to upload:

Upload

Download

13. You can create folders, as well. Simply enter the folder name and click Create Folder. As an
example, we will create a folder titled Folder two.

Choose a file to upload:

Upload
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14. The folder will now be displayed.

|:| Folder two

Download
I Delete

Download
Delete

15. To return to the previous directory, click the Back button.

RE-2 fileshare / 2-1 ADATA ADATA USB Flash Drive / Folder one

«— Back Choose a file to upload:

[ Folder two

16. Click [model#] fileshare to return to the root of the USB drive.

Logout
RE-2 fileshare / 2-1 ADATA ADATA USB Flash Drive / Folder one

+— Back Choose afile to upload:

[ Folder two

Upload

17. Finally, click Logout to log out of the file share.

Mapping network drives

The following section will show you how to map the USB drive on the router on various operating
systems.
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Mac OS X
To map the USB drive on Mac OS X:

1. Click Go at the upper left.

# Finder File Edit View Window Help

2. Click Connect to Server.

‘ Finder File Edit View W#.8 Window Help
Back
Forward
Enclosing Folder

L All My Files
[ Documents
4 Desktop
& Downloads
% Home

= Computer

@ AirDrop
™ Network
A Applications
% Utilities

Recent Folders

Go to Folder...
Connect to Server... #K

3. In the server address field, enter SMB://IP address of your router. The following image shows an
example of this. Click Connect.

8 00 Connect to Server
Server Address:

|smb://192.168.1.99

Favorite Servers:

Remove
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4. You will be prompted to login as a guest or registered user. Select registered user. In the
username and password field enter the credentials you have configured on the router.

L

AR

Enter your name and password for the server
“192.168.1.99".

Connect as: () Guest
(=) Registered User

Name: Ipakt-:u::lg;e

Password: |u-n--| |

[ | Remember this password in my keychain

| Cancel | [ Connect J

5. The USB drive will now be mapped on your computer and you will be able to access files on that

drive.

Name

» [ Shared Files

4 Date Modified Size Kind
Today, 2:14 PM o Folder
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Windows 7

To map the USB drive on the device in Windows 7:

1. Click the start button at the bottom left hand side. Click Computer.

-

; VLC media player
@ Internet Explorer Danny

j,r Notepad Documents

| | iTunes
(7}

Pictures

Music

| X5 Microsoft Office Excel 2007
-

Games
@ SAM-BAv212

Corgputer

. Pencil
Devices and Printers
a TeamViewer 8
Default Programs

‘0 MIB Browser _
Help and Support

b AllPrograms

| Search programs and files

2. Click Map Network Drive.

GoeJ--cm- _ 0 B

2)
[— Uninatal o change # prog | Mep network & |Oveni £- 0 |

W Farverttes. « Hard Disk Drives (2) | Createn
| B Oesiten - et
B Downisas L o —
= ¥ ﬁw free o 36,5 GB S 115 6B bver o 128 68

W Fecent Places
4 Devices with Removable Storage (1)
4 Librares - i
¥ Decumenss = —
b -_—
= Pictures
B videns

w} Homiegroup

% Computer

B mrevresnsn s
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3. Click Browse.

-

Map Network Dri
w ap or rlv”- -

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drive: 3 - ]

Folder: - Browsep,

Example: \\server\share
Recennect at logon
[7] Connect using different credentials

Connect to a Web site that vou can use to store your documents and pictures,

Finish

4. Click RK-1/RE-1/RE-2 to expand it. Click the folder you want to map underneath it to select it. Click
OK.

-
Browse For Folder u

o

Select a shared network folder

“ﬂ Metwork
478 pE-1

[l . Shared Files
I 8 WINDOWSBOOTCAMP

s

Make Mew Folder l [ oK ] [ Cancel
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5. Check the box titled Connect using different credentials, then click Finish.

it

mMap Network Drw” -

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drives: [Z: v]

Folder: \\RE-1\shared -

Example: \\servershare

Reconnect at logon

Connect using different credentials

Connect to a Web site that you can use to store your documents and pictures.

6. Enter the username and password to access the folder. Click OK.

~ =
Windows Security —— — u
Enter Network Password
Enter your password to connect to: RE-1
|
mm— ’User name ]
| I Password ]
Domain: WINDOWSBOOTCAMP i
[] Remember my credentials
I [ ok || Cancel
- 4
7. You will now have access to the files on the USB drive.
( FQ LL:! + Computer b shared (WRE-1) @) * [l
T —
Organize v New folder
2 Favorites Name . Date modified Type Size
B Desktop |\ Shared Files 9/7/2014 214 PM  File folder
18 Downloads M Snip20140907 9 9/7/2014209PM  PNG image 42KB
i‘:—“_‘ Recent Places || Snip20140907 11 9/7/2014 2:10 PM PNG image 383 KB
[ Snip20140907 12 9/7/2014211PM  PNG image 59 KB
4y Libraries [ Snip20140907 13 9/7/2014211PM  PNG image 40 KE
» [F] Documents R Snip20140907 15 9/7/2014 216 PM  PNG image 18KE
3 J’ Music
1» [ Pictures
- B Videos
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Windows 8/10
To map the USB drive on the device for Windows 8:

1. Press the windows button on your computer. Type computer and press enter.

A p pS Results for “computer”

W - Games App -
b Bing
n eBay

Finance

i

2. Click Computer towards the top.

L = |

BN oo | v

. @‘J - L‘.
i = __gf' =2
Properties Open Rename  Access |Map network|Add a network
media ™ drive = location
5#  Map network drive
LI Tpepyu USRI bl S ’

3. Click Map network drive.

RN N Computer
“ Computer View
s B }r [ W ﬁ' (5l Uninstz
) == : - B system
Properties Open Rename Access (Map networl{Add a network  Open Control
media = drive ~ location Panel ﬁ Manag:
L@ |Map network drive
Downloads P i
o 'ﬁ S Di eate a shortcut to a shared
= Recent places "7 7| folder or computer on a network.
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4. Click Browse.

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drive: |I: v |

Folder: = . = * o v I Browse...

Example: V\server\share
Reconnect at sign-in
[ Connect using different crl:gentials

Connect to a Web site that you can use to store your documents and pictures,

5. You will see the router listed. You will also see all of the folders on the USB drive connected to the
router.

Select a shared network folder

RE-1/|
b 4 2-1Western Digital My Passport 0830
I 4 2-2 Western Digital My Passport 0330
I 4 2-3 Western Digital My Passport 0830
I 4 2-4Western Digital My Passport 0330
b 4 2-5Western Digital My Passport 0330
b ' 2-6 Western Digital My Passport 0330
I 4 2-7 Western Digital My Passport 0330

Make Mew Folder
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6. Select the folder you want to map and click OK.

Select a shared network folder

|/ RE-1| ~
| 2-1Western Digital My Passport 0830 |
I» I 2-2 Western Digital My Passport 0830
I 4 2-3 Western Digital My Passport 0330
I> 4 2-4Western Digital My Passport 0330
I» 4 2-5Western Digital My Passport 0330
I» 4 2-6Western Digital My Passport 0330
I> 4 2-7Western Digital My Passport 0330

Make Mew Folder O%

7. Enter the credentials to access the folder.

Enter network password
Enter your password to connect to: RE-1

[ 'JSEI' name N ]

b
H ’ Password ]

Domain: | s

[] Remember my credentials

@ The user name or password is incorrect.
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8. Your folder field will have auto populated with the name of the folder. Click Finish.

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drive:

Folden | WRE-T\2-T\Westem Digital My Passport 0830 e

Example: \\serverishare
Reconnect at sign-in
[[] Connect using different credentials

Connect to 3 Web site that you can use to store your documents and pictures.

Gt

You will now have access to the files on the USB drive.

Drive Tools
Home  Share  View Manage v @
4 G b Computer » 2-1Western Digital My Passport 0330 (\\RE-1) (Z:) » v & | | Search2-1 Westem Digital My...

9 Favortes Narme ’ Date modified Type Size

B Desktop LU New folder 8/27/2014 1:42 PM File falder

j Downloads 1L New folder (2) 9/5/2014 11:46 AM File folder

‘E Recent places Strings 9/8/2014 45 PM MP3 File 2116 KB

#@ SkyDrive
4 Libraries

[E Documents

& Music

[E=] Pictures

B Videos

Ia Homegroup

8 Computer

- S

Your folder will now show up as a mapped drive.

Drive Tools
Computer Wiew Manage v @
@ + 1 M Computer » v & Search Computer o
457 Favorites 4 Hard Disk Drives (1)
B Desktop - Local Disk (C:)
| @ Downloads @ [ | ]
= 551 GB free of 583 GB
"l Recent places
#@ SkyDrive 4 Devices with Removable Storage (2)
v ADATA (E)
4 Libraries = DVD RW Drive (D:) - I
@ @ 18.0 GB free of 20.2 GB
3 @ Documents
b g Music 4 Network Location (1)
b k=] Pictures . 2-1Western Digital My Passport
b Videos y 0830 (\RE-1) (Z:)
g | ]
3 ﬁ Hemegroup
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Windows XP
To map a USB drive in Windows XP:

1. Click My Computer.

, Internet _) My Documents
Mozilla Firefox -
. 1 b My Recent Documents
@ E-mail

Outlook E
HHeR s —9 My Pictures
] .
n Command Prompk _J My Music

I My Computer
® Windows Media Plaver

-Q My

» Gives access ko, and informati

l@ Tour Windows ¥P other hardware connected to
O cotrorrams

oTFaE
- Files and Settings Transfer
‘Wizard

Set Program Access and
Defaulks

zg Paint aﬁn Connect Ta 3

;‘l\é Printers and Faxes
1‘} Angry IP Scanner
@\ Help and Support

p Search

All Programs D E Run...

nputer

2 My Computer
File Edit ¥iew Favorites
Q= O - i

= Synchrorize. .. -
Address | ' My Computer E— "‘ Go

Folder Options... mputer

System Tasks

Wiew system information I/) chared Documents
&Y Add o remave programs

g Change & setting

test's Documents

Hard Disk Drives

Other Places —
. w Local Disk (€1
& My Network Places

(5} My Documents
(C3) Shared Documents Devices with Removable Storage

B Control Panel

DVDJCD-RA Drive (D) @ ADATA (E2)

Details

My Computer
System Folder
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3. Click Browse.

Map Network Drive El

Windows can help wou connect to a shared network, Folder
and assign a drive letter to the connection so that you can
access the Folder using My Computer.

Specify the drive letter For the connection and the Folder
that you want to connect to:

Drrive: it w

Folder: v m

Example: Viserverishare
[Jreconnect at lagan
Connect using a different user name.

Sign up For online storage or connect to &
network server,

Cancel

4. Select the folder you want to map. Click OK.

Browse For Folder

Select a shared nebwork Folder

& My Metwork Places
= @ Entire Netwark
Y IntelMetProvCredMan
=] i'_’ Microsoft Windows Mebwork,
343 Workgroup

g -1 2 Digita on RE-1 R e-1)
o 2-2Western Digital My Passport 0530 on RE-1 Router (Re-1)
= 2-3Western Digital My Passport 0530 on RE-1 Router (Re-1)
= 2-4“Western Digital My Passport 0830 on RE-1 Router (Re-1)
= 2-5'Western Digital My Passport 0530 on RE-1 Router (Re-1)
= 2-6'Western Digital My Passport 0230 on RE-1 Rouker (Re-1)
o 2-7 Western Digital My Passport 0230 on RE-1 Rouker (Re-1)
= 2-8Western Digital My Passport 0230 on RE-1 Rouker (Re-1)

[oxJ (o
2%
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5. Click Finish.

.. Map Network Drive f‘5__<|

Windows can help vou connect ba a shared network Folder
and assign a drive letter to the connection so that you can
access the folder using My Computer.

Specify the drive letter For the connection and the Folder
that you want to connect to:

Drrive: |Z: w |

Folder: |'|,'|,RE-1'|,2-1 Western Digital v| [ T

Example: 1iserverishare
[Jreconnect at logon
Connect using a different user name.

Siqn up For online storage ot connect ko &
network server,

[ Finiq}s_] [ Cancel

6. Enter the credentials to access the folder.

Connect to RE-1

Connecting to RE-1

User name: | ﬂ Re-1ipakedge hd |

Password: | .......ul |

[Jremember my password

I 8 l [ Cancel
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You will now have access to the folder.

= 2-1 Western Digital My Passport 0B30 on ‘RE-1 Router [Re-1) (Z:)

File Edit View Favortes Tools Help #
k) Back O @ p Seatch EE" Folders -
Address | 58 224 v‘ Go

File and Folder Tasks

Lj Mew Folder (2)

(23 Make a new folder
& Publish this Folder to the
weh

Other Places

g My Computer

[E] My Documents
I shared Documents
g My Metwork Places

Details

Your folder will now be mapped on your computer.

2 My Computer

File Edit View Favorites Tools  Help

Q Back Q @ p Search [E" Folders v

Address i My Computer

Files Stored on This Computer
System Tasks

f fap
Yiew system infarmation Il:,j Shared Documents Ilr_j test's Documents
i‘b Add or remave programs

B» Change a setting
Hard Disk Drives

Other Places ; ) —
Ev— Local Disk {2}
q My Metwork Places

[E] My Documents
03 Shared Documents Devices with Removable St%ge

_ DYDJCD-RW Drive (D) @ ADATA(E:)

My Computer Network Drives
System Folder

B» Control Panel

Details

—

== 2-1 Western Digital My Passport
0830 on 'RE-1 Router (Re-1) ...

s

=
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Media Server

The Media Server feature allows the router to act as a media server on the network. After you enable this
you can connect a USB drive to the router and use a media client on a computer to access the content of
that USB drive.

To enable the media server:

1. Click Media Server.

| ! I/\ll Status r\ S '1 Metivark -;:_‘ Sen
Dashboard Port Forwarding IGMP Snooping Username/Password

Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access

DHCP Reservation Time Zone
Static Routes Parental Controls Configuration

Quality of Service File Sharing Firmware

Dual-Wan SHMP Reboot

VPN

2. Select Enable. Port sets the HTTP port used for media access. Friendly Name is the name that will
be shown for this media server instance. Root Container describes the type of media files to be
accessed through this media server.

Media Server
Media Server software with the aim of being fully compliant with DLNA/UPnP-AV clients.
Enable:

Port: | 8200

A Port for HTTP (descriptions, SOAP, media transfer) traffic,

Friendly name: | RE-2 MediaServer

I Set this if you want to custemize the name that shows up on
your clients.

Root container: | Standard container B

3. Click Apply to finalize the settings. The router will now act as a media server for your network.
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UPnP

UPnP allows for automatic configuration of the router for your devices. This can be essential for certain

audio/video systems and devices such as game consoles.

To enable UPnP:

1. Click UPnP.
'-H-'\ Vil N T,
Status (==>) Network (28°) services (ﬂ]‘ Maintenance
(!‘l_!/-:l \t , ‘_1.!: s, tenan
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot

VPN

2. Select the enable box, then click Apply to finalize the settings.

Universal Plug & Play

UPnP allows clients in the local network to automaticalk

Start UPnP and NAT-PMP service
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The router supports Point-to-Point Tunnel Protocol VPN. You can connect to the router remotely and have

access to all network resources.

To configure the VPN:

1. Hover over Services, then click VPN.

F‘_"‘\\ _I -
(!!l? Status g") Network

Dashboard

Real-time Monitoring

Port Forwarding
Virtual DMZ
Metwork Zones

DHCP Reservation

System Log

Static Routes
Quality of Service

Dual-Wan

2. Select Enable.

PPTP Server

PPTP Server

Use this Router as a PPTP Server

II\:’:—']I IEMVICES <-/ Maintenance

IGMP Snooping Username/Password
Dynamic DNS Diagnostics
UPMP Remote Access
Media Server Time Zone

Parental Controls Configuration

File Sharing Firmware
SNMP Reboot
VPN
Enable

3. Thereis a default pakedge user. The default password for this user is pakedgev. Click Apply to

enable the VPN with this default user.

pakedge

Add New Item

4. You can change the username and the password.
5. You can also add a second user to the VPN by clicking Add New Item.

pakedge

Add New Item
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6. You can fill in a username and password. Click Apply to finalize the settings.

pakedge ssssssss

in]

venuser  ssssssss

Add New Item

]

When you connect to the VPN you will have full access to all of your devices on the network.

Note: When you connect to the VPN you will receive an IP address from the same IP scheme as your LAN
zone. For example, if your LAN zone is setup for 192.168.1.X you will receive an IP address from the IP
range of 192.168.1.20 thru 192.168.1.30. If your network LAN zone is setup as 192.168.10.X you will receive
an IP address from the IP range of 192.168.10.20 thru 192.168.10.30.

OpenVPN

Your router supports OpenVPN for secure point-to-point connections.

To configure OpenVPN:

1. Hover over Services, then click VPN.

f

— — — s
| Ill ) Status | ¥ Metwork (—o) Cernvices { | Maintenance
— N B e

Dashboard Port Forwarding IGMP Snooping Username,/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SMNMP Reboot
VPN
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2. Select Enable, then complete the following fields:

(o] \VE "Bl PPTP Server PPTP Passthrough

OpenVPN Server

Enable [

Local Gateway Address | 64.183.16.40

ServerIP | 10.8.0.0

Server Netmask | 255.255.2550 *

This section contatns no values yet

Add New [tem

Clear Changes

e Enable: Turn OpenVPN Server on/off

e Local Gateway Address: The Public IP address or DDNS name of the WAN1 interface. We
recommend that you use DDNS or BakPakDDNS because if the WAN IP changes, all remote
clients will require new configurations made for them.

e Server IP (OpenVPN IP): The IP Subnet used by the OpenVPN connected clients. The
OpenVPN clients will connect using their own dedicated IP subnet. This IP subnet cannot
overlap with any of the local LAN or VLAN networks on the router. This is why the default is set
to 10.8.0.0. This should be in IP Subnet notation (with 0 at the end of the address).

e Server Netmask: The subnet mask size to use for the OpenVPN network

e Connection Profiles: Each remote client connecting to the routers OpenVPN server will need
to have a profile created for them. The profile only requires a name given to it. Then the profile
is downloaded as a configuration file and sent to the device that will be connecting.

e Client Name: The name given to that profile. This is only to differentiate between connection
profiles.

e Configuration: Download the ".ovpn" configuration file for that user. This Configuration file
can then be emailed to the device that will be connecting so it can be loaded into the
OpenVPN app and the connection can be made.

e Delete: Delete the profile

e Add New Item: Add new connection profile

e Apply: Apply the configuration settings.

After creating a client profile and downloading the configuration file, you need to load the configuration
file into the OpenVPN program you are using.

e Each operating system has its own version of an OpenVPN client. The connecting device will
need to download an OpenVPN client (which we have recommendations on below).
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e If the configuration file was downloaded to a PC which is not the device that will be connecting,
email the configuration file to an account that the device can access. This will allow mobile
devices to open the configuration file directly to their OpenVPN app.

Important: Each configuration created for the OpenVPN server will only allow one connection at a time.
Multiple users must have individual configurations created for them. If a second user attempts to connect
to a configuration with a user already connected, the first user will be dropped from the connection.

OpenVPN client setup

Windows

The official OpenVPN release for Windows ships with a GUI frontend called simply "OpenVPN-GUI" and
can be found in the \bin\ subdirectory of the installation path, with shortcuts placed on the desktop and
start menu unless unselected during program installation. This wiki page describes how to use this GUI
frontend.

The GUI lives in the system tray, so controlling one or more VPN processes is always done through the
context menu of the GUI icon. When the GUI is launched, nothing will happen beyond placing the icon in
the tray. To do something useful with the GUI, you need to interact with it by right-clicking to bring up
the context menu.

Note the GUI will start the VPN process in the context of the running user. When this user does not have
administrative rights (or has rights limited through UAC) it will most likely fail to correctly start the VPN as
routes and addressing cannot be changed by unprivileged users.

When starting the OpenVPN GUI, the standard Windows practice of right-clicking on the shortcut and
selecting "Run As Administrator"” will allow a UAC user to run it in administrative context. If the user lacks
admin rights, it will be necessary to "Run As..." and enter credentials for an administrative user. Once
started in this fashion, further interaction via the tray icon will be run in the context of the elevated user.

Creating and placing config files

By default, the GUI will present context entries to connect to any *.ovpn file under the \config\ dir of the
installation path (including subfolders.) If you do not place any config files here, the context menu in the
GUI will not allow you to connect anywhere (since it has nowhere to connect to.)

[ = | config
Home Share View

4y Cut X L?J New item ~ ﬂ Open BaSeled all
—J —‘___'| Easy access = Edit Select none
Pin to Quick Copy Paste _ Delete Rename MNew Properties .

access 7| Paste shortcut 2 ta - folder - DDInvert selection
Clipboard Organize Mew Open Select
= v P » ThisPC » O5(C:) » Program Files (x88) » OpenVPM » config
~
MName Date modified Type Size

# Quick access
|| RE-2T091411085-Remotelserd01.ovpn 10/13/2 7PM  OVPM File 10KB

& OneDrive |=] README.bxt 10/13/201612:58 ..  Text Document 1KB

[ This PC
[ Desktop

o
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The screenshots below demonstrate use of the OpenVPN-GUI, step-by-step.

After Startup

After initially launching the OpenVPN-GUI program, the GUI icon will be show in the tray, as shown in the
image below. Note that this icon can be hidden when marked "inactive" by the OS, so check the
expanding arrows to the side of the system tray if it's started but not shown.

[

Context Menu

Right-clicking on the icon will pull up the context menu. This menu will allow you to connect any of the
config files placed as explained above. Note that you must name these files with the .ovpn file extension.
Windows has a bad habit of hiding "known" file extensions, so be careful not to name a config file
something like "Sample.ovpn.txt” by mistake.

Connect
Disconnect
Show Status
View Log
Edit Cenfig

Change Password

Settings...
Exit

Connecting and Disconnecting

After you have created a config file, going into the context menu and selecting the "Connect" entry will
start openvpn on that config file. A status window will open up showing the log output while the
connection attempt is in progress (see screenshot below). After successful connection, the status window
will be hidden, but can be viewed from the context menu if desired.

Fri bday 24 11:50:14 2013 DpenPN 2.3.0 i686-wEd-mingw32 [S5L [OpenSSL]] [L20] [PKCS11] [eurephia] [IPs
Fribay 24 11:50:14 201 3MOTE: OpenvP 2.1 requires --zonipt-zecurity 2 or higher to call user-defined zoripts
Fri bay 24 11:50:14 2013 do_ifconfia, t-»ipvE=0, tt->did_ifconfig_ipvE_setup=0

Fribay 24 11:50:14 2013 open_tun, t->ipwB=0

Fri May 24 11:50:14 2013 TAPMWIN32 device [Local Area Connection 5] opened: S \Global{70E1223C-72EE
Fri bay 24 11:50:15 201 3 Motified TAP-Windoves driver to zet a DHCP IPAnetmask of 172.30.5.2/286, 255 256,
Fri May 24 11:50:15 2013 Successhul ARP Flush on interface [5] {70E1223C-72EE -480 5-AC28-F 33220 FFRRSE
Fri bay 24 11:50:15 201 3 UDPwd link local (bound): [undef]

Fri bday 24 11:50:15 2013 UDPw4 link rermote: [AF_INET]17219.43.15:11531

After connected, the context menu will allow that VPN to be disconnected; select that option to terminate
the active connection.

When one or more VPN instances are running from the GUI, the tray icon will change color.
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OS X

Tunnelblick is a popular, free, open source OpenVPN client for OS X.

To install Tunnelblick:

1. Download Tunnelblick here, and save it to a safe location.

2. Download the Tunnelblick OpenVPN configuration files here and save them to a safe location.

3. Double-click the .ovpn file you downloaded earlier. A dialog opens asking you for your
configuration preference. You can choose to install the OpenVPN configuration for all users or just

your account.

Install Configuration For All Users?

Do you wish to install the 'UnoTelly OpenVPN'
configuration so that all users can use it, or so that anly

you can use it?

| All Users | [ OnlyMe |

4. Enter your Computer username and password, then click OK.

q Tunnelblick needs to:

l_a # Install one configuration
k

Type your password to allow this.

Name: <YOur username> |

Password: |9-lonllonlon I

| Cancel |IE oK JI

68


https://code.google.com/p/tunnelblick/wiki/DownloadsEntry#Tunnelblick_Stable_Release
http://help.unotelly.com/support/solutions/articles/184300-openvpn-info-and-files-please-read

RE-1, RE-2, RK-1 High-Speed Gigabit AV Router

5. Click the Tunnelblick icon in your menu bar, then click Connect OpenVPN.

# O 4 Sat7:12AM Q
Mo Active Connections

Connect UnoTelly OpenVPN

Add a VPN...

WPN Details...
Quit Tunnelblick

If the connection is successful, you will see the following window appear briefly:

)

© Sat7:13AM Q @ =

Tunnelblick

0 B/fs 18.3 KB
0 Bfs 15.7 KB

Disconnect

[0S
OpenVPN Connect is a free OpenVPN client for iOS devices.

To install OpenVPN Connect:

1. Download and install OpenVPN Connect from the App Store.
2. Open the email you sent yourself with the config file on your iOS device and tap the attached file.
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3. Tap Open in OpenVPN and the OpenVPN Connect app should open automatically.

@ ‘ Touch this first

a ‘ Then touch this.

UK_OpenVPN.c

b
Mail Open in
OpenVPN
4. Tap "+" to import the profile.
NEW PRUFILES ARE AVAILABLE...
@ 1 new OpenVPN profile is available for import. @

~z ukil.unovpn.com/UK_OpenVPN A
g Standard profile @ - é

MORF FROM OPENVPN TECHNOI OGIES

5. Type the User ID and Password for your UnoVPN account.
6. Tap Connection to connect to the VPN.

oL
Profie {03 oK operke
Gerd 5, | -
Password 6\ Save |
Status E Disconnected
Connection « Then touch thisto connect
ANDE CONR A ADEAVIDN TEALMA ARICE
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If connected successfully, you will see something like the following screen:

(#) OpenVPN Connect

Profile @ uk1.unovpn.com/UK_OpenVPN
= Standard profile
Status w7 Connected

Connection L )

CONNECTION DETAILS

Duration 0:00:06 Last packet received < 1 second ago

BytesIn 9.69 KB Bytes Out 6.02 KB 4

MORE FROM OPENVPN TECHNOI QOGIES

Android

OpenVPN Connect is a free OpenVPN client for Android devices.

To install OpenVPN Connect:

1. Download and install the OpenVPN Connect app from Google Play.

OpenVPN Connect

OPENVPN

\\ <
g h Designed for phones :

—

2. Download the OpenVPN Config file here and save it on your Android device.
3. Open the OpenVPN Connect app, tap its Menu icon, then tap Import.

About
@ Welcome to OpenVPN Connect. OpenVPN

profile to connect to a server. Please go tc

import a profile or Menu / Help for more ir Help

ir Secure and Private Path to the In. Import
OpenVPN Connet https:

Preferences

0 VPN Solution for your Business
http:/openvpn.net oid Add Proxy
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4. Tap Import Profile from SD card, locate your downloaded OpenVPN Config file, then tap Select
to import the file.

0 OpenVPN Connect

Import Private Tunnel Profile

Welcome to OpenVPN Connect.
profile to connect to a server. PI
import a profile or Menu / Help

Import Access Server Profile

Your Secure and Private Pat | Import Profile from SD card

https://v rivatetunnel.c
Import PKCS#12 from SD card

0 VPN Solution for your Business
http://openvpn.net/android/

5. Enter your UnoVPN Username and Password, then tap Connect.

0 OpenVPN Connect

Profile Imported

To create a shortcut to this profile or access the profile context menu (for rename,
delete, etc), p and hold on the profile name below. To switch to a different
profile, tap the profile name briefly.

OpenVPN Profile:

uk1.unovpn.com [uk_openvpn]

Username:

Password:
Save

o Profile successfully imported : ukl.unovpn.com [uk_openvpn]

Connect
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6. Allow permission to run OpenVPN by selecting | trust this application, then tap OK.

A Attention

OpenVPN Connect attempts to create a VPN
connection.

By proceeding, you are giving the application permission to
intercept all network traffic. Do NOT accept unless you trust
the application. Otherwise, you run the risk of having your data
compromised by malicious software.

| trust this application.

Cancel

You are connected to OpenVPN.

- 0 |™ P

0 OpenVPN Connect

OpenVPN Profile:

o OpenVPN: Connected

Disconnect
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Username/Password

We strongly recommend that you change the default password for the router.
To change the password:

1. After you're logged into the router, navigate to Maintenance >Username/Password.

(‘j!!:\} Status f{ ._H" Network {f_}:} Services S
Dashboard Port Forwarding IGMP Snooping

Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPMP Remote Access

DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration

Quality of Service File Sharing Firmware

Dual-Wan SNMP Reboot
VPN

2. Enter the password you would like to use for the router. There are no specified requirements for the
password. You will need to enter the password a second time to confirm it.

Username pakedge

Password

0

Confirmation

]

3. You can also change the default username. Simply type in the username you would like to use. Click
Apply to finalize the settings.

Administration

Change the administrative username/password for the device.

sysadmin
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4. You will then be prompted to log into the router with the new password.

RK-1

pakedgedevice&software inc

Username

Password

@>Login

Diagnostics

The Diagnostics page allows you to easily troubleshoot your network.
Ping
Ping allows you to test communication between two devices on the network.

To ping from the router:

1. From the Maintenance menu, click Diagnostics.

@ Status @ Network @ Services @ Maintenance

Dashboard Port Forwarding IGMP Snooping

Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS
System Log MNetwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot
VPN

2. Click Ping. If you wish to ping a different IP address or hostname you may type it in instead.
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8.8.8.8

3. After a few moments, your ping results will be displayed.

64 byces from 1 : seqed Ttiméd cime=d.165 ma

=== 152.168.3%5.95 ping stacis
5 packets t itted, § packets
ToUnd-TEAR MAR/AVE/mAX =

S
wed, 0V packes lasa
0.165/0.192/0.251 =a

Traceroute

A traceroute allows you to see how many routers, or hops, there are between the router and a certain

destination.

To perform a traceroute:

1. From the Maintenance menu, click Diagnostics.

(‘!:;!:\} Status {E;::j) Metwork
Dashboard

Port Forwarding
Real-time Monitering Virtual DMZ
System Log Metwaork Zones
DHCP Reservation
Static Routes
Quality of Service

Dual-Wan

""61 Maimtenanre
I'\\____/Jl Maintenance

Username/Password

Remote Access

.@ Services

IGMP Snooping
Dynamic DN5
LPNP
Media Server Time Zone

Parental Controls Configuration

File Sharing Firmware
SMMP Reboot
VPN

2. Click traceroute. If you wish to perform a traceroute to a different website or IP address you may

enter it instead.
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google.com|

Traceroute

3. After a few moments, your traceroute results will be displayed.

traceroute to google.com (74.125.224.129), 30 hops max, 38 byte packets
1 1%2.168.1.99 0.283 ms

173.60.186.1 2.204 ms

100.41.196.230 B£.212 ms

130.81.163.248 11.813 m=

140.222.227.21 73.477 ms
.63.114.225 10.753 ms
63.125.112.154 93.280 ms
64.233.174.238 B.618 ms
209.85.250.251 6.069 m=
T4.125.224.129 7.733 ms

B oo m oot e R
o
0
r
o
"

S

NSlookup
NSlookup allows you to find name server information for domains.
To perform an NSlookup:

1. Click Diagnostics.

@ Status @ MNetwork @ Services (& Maintenance
/

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Manitoring Virtual DMZ Dynamic DN5S
System Log Network Zones UPNP Remote Access

DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SHMP Reboot
VPN

2. Click NSlookup. If you wish to do an NSlookup for a different website you can type it in instead.

google.com
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After a few moments your NSlookup results will be displayed.

Serwver:
Lddre=ss

Hame :

Address
Address
Address
Lddre=ss
Lddre=ss
Lddress
Address
Address
Lddress
Lddre=ss
Lddre=ss
Lddress

mo=] oo R

9:

10:
11:
12:
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127.0.0.1
127.0.0.1 localhost

google.com
2607:£8b0:4007:
74.125.224.130
T4.125.224.1386
T74.125.224.134
74.125.224.137
74.125.224.142
T74.125.224.131

805::1004 lax02s20-in-x04
lax02s20-in-f2.1el00.net
lax02520-in-f8.1=2100.net
lax02=220-in-f6.1e2100.netc
lax02=220-in-£9.12100.net
1lax02s520-in-f14.1e100.net
lax02=220-in-£3.1e100.net
74.125.224.132 lax02s20-in-f4.1el100.net
74.125.224.128 1lax02s20-in-f£0.1el00.netc
74.125.224.135 1ax02=520-in-£7.1e100.netc
74.125.224.133 1ax02=520-in-f5.12100.netc
74.,125.224.129 1ax02s520-in-f1.1el00.net

Remote Access

High-Speed Gigabit AV Router

.1eldd.net

The Remote Access page allows you to change the default port used to access the router remotely.

To change the secure web port:

1. Click Remote Access.

\ ) Status
\_I_ )

Dashboard

Real-time Maonitoring

System Log

] Network

Port Forwarding

IGMP Snooping

Username/Password

Virtual DMZ Dynamic DNS Diagnostics
DHCP Reservation Media Server Time Zone

Static Routes

Quality of Service File Sharing
Dual-Wan SNMP
VPN

FParental Cantrols

Configuration
Firmware

Reboot

2. You can type a new port number into the Secure Web Access Port field if you wish to change it
from its default. You can also disable remote access all together if you uncheck the Enable Secure
Web Access option.

Remote Access

Enable Secure Web Access

Secure Web Access Port | 8443

[ ] Specifies the listening port of Secure Web Access

Enable Support Access
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3. By default, Enable Support Access is enabled. This allows the support team at Pakedge to perform
advanced diagnostics on your router. It is recommended that you keep this option enabled.

Enable Secure Web Access

Secure Web Access Port | 8443

[+ ] Specifies the listening port of Secure Web Access

Enable Support Access

4. If you have made any changes on this page click Apply to finalize the settings.

Time Zone

The time zone page allows you to set the appropriate time on the router.

To set the time zone:

1. Click Time.
.—‘_"\-\\ . — ‘_,_,_\_\
(hl ] Status E'} MNetwork E—t\\ Services f#) Maintenance
g bl N \/
Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitering Virtual DMZ Dynamic DNS Diagnostics
System Log MNetwork Zones UPNP Remote Accass
DHCP Reservation Media Server
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot
VPN
2. Select your time zone from the drop-down menu.
Time Zone
This page allows you to setup time zone.
Local Time Thu Dec 4 17:05:48 2014
Timezone = America/Los Angeles |z|

3. Click Apply to finalize your settings.
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Configuration

The Configuration page will allow you to factory default the router, download the configuration file, or
restore a configuration.

Factory Default
To reset the router to factory default settings:

1. Click Configuration.

— ; e
@\} Status 6’} Metwork l@ Services (ﬁ‘) Maintenance
/ A e/

Dashboard Port Forwarding IGMP Snocoping Username,/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log MNetwork Zones UPNP Remote Accass
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot
VPN

2. Click Factory Default.

Configuration

Click Download Configuration to backup the configuration to your computer.

DLIGILELYELAT Bl Download Configuration
Reset to defaults : | [FElatel WM EIIY

To restore a configuration file click Browse and choose the configuration file and then click Restore.
Restore backup: | Browse. | No file selected.

The router will now factory default itself. You can also factory default the router by pressing the
pin-hole reset button on the back. Simply hold down this button for 10 seconds while the router is
powered on, and then release it. The router will then factory default itself.
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Download Backup
To make a backup of your configuration:

1. Click Configuration.

@ Status Metwork @ Senvices f/@ Maintenance
X/

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot
VPN

2. Click Download Configuration.

Configuration

Click Download Configuration to backup the configuration to your computer.

Download backup : | Download Configuration I
Reset to defaults : IElately AR

The configuration file will be downloaded to your computer.
Restore Configuration
To restore a configuration from a previous backup:

1. Click Configuration.

@ Status Metwork @ Services l/& Maintenance
X/

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Maonitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UFNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls
Quality of Service File Sharing Firmware
Dual-Wan SNMP Reboot
VPN
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2. Click Browse.

Configuration

Click Download Configuration to backup the configuration to your computer.

Download backup : Jalo[eETe RetelyliTe V1Tl
Reset to defaults : [[E=latel DTS EII IS

To restore a configuration file click Browse and choose the configuration file and then click Restore.

Restore backup :

o file selected.

3. After you have selected your backup file, click Restore.

Configuration

Click Download Configuration to backup the configuration to your computer.

Download backup : Jalo[eETe RetelyliTe V1Tl
Reset to defaults : [[E=latel DTS EII IS

To restore a configuration file click Browse and choose the configuration file and then click Restore.
Restore backup: | Browse... | No file selected.

4. The router will then upload your configuration file and reboot itself.

Firmware

The Firmware page will allow you to update the firmware on your router.
To update the firmware:
1. The current firmware version of the router is displayed towards the bottom of the page. If there is

new firmware available for your router, you will see a message on the dashboard informing you.
You can click Download Now to have the router update its firmware.

Active Sessions

Jownload Mow
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2. You can also manually download the latest firmware from the Dealer Portal on the Pakedge
website. (http://www.pakedge.com/for-dealers-firmware.html)
3. Click Firmware.

@ Status @ Metwork @ Services @ Maintenance

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Monitoring Virtual DMZ Dynamic DNS Diagnostics
System Log MNetwark Zones LUPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of 5ervice File Sharing
Dual-Wan SMMP Reboot
VPN

4. Browse to the firmware file and click Local Update. The Keep settings option indicates that the
router will keep its configuration after the firmware update. If you uncheck this box before clicking
Update, the router will factory default itself and come back up with the new firmware and the
router’s default configuration.

Firmware

To update firmware, Browse to the firmware image in your local disk and click Local Update or just click Check Update.

Keep settings

Local Image No file selected.

Local Update
Get new firmware from internet JelElo QU E1

The firmware update will take a few minutes to complete.
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5. The Check Update option will force the router to pull the latest firmware available and update
itself.

Keep settings

Local Image No file selected.

Local Update
Get new firmware from internet| el QUelek1es

Reboot

To reboot:

1. From the Maintenance menu, select Reboot.

@ Status Metwork @ Services @ Maintenance
hlas’y

Dashboard Port Forwarding IGMP Snooping Username/Password
Real-time Manitoring Virtual DMZ Dynamic DNS Diagnostics
System Log Metwork Zones UPNP Remote Access
DHCP Reservation Media Server Time Zone
Static Routes Parental Controls Configuration
Quality of Service File Sharing Firmware
Dual-Wan SNMP
VPN

2. Click Reboot.

Reboot

Clicking Reboot will restart the router

3. The router will now reboot.
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BakPak

The BakPak section allows you to register your router as a BakPak Management Agent. This functionality
is only available on the RK-1 as of firmware 1.05.

RK-1 @ Statuis @ Network @ Srrrices @ Mafitenance @ HakPak Logait

Port Forward

s
10%

Memory

Reqistration

The Registration section allows you to connect this RK-1 to the BakPak cloud acting as a Management Agent.
In order to connect you must first create a BakPak account with www.mybakpak.com. Then you will want to
press the "Register to BakPak” button to begin the registration process.

In order to register the RK-1, you must be either connecting to the router through its local network or
through a VPN to the router.
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New BakPak Account:

If this is your first time using BakPak, you will need to create a BakPak account. This account ties to your dealer account information and requires a

Controld/Pakedge dealer number in order to sign up.
To sign up, follow the link HERE and complete the steps to create your account.

Once you confirm your account is created, come back to this page and click the "Register to BakPak" button below. This will tie this specific device to your BakPak
account and allow you access to the full cloud management features of BakPak on this network.

Existing BakPak Account / Register Device:

If you have an existing BakPak account, click the “Register to BakPak™ button below in order to register this RK-1 to your BakPak account.
In order to perform the registration process you must be accessing this router from its local network or through a VPN connection to the network.

After you press the "Register to BakPak" button it will take around 100 seconds to complete the initial process. Once this is complete you will be redirected away
from the RK-1 to a new page in order to complete the registration process.

Register to BakPak

Manual Upgrade

Once registered, BakPak will perform any required updates automatically. In the situation where BakPak is
unable to update itself automatically, the manual upgrade option is available for users to load a BakPak

fir

mware file to the RK-1.

This section will also show the current version of BakPak running on the RK-1 and the most recent available
version of BakPak.

B

akPak Upgrade

Current BakPak Version: 479

Latest BakPak Version: 1.13

BakPak Image  Choose File Mo file chosen
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Appendix A - Limited Warranty

Congratulations on your purchase of a Pakedge Device & Software product! We believe Pakedge designs
and manufacture the finest home networking products on the market. With proper installation, setup, and
care, you should enjoy many years of unparalleled performance. Please read this consumer protection plan
carefully and retain it with your other important documents.

This is a LIMITED WARRANTY as defined by the U.S. Consumer Product Warranty and Federal Trade
Commission Improvement Act.

19.1 What Is Covered Under the Terms of This Warranty

SERVICE LABOR: Pakedge will pay for service labor by an approved Pakedge service center when needed as
a result of a manufacturing defect for a period of three (3) years from the effective date of delivery to the end
user.

PARTS: Pakedge will provide new or rebuilt replacement parts for the parts that fail due to defects in materials
or workmanship for a period of three (3) years from the effective date of delivery to the end user. Such
replacement parts are then subsequently warranted for the remaining portion (if any) of the original warranty
period.

19.2 What Is Not Covered Under the Terms of This Warranty

This warranty only covers failure due to defects in materials and workmanship that occur during normal use
and does not cover normal maintenance. This warranty does not cover any appearance item; any damage to
living structure; failure resulting from accident (for example: flood, electrical shorts, insulation); misuse, abuse,
neglect, mishandling, misapplication, faulty or improper installation or setup adjustments; improper
maintenance, alteration, improper use of any input signal and/or power, damage due to lightning or power
line surges, spikes and brownouts; damage that occurs during shipping or transit; or damage that is attributed
to acts of God.

The foregoing limited warranty is Pakedge's sole warranty and is applicable only to products sold as new by
Authorized Dealers. The remedies provided herein are in lieu of a) any and all other remedies and warranties,
whether expressed, implied or statutory, including but not limited to) any implied warranty of merchantability,
fitness for a particular purpose or non-infringement, and b) any and all obligations and liabilities of Pakedge
for damages including but not limited to: incidental, consequential or special damages, or any financial loss,
lost profits or expense, or loss of network connection arising out of or in connection with the purchase, use
or performance of the product, even if Pakedge has been advised of the possibility of such damages.

CAUTION: DAMAGE RESULTING DIRECTLY OR INDIRECTLY FROM IMPROPER INSTALLATION OR SETUP IS
SPECIFICALLY EXCLUDED FROM COVERAGE UNDER THIS WARRRANTY. IT IS IMPERATIVE THAT
INSTALLATION AND SETUP WORK BE PERFORMED ONLY BY AN AUTHORIZED PAKEDGE DEALER TO
PROTECT YOUR RIGHTS UNDER THIS WARRANTY. THIS WILL ALSO ENSURE THAT YOU ENJOY THE FINE
PERFORMANCE YOUR PAKEDGE PRODUCT IS CAPABLE OF PROVIDING.
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19.3  Rights, Limits, and Exclusions

Pakedge limits its obligation under any implied warranties under state laws to a period not to exceed the
warranty period. There are no express warranties. Pakedge also excludes any obligation on its part for
incidental or consequential damages related to the failure of this product to function properly. Some states
do not allow limitations on how long an implied warranty lasts, and some states do not allow the exclusion
or limitation of incidental or consequential damages. In this case, the above limitations or exclusions may
not apply to you. This warranty gives you specific legal rights, and you may also have other rights that vary
from state to state.

19.4  Effective Warranty Date

This warranty begins on the effective date of delivery to the end user. For your convenience, keep the original
bill of sale as evidence of the purchase date from your authorized dealer.

19.5 Important: Warranty Registration

Please register your product at www.pakedge.com. It is imperative that Pakedge knows how to reach you
promptly if we should discover a safety problem or product update for which you must be notified. In
addition, you may be eligible for discounts on future upgrades as new networking standards come about.

19.6 To Obtain Service, Contact Your Pakedge Dealer.

Repairs made under the terms of the Limited Warranty covering your Pakedge product will be performed by
an Authorized Pakedge Service Center. These arrangements must be made through the selling Pakedge
Dealer. If this is not possible, contact Pakedge directly for further instructions. Prior to returning a defective
product directly to Pakedge, you must obtain a Return Material Authorization number and shipping
instructions. Return shipping costs will be the responsibility of the owner.

For additional information about this warranty, visit our website at www.pakedge.com.

Email: support@pakedge.com

Phone: (650) 385-8703
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Appendix B - Specifications

[tem

Summary

Fixed ports

LED Indicators

Input voltage

Power consumption

Operating temperature

Storage temperature

Relative humidity

Description

USB, 1000M and Link/Act LED, PWR

100V~240V AC, 0.9A, 50/60Hz

15.4 watts

0°C~40°C

-10°C~70°C

20%~85% (non-condensing)

Spanning Tree

QoS

Management

SSH

WEB

IEEE 802.1s Spanning Tree Protocol (STP)

Quality of Service

Supports limited SSH configuration mode

Supports WEB management
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SNMP Supports System configuration with SNMP v1/v2
System Log Supported

Configuration File Supports Download/Upload configuration File via WEB
Download/Upload

Upgrade Firmware Supports Upgrade Firmware via WEB

Debug

PING Supported

TRACEROUTE Supported

NSLOOKUP Supported

Mechanical

LxWx H 10.5" x 6.5" x 2"

Weight 4 |bs
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