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1) Purpose & scope
This policy prevents, identifies, and responds to bullying affecting children during sessions delivered by Tiny Triumphs. It applies to the practitioner, any assistants/subcontractors, children, parents/carers, and referrers (schools/LAs/other agencies). It covers in-person and online conduct linked to your sessions, including before/after contact and travel to/from venues.
2) Definition
Bullying is repetitive (or likely to be repeated) behaviour that intentionally hurts another person physically or emotionally, creating a power imbalance. It includes:
· Physical: hitting, kicking, spitting, damaging property.
· Verbal: threats, insults, taunts, name-calling.
· Relational/social: exclusion, intimidation, spreading rumours.
· Cyberbullying: messaging, posts, images, doxxing, impersonation.
· Prejudice-based: targeting protected characteristics (e.g., race, religion, disability, sex, sexual orientation, gender reassignment).
A single severe incident may constitute bullying or a safeguarding concern if there is significant harm, a hate element, or credible threat.
3) Principles
· Zero tolerance for bullying, harassment, or hate.
· Safeguarding first: protect the targeted child, the public, and the practitioner; stop harm quickly.
· Proportionate, trauma-informed response: de-escalate; investigate fairly; keep evidence.
· Record, report, review: written notes for all concerns; inform referrers/parents promptly.
· Confidentiality: share on a need-to-know basis for safety and legal reasons.
4) Roles & responsibilities
· Practitioner (Owner/DSL): prevent; risk assess; teach expectations; receive reports; secure evidence; inform parents/referrers; decide control measures/sanctions; escalate to statutory services when required.
· Parents/Carers: share relevant history; reinforce expectations; respond to information requests; support agreed actions.
· Referrer/School/LA (where applicable): share prior plans/risks; coordinate responses; remain the lead for wider school-day issues.
5) Prevention (what we do proactively)
· Clear rules explained in child-friendly language at the start of work.
· Structured sessions with predictable routines, choices within safe limits, and positive reinforcement.
· Venue selection with passive surveillance (staff/CCTV); avoid isolated spots.
· Reasonable adjustments for SEND needs (breaks, quieter areas, visual supports).
· Digital hygiene: business-only comms; no social media connections with children; no photos/videos of children by the practitioner or peers.
6) Recognising indicators
Watch for: unexplained injuries, property damage, avoidance/bolting, escalating anxiety, withdrawal, changes in affect, repeated “jokes” at a child’s expense, online fixation or distress. Treat prejudice-based language as a red risk.
7) Reporting routes
· Children can tell the practitioner in session (or after via parent/referrer).
· Parents/Carers report by email/phone to the practitioner.
· Referrers/Schools share concerns by secure email/phone.
All reports acknowledged within 1 working day (or same day if risk of harm).
8) Response & investigation (standard process)
1. Make safe now: separate parties; move to a safer space; apply first aid; consider ending session early.
2. Secure basic facts/evidence: who, what, when, where; screenshots (if online); keep items safely if relevant.
3. Notify parent/carer and referrer same day for substantive incidents or any hate/physical element.
4. Record on Incident Report the same day; open/attach a simple anti-bullying case note.
5. Assess risk (Green/Amber/Red): consider repetition, intent, imbalance, prejudice, vulnerability, public setting risks.
6. Decide actions (see §9–§11) and set a review date (typically 2 weeks).
7. Escalate immediately to police/LA if there’s serious physical harm, weapon, credible threat, or hate crime indicators.
9) Outcomes & sanctions (proportionate, behaviour-led)
· Restorative conversation and re-teaching expectations.
· Adjusted sessions: shorter duration, different venue/time, increased structure/supervision, or parent presence.
· Written warning to parents/referrer with clear conditions.
· Temporary suspension of sessions while controls are put in place.
· Withdrawal/termination of services where risk cannot be controlled, or conditions are breached (links to Behaviour & Safety Policy §12–§16).
10) Support for the targeted child
· Validate and listen; agree a short safety plan (preferred venues, exit cues, break points).
· Offer choices that restore control (where/what activity).
· Notify parent/referrer of agreed supports.
· Consider signposting (school pastoral, Early Help, GP/CAMHS) where worry persists.
11) Work with the child who bullied
· Explore triggers/skills gaps; agree concrete behaviour goals and rewards for pro-social behaviour.
· Make expectations explicit; practice alternatives (scripts/role-play).
· Where relevant, require parent involvement in an Action Plan (home reinforcement, tech restrictions).
12) Cyberbullying
· Do not retaliate. Collect screenshots/URLs/time stamps; preserve but do not forward indecent images.
· Ask parents/referrer to use platform reporting/blocking tools; consider device/APP limits.
· Where content is illegal (threats; hate; sexual imagery of minors), contact police and follow statutory safeguarding.
13) Hate- and prejudice-based bullying
· Treat as Red by default.
· Record exact words/gestures; inform parents/referrer the same day.
· Consider police notification; follow local hate-incident procedures.
· Build specific education/restorative steps if sessions continue.
14) 1:1 and off-site specific controls (protecting child and practitioner)
· Public, observable locations only; avoid secluded areas; sit near staff/CCTV.
· Lone-working check-in/out each session; location shared with safeguarding contact.
· Early termination if behaviour moves to harassment, stalking, or community risk.
· No physical searches; if weapons suspected, disengage and call police.
· Third-party venues: comply with house rules; accept staff directions; exit if requested.
15) Information sharing, recording & retention
· Keep concise, factual notes: date/time, venue, what was said/done, immediate actions, who was told, next steps.
· Store securely; share only with parent/referrer and statutory bodies on a need-to-know basis.
· Retain per your data-protection schedule; remove unnecessary identifiers in any trend reviews.
16) Training & supervision
· Annual refresh on bullying indicators, de-escalation, SEND-aware strategies, lone working, and online safety.
· After any Red case, complete a brief self-review: “what worked/what to change” (venue, timing, structure).
17) Monitoring & review
· Log incidents and near misses; termly check for patterns (times, venues, triggers).
· Update risk assessments and session planning accordingly.
· Policy reviewed at least annually or after any serious incident.
18) Linked policies
· Behaviour & Safety Policy (suspension/withdrawal thresholds)
· Safeguarding/Child Protection Statement
· Lone Working & Personal Safety
· Data Protection & Record Keeping
· Complaints Procedure
19) Contact
· Practitioner/DSL: [Name], [phone], [secure email]
· Referrer/School contact: [Name/role]
· In an emergency: 999

Quick process (one-page prompt you can print)
See it → Stop it → Make safe → Note facts → Tell parents/referrer (same day if harm/hate) → Record → Decide controls → Review date → Escalate if Red.

If you want, I can package this into a branded DOCX/PDF and add:
· an Anti-Bullying Incident Form (with a prejudice/hate tick-box),
· a 2-week Action Plan template for both children,
· a parent notification email template,
· a one-page child-friendly summary (“We are kind. We keep hands/feet to ourselves. We use kind words. If it’s unkind, we tell an adult.”).
Bottom of Form





Data Protection 
[bookmark: _Toc207189408]Our Commitment
At Tiny Triumphs Education, we take your privacy and the safety of your information very seriously. We only collect and use personal information about our pupils, parents, carers, and staff when we need it to help children learn, keep them safe, and run our provision properly.
We follow the rules set out in the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
[bookmark: _Toc207186872][bookmark: _Toc207189409]What Information We Collect
We may collect and use the following types of information:
· Pupil details: name, date of birth, gender, address, contact details
· Parent/carer details: name, contact details, relationship to child
· Educational records: progress reports, attendance, assessments, behaviour
· Health and safeguarding information: medical needs, allergies, care plans, safeguarding notes
· Photographs and learning work: for teaching records, displays, or newsletters (with permission)
[bookmark: _Toc207186873][bookmark: _Toc207189410]Why We Use Personal Information
We use this information to:
· Teach and support children in their learning
· Look after pupils’ health, safety, and wellbeing
· Keep in touch with parents and carers
· Meet our legal duties as an education provider
· Celebrate pupil successes (photos, displays, newsletters – where consent is given)
We will never use children’s information for marketing or share it for unrelated commercial purposes.
[bookmark: _Toc207189411]How We Store Information
· Information is stored securely in locked files and password-protected systems.
· We keep information only for as long as it is needed for education, safeguarding, or legal reasons.
· When we no longer need it, we delete it safely or shred it.

[bookmark: _Toc207189412]Sharing Information
Sometimes we may share information with:
· Other schools, if a child moves on
· Local authorities, health professionals, safeguarding partners
· Ofsted or government departments, if required by law
· School Nurse
· DofE (Department of Education)
· Occupational Therapist
· External agencies involved with the child.
· Speech & Language
· NHS
We will always keep sharing to the minimum necessary and protect confidentiality.
[bookmark: _Toc207189413]Photographs and Consent
[bookmark: _Toc207189156][bookmark: _Toc207189414]Parents and carers will be asked to complete a permission form to confirm whether or not they consent to their child’s photo being taken and used in their learning portfolio, newsletters, social media, or on our website. Consent can be withdrawn at any time
[bookmark: _Toc207189415]Data Breaches
If there is ever a data breach (for example, if personal information is lost or accessed wrongly), we will:
· Contain the breach and investigate immediately
· Inform those affected, if there is a high risk of harm
· Report to the Information Commissioner’s Office (ICO) where legally required
[bookmark: _Toc207189416]Review
This policy will be reviewed annually or in response to:
· Legislative changes
· Significant incidents involving CCTV use
· Changes in safeguarding best practices
· That personal data is being used lawfully, fairly, and transparently
· That only the minimum necessary data is collected and retained
· That security controls remain appropriate and effective
· That consent processes (e.g. for photographs) are up to date and respected
· That staff and volunteers understand their data protection responsibilities
Policy Owner: Tiny Triumphs Education Ltd
Date Issued: 08/2025
Next Review Date: 08/2026
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