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SPECIAL OFFER – LIMITED TIME ONLY
Security Procedure review and development – US$17,000 
Security procedures provide detailed step-by-step descriptions of tasks performed to achieve a certain goal. Steps can be performed by users, IT professionals, security personnel, and other staff members dealing with specific tasks. Procedures occupy the lowest level in the chain of policies, as they relate to computers and users and describe certain concrete steps and how the policies will be implemented in the production environment. Procedures should be detailed enough to be understandable and useful.

What is covered in the offer:

· REVIEW EXISTING SECURITY PROCEDURES.  
· UPDATE OR PROVIDE NEW SECURITY PROCEDURES IF GAPS FOUND.
· A MINIMUM OF 15 PROCEDURES WILL BE INCLUDED AND THEY WILL BE SPECIFIC TO YOUR ORGANIZATION AND BE DEVELOPED AROUND INDUSTRY BEST-PRACTICE/STANDARDS.
· IF MORE PROCEDURES ARE REQUIRED, THESE CAN BE PROVIDED AT EXTRA COST (PRO-RATA).  FOR EXAMPLE, IF ADDITIONAL PROCEDURES ARE REQUIRED, THESE WILL BE PROVIDED AT $1,150 EACH.
Procedures that can be provided, include:

· RISK MANAGEMENT PROCEDURE
· ROLE-BASED ACCESS CONTROL PROCEDURE
· THREAT-INTELLIGENCE PROCEDURE
· INFOSEC COMPETENCE DEVELOPMENT PROCEDURE
· PROCEDURE FOR THE CONTROL OF DOCUMENTED INFORMATION
· PROCEDURE FOR INTERNAL AUDITS
· PROCEDURE FOR MANAGEMENT REVIEWS
· PROCEDURE FOR MANAGEMENT OF NONCONFORMITY
· ASSET HANDLING PROCEDURE
· PROCEDURE FOR MANAGING LOST OR STOLEN DEVICES
· INFORMATION CLASSIFICATION PROCEDURE
· INFORMATION LABELLING PROCEDURE
· INFORMATION TRANSFER PROCEDURE
· SUPPLIER DUE DILIGENCE ASSESSMENT PROCEDURE
· SUPPLIER REVIEW PROCEDURE
· SUPPLIER OFFBOARDING PROCEDURE
· INFORMATION SECURITY EVENT ASSESSMENT PROCEDURE
· INFORMATION SECURITY INCIDENT RESPONSE PROCEDURE
· ICT CONTINUITY INCIDENT RESPONSE PROCEDURE
· LEGAL, REGULATORY AND CONTRACTUAL REQUIREMENTS PROCEDURE
· PERSONAL DATA BREACH NOTIFICATION PROCEDURE
· EMPLOYEE SCREENING PROCEDURE
· INFORMATION SECURITY EVENT REPORTING PROCEDURE
· DATA CENTRE ACCESS PROCEDURE
· PROCEDURES FOR WORKING IN SECURE AREAS
· PROCEDURE FOR TAKING ASSETS OFFSITE
· PROCEDURE FOR THE MANAGEMENT OF REMOVABLE MEDIA
· PHYSICAL MEDIA TRANSFER PROCEDURE
· PROCEDURE FOR THE DISPOSAL OF MEDIA
· TECHNICAL VULNERABILITY ASSESSMENT PROCEDURE
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