
Company Snapshot:

Differentiators

Core Services & Offerings
TEAMS-Next IT & Cybersecurity Management (ITCM)

                Contract HQ0858-21-R-0017 Supporting ITC Defense
              Corp (Subcontractor to 5SRC) | 2022–Present

Grid Square Holdings' principal provides defensive cyber 
operations support to the Missile Defense Agency under the 
TEAMS-Next contract vehicle. 

Role: Lead Cyber Analyst supporting Task Order 11 (Defensive 
Cyber Operations) and Task Order 9 (Cyberspace Mission 
Support).

Scope: RMF authorization support for 100+ MDA information 
systems, Zero Trust architecture engineering, DCO 
coordination with COCOMs, and direct technical advisory to 
MDA CISO and Authorizing Officials. Retained as key 
personnel through competitive contract recompete (2024).

Certifications & Affiliations

 TS/SCI Clearance | CISSP Certified
 SDVOSB Verified (CAGE: 17M64, UEI: FD56L6NP71J4)
 Key Incumbent Retained via Competitive MDA Recompete
 5-Member Advisory Board: Federal/Defense Experts

Contract Support Experience
 Zero Trust Architecture - Accelerate OMB Zero Trust 

compliance milestones with phased strategies.

• Identify cost-avoidance opportunities in legacy systems 
and operational technology integration.

• Deliver actionable implementation roadmaps within 
original SOW parameters, not additional studies.

 Defensive Cyber Operations - Reduce security tool 
procurement costs through optimization analysis.

• Cut incident response timelines by eliminating alert 
fatigue and operational inefficiencies.

• Deliver measurable risk reduction, justifying security 
program budgets to oversight bodies.

 Authorization & Compliance - Accelerate authorization 
timelines by unsticking packages previous efforts stalled.

• Execute POA&M remediation within fiscal year 
constraints and available funding.

• Deliver inspection-ready packages to eliminate repeat 
findings and contract modification cycles.

 Cloud & Infrastructure Modernization - Identify budget 
risks before finalizing procurement commitments.

• Prevent scope creep by surfacing technical debt that 
vendors overlooked.

• Deliver migrations within the original timeline and budget, 
no change orders.

 Independent Security Assessment - Validate vendor 
proposals before award to eliminate post-award disputes.

• Deliver inspection readiness, reducing repeat findings and 
program office risk.

• Bridge the gap between compliance documentation and 
auditor expectations.

U.S. Army | Cyber Network Defense | 2002-2022

20 years of progressive cybersecurity leadership across 
tactical and strategic operations. Network defense, security 
authorization, and threat response for classified DoD 
networks. Led cyber teams through four OCONUS combat 
deployments supporting Joint Task Force operations and 
theater-level network defense.           

Capability Statement: 
Sentinel Cyber Defense Solutions (SCDS), a division of 
Grid Square Holdings LLC, delivers cybersecurity, 
network defense, and RMF compliance to DoD/federal 
agencies and is an SBA-certified SDVOSB. 

TS/SCI-cleared principal with CISSP and 20+ years of 
DoD cyberspace leadership. CONUS/OCONUS 
capable, remote, and on-site support to classified and 
unclassified networks.

 541519 (Primary): Other Computer Related Services
 541512: Computer Systems Design Services
 541690: Other Scientific & Technical Consulting Services
 811210: Electronic & Precision Repair & Maintenance

NAICS & PSC Codes

SCDS
 Sentinel Cyber Defense Solutions
  A Division of Grid Square Holdings LLC

www.gridsquareholdings.com

• DJ01: Security & Compliance Support Services
• DE01: End User Support Services
• DG01: Network Support Services
• DF01: IT Management Support Services

Grid Square Holdings LLC  | DBA: Sentinel Cyber Defense Solutions
Cage Code: 17M64  |  UEI: FD56L6NP71J4
Gov’t Business POC: Marcus Byrd
Work Area: CONUS/OCONUS; remote & onsite support
Socio-Economic: SDVOSB-certified
Phone: 719-416-4880
Address: 5142 N Academy Blvd, PMB 4164, Colorado Springs, CO 80915


	Slide Number 1

