INTRODUCTION TO COLLECTING

DIGITAL EVIDENCE FOR
INVESTIGATORS

COURSE OVERVIEW

Those involved in conducting civil or criminal investigations

may have to identify, collect, seize and handle digital

devices or digital material. This course has been designed

to ensure that investigators know how to correctly gather,

manage and handle digital evidence.

LEARNING OUTCOMES

Explain and apply the Digital Evidence Principles in the
identification, search and seizure of digital evidence in
criminal and civil investigations.

Explain the offences created by the Computer Misuse
Act 1990.

Plan and prepare for the search and seizure of digital
evidence.

Acquire digital evidence from devices using
procedures, processes and best practice to ensure the
integrity of the evidence is preserved.

Comply with the Attorney Generals Guidelines on
Disclosure (2024) and the Crimina Procedure and
Investigations 1994, in relation to digital material in
investigations

COURSE FORMAT

Duration: Two days

Method: In person

Materials: Course handouts provided

Certification: Completion certificate provided

AUDIENCE

This course has been designed for civil and criminal

investigators who may be involved in gathering and

managing digital evidence.

| consiLium

TRAINING + SUPPORT

—————

K

www.consiliumtrainingandsupport.co.uk
infoeconsiliumtrainingandsupport.co.uk

Upper Floors, 2 New Rents, Ashford, Kent, TN23 1JH
Company Number: 14696816 - Registered in England and Wales



