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The situation with COVID-19 is developing rapidly
in South Australia and around the world. 

I know that many people are anxious about
what lies ahead. I want to reassure each and
every one of you that the health and wellbeing
of South Australians is the government’s
number one priority and we have a strong plan
to help minimise and slow the spread of
coronavirus in our state.

Today we are adding $650 million to the first
support package of $350 million announced a
fortnight ago.

We want as many businesses as possible to
be able to continue operating during these
unprecedented times so that people can keep
their jobs.

We want to relieve as much stress as possible
for individuals and families.

We want to keep the South Austral ian
community and economy functioning so that
when this virus is beaten, as it will be, we can
bounce back as quickly as possible.

As the fight against this virus continues, we
will keep reviewing the need for any further
support to households and businesses.

The key elements of the second support
package are:

 Relief from taxes and charges

 A Business and Jobs Support Fund

 A Community and Jobs Support Fund

 Additional support to recipients of
JobSeeker payments from Centre-

link who receive a State Government
Cost of Living Concession

These initiatives complement the focus of
initial funding to:

1. Protect South Australians

2. Slow the spread of the virus

3. Prepare health and other services
to deal with the virus

4. Support business to keep people in jobs

We’ve set up dedicated coronavirus clinics,
including in regional SA; we’ve rolled out
Australia’s first drive-through testing clinic at
the re-activated Repat; we’ve strengthened
public health laws; and we’ve committed $350
million for an economic stimulus package to
secure local jobs, keep businesses’ doors
open and boost South Australia’s economy.

We will continue to roll out more initiatives in
the coming weeks. We thank you for your
patience as we work with the Federal
Government as quickly as we can to implement
measures to cushion the impact of this crisis.

I know this is a difficult time, but we are doing
everything in our power to protect South
Australians and ensure our state emerges
stronger and more resilient on the other side. 

Together, we can and WILL get through this.

Steven Marshall
Premier of South Australia

COVID-19 Premier update 26 March 2020
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Australians are now working from home
offices and kitchen tables as social
distancing measures to slow the spread
of coronavirus ramp up. But this change
to how we work makes us more vulnerable
to cybersecurity threats.

Australia's cyber spy agency has warned
of scams and phishing attempts, as
criminals try and take advantage of the
disruption.

Scamwatch has also received 94 reports
of COVID-19 scams since the beginning of
the year, with numbers expected to rise.

Karl Hanmore, the acting head of the
Australian Cyber Security Centre — part
of the Australian Signals Directorate —
said there are already examples of
coronavirus-inspired cybercrime.

"Most importantly, don't click on links you
receive via text message or email,
especially if they're around the
coronavirus."

Phishing scams using COVID-19-themed
text messages are already circulating in
Australia.

One of them appears to be sent from
"GOV" and shares a link that claims to
help people find out where they can get
tested for coronavirus.

But the link and the sender are fake.
Clicking on the link could install malware
designed to steal your banking details.

"That's criminals trying to steal your
banking details at a time when you're least
able to protect yourself," says Mr
Hanmore.

• Don't click on links in emails or mes-
sages, or open attachments, from
people or organisations you don't
know

• Before you click a link, hover over that
link to see the actual web address it
will take you to (usually shown at the
bottom of the browser window)

• If you do not recognise or trust the
address, try searching for relevant key
terms in a web browser. This way you

Coronavirus is changing how we work.
Online scammers are taking advantage
ABC technology reporter Ariel Bogle and Siobhan Heanue (Updated Monday 23 March)

SA Police are warning of a phishing email
which claims to be from WHO and
contains a ‘button’ to seek more
information regarding safety measures
to protect yourself from the Coronavirus.

Clicking on the button will take the user
to a phishing website which appears to
be a legitimate WHO page.

This page will prompt the user to enter
personal details, including email
address and password.

These personal details can then be used
to steal the user’s identity.

Phishing is an attempt to commit
identity theft by disguising the attempt
in a manner that appears to be from a
trustworthy entity.

Think About It
Take the time to think before following
links or clicking on buttons contained
in emails.

Phishing emails often contain spelling
and grammatical errors which would
not be expected from the organisation
from which the email was supposedly
sent.

World Health Organisation (WHO) ‘phishing’ scam

can find the article, video or webpage
without directly clicking on the suspi-
cious link

• If you're not sure, talk through the sus-
picious message with a friend or
family member, or check its legiti-
macy by contacting the relevant busi-
ness or organisation (using contact
details sourced from the official com-
pany website)

Source: Australian Cyber Security Centre

To protect yourself from phishing:

Please Support  Our Supporters
We continue to serve the community because of two groups of people.

The first being the deidicated volunteers that deliver the 3450 newsletters
throughout Flagstaff Hill. If you wish to join our team please contact Ray by
email at raymondhenderson007@gmail.com   .

The second important group are those businesses that advertise in this
newsletter. Local advertising pays for its production and printing. We ask you
to return the support these community-minded businesses when shopping.

* Dental Implants

* Invisalign Go

* Zoom tooth Whitening

* Check & Clean New Patient Offer

LOCATED WITHIN ABERFOYLE
PARK FAMILY PRACTICE

5 The Mall, Aberfoyle Park

BOOK ONLINE AT www.toothzone.com.au

CALL US ON  0473 427 020 OR 8270 4033

PREFERRED
PROVIDERS

Book in for  a FREE Consult
& Special Offers on:

INTEREST FREE PAY,MENT
PLANS WITH
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Dr Yog Raman Sareen   MBBS, FRACGP

OPENING HOURS
Mon-Fri 8.30am-9pm

Sat 9.45am-6pm Sun 9.45am-6pm

PH 8270 4000
www.aberfoyleparkfp.com.au

5 The Mall, Aberfoyle Park
(behind the Hub)

Dr Rupinder Sekhon   Female GP  MBBS, FRACGP

Female GPDr Naila Sherwani Female GP  MBBS

Dr Feroz Rammal   MBBS, FRACGP

Dr Shriniwas Halivagilu  MBBS, FRACGP

To reduce the opportunity for thieves
to gain entry into your home, consider
the following crime prevention
security tips:

• Ensure appropriate keyed locks are
fitted to all doors and windows.

• Even when you are outside, be sure
to lock all doors and windows.

• Lock gates, garages and sheds when
not in use.

• House keys, car keys and garage remote
controls should be kept in a safe
location. Thieves may use them to gain
entry to your home or to steal your car.

• Install and activate an alarm system.

• Keep trees and bushes in front of
doors and windows trimmed to avoid
being used as hiding places.

• Lock all garden tools and ladders
away securely so they cannot be used
to break into your home.

• Don’t leave valuables in obvious places.
Thieves often target jewellery in
jewellery boxes on bedroom dressers
and other valuables in bedside drawers
and cupboards.

• Break down packaging of expensive
items and place it in your bin. Don’t
leave it next to your bin on the
street.

• Lock your meter box to prevent
thieves interfering with your power
supply (contact your local electricity
provider for more information).

Mark Valuable Property

• Use an engraver, ultra violet (UV)
pen or microdots to mark property.

• UV pens are best used for items that
cannot be engraved e.g. ceramics,
antiques etc.

• Mark your valuables with your
driver’s licence number, prefixed by
the letter ‘S’ for South Australia, e.g.
S123456.

• Photograph jewellery with a ruler
beside it to give an indication of the
actual size.

• Record all details on a property
record and keep this in a safe place.

For further home security crime
prevention information please visit
www.police.sa.gov.au or contact
your local police station.

HOME SECURITY

PROUD SUPPORTER OF
FLAGSTAFF HILL

NEIGHBOURHOOD WATCH

Your Local,
Family-run

Quality Butchers

We are pleased
to offer delivery to those
customers who cannot
leave home at this time
Foodland Shopping Centre,

Ridgeway Drive, Flagstaff Hill

Phone 8270 8558
or Find us on Facebook
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Police Incidents  1 January - 18 March 2020
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See
Inset

4)

Date        Location   Details

2)

1)

Statewide Facebook Page
A new Statewide Neighbourhood Watch Facebook page
has been launched. Find us at
https://www.facebook.com/NeighbourhoodWatchSA/

Printed by allBIZ SUPPLIES
Lonsdale SA   Tel: 8326 2899

3)

Property Damage
1. 06/03/20 Estate Dr Brick thrown through front window. Male arrested.

Theft
2. 04/03/20 Ridgway Dr Theft of purse from Post Office.

Trespass
3. 06/01/20 Park Lane Trespass and theft. Value $2,500

Fire
4. 24/01/20 Estate Dr Large shed on non-operational winery caught fire,

Shed and contents destroyed. Value $1.5m


