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Abstract
In this era of ever updating technologies in this digital world searching and investigations are big issues for forensic and criminal investigation. Out of many Eye biometrics, Aadhar Card in India depends upon the Iris Scanner for the purpose of Unique Identification in addition with other factors such as fingerprints and face scan.  Iris Scanner uses infrared light for the purpose of identity detection. We propose a system in which Infrared cameras are integrated with Internet of Things (IoT) sensors and AI tools for the purpose of searching lost people all around the nation and also which would help greatly in the investigation of criminal cases. Aadhar database would be intertwined with this integrated server system and purpose required may be achieved. Further experimental approach to test the hypothesis will be validation of proposed model. When validated it would be a foolproof and improved technology of identification and search.
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Introduction
Human beings are blessed with several features one of them is uniqueness. They used this feature only to recognize each other from starting. Biometrics is the similar methodology; it is basically the identification of human beings through their biological features which are totally unique to them. Biometric is basically a pattern recognition which is attained from bodily features of the person. This system basically operates in two modes: Verification Mode and Identification Mode. In former mode the system validates a person’s identity by comparing captured biometrics data of the person itself. However in latter mode a person’s identity is checked from the universal database itself.[1-5]
Following physiological features qualify to become suitable for Biometrics:
· Uniqueness
· Distinctiveness

· Permanence

· Performance

· Acceptability

· Collectability

· Circumvention
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Figure 1: Kinds of Biometrics
1.1  IRIS SCAN:  Iris is the annular region of an eye which is bounded by the sclera i.e. the white part of the eye and the Pupil. The texture of the IRIS is formed during the fetal development and takes a stable form during first two years of life. For the purpose of personal recognition or identification the texture of an Iris carries very distinctive information, which can be used also due to its complexity and uniqueness. Iris based recognition system are now widely been used due to its speed and accuracy. Iris based recognition system points to the feasibility of large scale system of Identification, also it also proven to be promising mode of Biometric Identification. Same as fingerprints, Iris Texture is also unique for an individual; even twins do not have the same texture of Iris. It is almost impossible to tamper the Iris Texture surgically. Newer systems of iris based identification/recognition system are now much cheaper as compared to earlier days.[6-9]
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Figure 2 : Example of Iris Scan
Adhaar and Internet of things:
The main objective of Aadhaar program was to provide Universal identification to every Indian resident. This program also aimed to reduce the corruption because each individual carries his own unique number. Soon after the launch of Aadhar card government made it clear that everyone must get it issued. It is also mandatory document when various government schemes are considered. There are various benefits of Aadhar such as direct benefit transfer of LPG subsidy, Jana Dhan Yojana, passport in 10 days, digital locker, monthly pension, common booking up to 12 tickets in IRCTC website in a month by Linking Aadhaar.

There are various fields researches have tapped as the benefit of Aadhar Card program. However there are several more areas on which researches have not yet focused upon. Aadhar Card being the universal identification system for being used in various other ways such as finding lost people, investigation of a crime scene, capturing the criminals. However on June 22nd 2018 UIDAI specified that use of Aadhaar biometric data for investigating crime is not allowed under the law. This is section 29 of the Aadhaar act 2016. UIDAI so specified that under section 33 of Aadhaar act permitted to use or have access to Aadhaar biometric data in the cases involving national security only after pre-authorization by an oversight committee headed by Cabinet Secretary.
However we must get assured that this may not be allowed for investigating the crime, but can be used for finding the lost person or any other criminal. [10- 17]
Statement of Problem
In this research paper we have lighted upon the issue of people who are lost. We have observed occasionally that there are several advertisements about people who are lost and got separated from their family and their circle. There may have several causes such as getting kidnapped, being dead, getting into some difficult situations and getting disconnected. Family members and circle members try their best to find their lost ones but seldom get the results. Aadhar hereby gives us an opportunity in prviding great releive to these people. Aadhar being universally connected and being a widespread network can be of great help in the purpose of finding these lost people.

Proposed Solution

We propose a system which is the combination of internet of things, artificial intelligence, Aadhar biometric system and infrared scanner system of Iris biometric. We have imagined a system in which there would be infrared beam spread all over the country whose purpose basically would be the Iris Recognition of a person. These infrared beams would be connected to the internet of things and its process would be managed through Artificial Intelligence and machine networks. This hardware and software combination would be connected to the Aadhaar database. 

Let us consider a situation in which family member comes to the authorities with the plea to find his lost one in Uttar Pradesh. Authorities after considering and analyzing the situation proceeds a request to this system. The system being spread throughout the country would help the authorities to find out the lost one quickly and more efficiently. Let us suppose that lost person was found in Tamil Nadu railway station. The infrared beams to detect the Iris of people sends the signal through Network of Artificial Intelligence and internet of things to the database of Aadhar gets verified and message to Uttar Pradesh authorities that required person is located.

Overall system communication is been depicted pictorially in figure 3
Further in figure 4 we have depicted the combined system of Artificial Intelligence + Internet of Things + Infrared Beam (Iris Recognition) + Aadhar Database for the purpose of recognition of lost person and locating the one.
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Figure 3: An Example depicting how overall system will work
Figure 3 represents overall functioning which is external request and response feature of the system. This is the communication between two authorities namely, where a person is lost and where a person would be found. These authorities which are spread vast geographically are connected through cloud dedicated for the one purpose ‘Lost and Found Cloud’.

Figure 2 represents the on the spot working of the system, in which Infrared beam combined with IoT sensor, detects the Iris Biometric of the lost person and validates its result with Aadhar database. If verified this sensor gives report to the ‘Lost and Found Cloud’. Further this cloud gives relevant information about recognition and location to the authorities.[17-25]
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Figure 4; Proposed system of Recognition and Location
Conclusion
We have worked on a system which will lead to efficient finding of lost people and criminals . As we have discussed in figure number 3 how the overall proposed system works. We also have discussed in figure 4, the working of the combination i.e. Artificial intelligence network, internet of things sensor Infrared beem sensor for Iris recognition, Aadhaar database. Overall we have proposed a system in which if a lost person is at any part of the nation who is to be searched, can be easily and efficiently found. In this system we have proposed a framework in which Infrared Beam Sensor (combined with IOT) detects the person, Verifies its data with the Aadhaar Database. If this match is to be found valuable it gives the report to the cloud, so that the required information can be sent to the authorized place. This way the lost person is recognized and located accurately. Further the proposed model of 'lost and found' will be proven true experimental processes and on ground verifications.
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