WOLFCOM Halo Police Body Camera

BC-300 BODYCAM by Pro-Vision

Battery life: 10 hours

Video quality: 1296P, 140°

Memory storage: Cloud

Size and weight: 4.60z

Durability: Waterproof with IP-67 rating
Price: Request a quote

Additional features: The WOLFCOM
Halo Police Body Camera includes auto-
matic night vision capability, built-in
GPS stamps, pre and post-record, data
encryption technology, WiFi enabled,
and a 360° rotatable clip.

Battery life: 12 hours

Video quality: 1296P, 150°

Memory storage: 32GB built-in

Size and weight: nfa

Durability: Meets military specifica-
tions with an IP-68 waterproof rating
Price: Contact

Additional features: The BC-300
BODYCAM by Pro-Vision includes
night-vision video, customizable fea-
tures, a built-in LCD screen, a flash-
light, non-removable data storage,
and optional cloud software.
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SAFEVANT Body Camera

Battery life: 7+ hours

Video quality: 1296P, 140°

Memory storage: 32GB Built-in

Size and weight: 3.5 x 24 x 04din,
1.19Ibs

Durability: Water and shock resistance
Price: $129.99

Additional features: The SAFEVANT
Body Camera includes 16X digital
zoom, high-intensity infrared LEDs that
enable night vision, and 2.0in LCD dis-

play.
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obtained by The Tennessean.
Schneid wrote back, insisting Tricare
was missing the point.

“It’'s deeper than that,” Schneid wrote.
“{The Marine) makes a percentage of
the commission as do the others that
signed him up.”

Suddenly, the government started lis-
tening.

In a matter of days, Schneid had guests
on his doorstep. Eleanor Gailey, an in-
spector from the Department of De-
fense’s Office of the Inspector General,
flew to California to inspect the creams,
emails show. She was accompanied by
officers from the Naval Criminal Investi-
gative Service, which investigate crimes
in the Marine Corps.

In an interview, Schneid said authorities
would not reveal exactly what he had
stumbled upon, but he agreed to help
anyway. They made a plan: Schneid
would continue to play dumb, receiving
the Marine's cream prescriptions in the
mail, then he would wrap the packages
in evidence tape and hand them over to
the NCIS. He did this for a few months
until the prescription ran out and the
cream stopped coming.

Then, in May 2015, it became clear what
was going on. That was when CBS
News published an investigation reveal-
ing a Tricare loophole that appeared to
be costing taxpayers millions, if not hil-
lions, of dollars.
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The CBS investigation said military
troops across the country were being
prescribed “cure-all” medicinal creams
that did next to nothing but cost taxpay-
ers a fortune every month.

The creams were marketed as
“compounded” medication. Compound-
ing is a practice in which a phamacist
mixes several medicines into one to
create a treatment tailored for a specific
patient. Because every mix is unique,
compounded medicines are not re-
viewed by the Food and Drug Admini-
stration and often cost much more than
standard medicine. As of 2015, Tricare
covered the full cost of compounded
medicine for active-duty troops.

"We're on track this year to spend over
$2 billion unless we get our hands
around this," said Maj. Gen. Richard
Thomas, then-head of Tricare, in the
2015 CBS report. “It's just been astro-
nomical, an explosion of the charges in
a relatively short period of time.”

Schneid’'s jaw dropped as he watched
the CBS report.

He thought over all the clues he had
seen in the last three months — the un-
necessary creams, the cash kickbacks,
the Tennessee doctors, the Utah phar-
macy and the abrupt interest from fed-
eral inspectors.

Suddenly it all made sense.

“I had thought it was just this very local-
ized fraud,” Schneid said. “It wasn’t un-
til then | understood the enormity of this
thing.”

The Choice MD conspiracy is far from
the only cream scheme to take advan-
tage of Tricare’s compounded medical
loophole. In June, the U.S. Department
of Justice announced it had charged
601 suspects in a nationwide .......
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health care fraud investigation into
dozens of similar but unconnected
fraud schemes, many of which used
compounded medications and kick-
backs to swindle Medicare, Medicaid or
Tricare. The investigation was called
the largest health care fraud investiga-
tion in American history.

The U.S. Attorney’s Office declined to
comment for this story, citing ongoing
investigations in Tennessee, California
and Mississippi. Attorneys for Walters,
Craven, Ashley Collins and CFK either
declined to comment or did not re-
spond to calls and emails requesting
comment. Jimmy Collins currently
does not have an attorney and could
not be reached for comment.

*** END *+*

United States Attomey's Office
Southem District of Southem Califor-
nia

NEWS RELEASE SUMMARY
September 30, 2020

National Health Care Fraud and Opioid
Takedown Results in Charges Against
345 Defendants Responsible for More
Than $6 Billion in Alleged Fraud
Losses; San Diego Defendants
Charged

SAN DIEGO - Federal officials today
announced a historic nationwide en-
forcement action involving 345
charged defendants across 51 federal
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districts, including more than 100 doc-
tors, nurses and other licensed medical
professionals located in San Diego and
across the country.

These defendants have been charged with
submitting more than $6 billion in false
and fraudulent claims to federal health
care programs and private insurers, in-
cluding more than $4.5 billion connected
to telemedicine, more than $845 million
connected to substance abuse treatment
facilities, or “sober homes,” and more
than $806 million connected to other
health care fraud and illegal opioid distri-
bution schemes across the country.

In San Diego, the U.S. Attorney’s Office
announced charges against defendants in
several unrelated cases who collectively
attempted to defraud Medicare of nearly
$1 billion and Tricare of over $70 million.
In addition, some defendants were
charged with distributing fentanyl causing
deaths in San Diego County.
*** END*+*
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ETHICS CORNER: 12 Rules for Ethi-
cally Dealing With Social Media
February 16, 2017

Daniel J. Siegel

The practice of law constantly changes.
Despite the technological changes, it re-
mains remarkably similar to how we prac-
ticed 10, 30, or even 50 years ago. Al-
though computers, smartphones, and so-
cial media didn’t exist when many of us
passed the bar exam, neither did MRIs or
other medical tests, and they didn’t pre-
vent doctors from changing.

Cont. P.18
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ABA Continued ...

Consider email, whose rise in popu-
larity was highlighted by the phrase,
“You’ve Got Mail,” which even be-
came a popular movie. Eventually,
lawyers began to embrace this
method of communicating. Next
came the Internet, which begat web-
sites, Google, smartphones, and,
eventually, social media. Yes, social
media, those massively popular
websites where people—including
clients and lawyers—gossip and re-
veal their deepest secrets.

Gossip has existed since man could
talk, and will endure long after Face-
book goes the way of MySpace and
Friendster and other previously
“hot” websites. But for lawyers try-
ing to contain the damage from
rash, thoughtless, or spiteful com-
ments or postings by clients (or the
lawyers themselves), social media
creates new challenges:

How can lawyers limit the spread of
important client-related information
on social media? Fortunately, the
American Bar Association Center
for Professional Responsibility, and
numerous state and local bar ethics
committees have issued ethical
guidance to help lawyers under-
stand the obligations that arise with
social media. From those opinions, |
offer the following 12 tips gleaned
from that guidance (remember to
review the opinions from jurisdic-
tions where you are licensed to con-
firm that they agree with these opin-
ions):

Attorneys may not contact a repre-

sented person through social net-
working websites.

18

Attorneys may not contact a party
or a witness by pretext. This prohibi-
tion applies to other parties and wit-
nesses who are either identified as a
witness for another party or are wit-
nesses the lawyer is prohibited from
contacting under the applicable
Rules of Professional Conduct.

Attorneys may contact unrepre-
sented persons through social net-
working websites, but may not use a
pretextual basis for viewing other-
wise private information on those
websites.

Attorneys may advise clients to
change the privacy settings on their
social media page. In fact, lawyers
should discuss the various privacy
levels of social networking websites
with clients, as well as the implica-
tions of failing to change these set-
tings.

Attorneys may instruct clients to
make information on social media
websites “private,” but may not in-
struct or permit them to delete/
destroy relevant photos, links, texts,
or other content, so that it no longer
exists. This rule is no different from
the obligation not to destroy physical
evidence, i.e., evidence is evidence,
regardless of how it was created.

Attorneys must obtain a copy of a
photograph, link, or other content
posted by clients on their social me-
dia pages to comply with requests
for production or other discovery re-
quests.

Attorneys must make reasonable
efforts to obtain photographs, links,
or other content about which they

are aware if they know ....
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ABA continued:

. or reasonably believe it has not
been produced by their clients.

Attorneys should advise clients
about the content of their social net-
working websites, including their obli-
gation to preserve information, and the
limitations on removing information.

Attorneys may use information on
social networking websites in a dis-
pute or lawsuit. The admissibility of the
information is governed by the same
standards applied to all other evi-
dence.

Attorneys may not reveal confiden-
tial client information in response to
negative online reviews without a cli-
ent’s informed consent. Thus, re-
sponses should be proportional and
restrained.

Attorneys may review a juror's Inter-
net presence.

Attorneys may connect with judges
on social networking websites pro-
vided the purpose is not to influence
judges in carrying out their official du-
ties.

This advice is identical to the advice an
attorney would give to clients in the
pre-Internet and pre-social media
world. Telling clients not to talk about
their cases and to preserve evidence,
reminding lawyers they cannot reveal
confidential information without con-
sent, and knowing that lawyers cannot
contact parties and withesses by pre-
text, is same advice they gave before
the Internet, but is merely repackaged
for technology. In short, the more
things change, the more they really
stay the same, including issues related
to ethics and social networking.
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Evading Service of Process

Part of this newsletter covered body
worn cameras. When serving legal
documents (regular or difficult), | al-
ways have my cell phone out and re-
cording when | attempt service with a
Date & Time Stamp app.

If the person refuses service, | drop
the docs at his/her feet or the door-
step when the door is closed, then
photograph the docs on the doorstep
with a Date & Time Stamp cell phone
app. To finish the service, | mail an-
other copy of the docs to the address
with a tracking number, then | com-
plete the proof of service, with a dec-
laration and attachments (photos,
USPS receipt, etc.).

Here are a few cases that support
completed service on evading sub-
jects.

Crescendo Corp. v. Shelted (1968)
267 Cal App 2d 209

Inre Ball (1934)
2 Cal App 2d 578, 579, 38 P 2d 411

Trujillo v. Trujillo (1945)
71 Cal App 2d 257, 162 P 2d 640

Thomdyke v. Jenkins (1943)
61 Cal App 2d 119



