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Introduction
At Women CyberSecurity Society ("WCSS", "we", "us", "our"), we take your privacy
seriously. This privacy policy outlines how we collect, use, and share your personal
information when you interact with our organization.

Collection of Personal Information
We collect personal information when you interact with us, including when you register
for our events or newsletter, make a donation, apply to become a member, or
communicate with us via email or social media. The types of personal information we
collect may include your name, email address, postal address, phone number, and
payment information.

Use of Personal Information
We use your personal information to provide our services, such as organizing events,
sending newsletters, and processing donations. We may also use your information to
communicate with you, provide customer support, and improve our services. We will
not use your personal information for any other purpose without your consent.

Sharing of Personal Information
We do not sell or rent your personal information to third parties. We may share your
personal information with service providers who assist us in providing our services, such
as payment processors and email marketing providers. These service providers are
required to maintain the confidentiality of your information and are prohibited from
using your information for any other purpose.

We may also share your information with law enforcement or other government
agencies as required by law.

Selling of Personal Information

We want to be transparent about how we use your information, and we want you to
know that we do not sell your personal information to third parties. Your information is
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used solely for the purposes of providing you with the products or services that you have
requested, and we will not share or disclose your information to any third party without
your explicit consent, except as required by law.

Protection of Personal Information
We take reasonable measures to protect your personal information from unauthorized
access, use, or disclosure. We use secure servers and encrypt sensitive information such
as payment details.

Your Rights
You have the right to access, update, and delete your personal information. You can
do this by contacting us at info@womencybersecuritysociety.org. Please note that we
may retain certain information as required by law or for legitimate business purposes.

Cookies and Tracking
We use cookies and similar technologies to track user behavior and improve our
services. You can control the use of cookies through your browser settings.

Changes to this Policy
We may update this privacy policy from time to time. The updated policy will be posted
on our website and the effective date will be updated.

Contact Us
If you have any questions or concerns about this privacy policy or our privacy practices,
please contact us at info@womencybersecuritysociety.org.

This privacy policy is governed by the laws of the province of British Columbia and the
federal laws of Canada, including the Personal Information Protection and Electronic
Documents Act (PIPEDA), and the Public Interest Disclosure Act (PIPA) and the General
Data Protection Regulation (GDPR).
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