
 
 
IT Cybersecurity Architect 
Novesh is seeking an experienced Architect in Technical Delivery to join the Cyber Security team 
within our growing consulting practice. In this role, you will lead several technology and business 
consulting projects while driving the creation of Cyber Security solutions for our clients. We are 
looking for an organized and industrious leader who will motivate teams and directly contribute to 
our growth. 
 
About Us 
Novesh provides innovative and state-of-the-art cybersecurity solutions and products to help businesses and 
organizations in securing their networks and protecting their data from cybersecurity breaches. The core 
mission behind our work is to help companies thrive with a strong IT and OT cybersecurity infrastructure. We 
offer a thorough assessment of companies’ IT and OT/ICS/SCADA/IIoT networks and facilitate their regulatory 
compliance process via automation. Novesh serves companies and organizations in different industry sectors 
and verticals. 
 
 
About You 
You are passionate about Cyber Security, and are knowledgeable in the best tools & methodologies 
for keeping content and data secure. You are experienced in one or more major Cyber Security 
domains. You love to manage people, timelines, tasks, issues and risks. You have exemplary attention 
to detail, and demonstrate strong analytical and communication skills. You can identify project 
opportunities and make recommendations for new work based on your thorough knowledge of 
client needs. You're a team player who is not afraid to roll up your sleeves and work diligently on any 
task. 
 
 
 
Job Responsibilities 

• Help lead project teams focused on Cyber Security through all core project phases, including 
project setup, requirements gathering, design, development, testing and deployment. 

• Work closely with project managers and clients to understand requirements and design 
solution architectures. 

• Perform tasks, create strategies, and execute plans that improve the security of client content, 
data, and customers. 

• Facilitate workshops, provide status updates, and lead meetings across the executive levels of 
client organizations. 

• Proactively identify risks and issues, and provide mitigation strategies. 
• Contribute to internal growth initiatives including business development, mentorship, 

recruitment, strategy and/or methodology enhancement. 
• Build and maintain strong client relationships while identifying opportunities beyond the 

current engagement. 
 



Requirements 

• 10+ years of experience as a Cyber Security Architect 4-6+ years working in 
process/organization/strategy/SDLC/Implementation-based projects 

• 4-6+ years working in process/organization/strategy/SDLC/Implementation-based projects 
• 5+ years experience in one or more of the following Cyber Security domains: 
• Identity & Access Management 
• Security, strategy and risk 
• Cyber Defense 
• Threat detection & response 
• Security Engineering 
• Data classification & privacy 
• Application Security 
• Security Orchestration & Automation 
• Endpoint protection 
• Infrastructure Security 
• Experience leading teams through client-facing activities such as requirements gathering, 

stakeholder workshops, and deliverable review/approval sessions 
• Experience in project planning, including building and managing to project plans, budgeting, 

resource allocation, and reporting status to clients and internal teams 
• Trained on process and/or technology methodologies (e.g. Lean Process Improvement, Six 

Sigma, Agile implementation, Waterfall model) 
• System development life cycle (SDLC) experience 
• Experience with presentation and spreadsheet tools, such as PowerPoint, Visio, and Excel 
• Experience in Business Development 
• Bachelor's degree in engineering, information systems, computer science, business 

administration, or other related fields 
 

Preferred 

• CISSP and/or CISA Certified 
• GIAC Certified 
• Experience in Media & Entertainment and/or Consumer Products industries 
• Experience at a large consulting firm (e.g., Accenture, Deloitte, EY, CapGemini, PWC) 

 

 

If you can demonstrate that you meet the criteria above, please apply via Novesh website, 
www.novesh.om from the career section or email us your resume and letter of application to  
jobs@novesh.com. 

 

 

http://www.novesh.om/
mailto:jobs@novesh.com


 
Work Authorization 

Applicants for employment in the US must have work authorization that does not now or in the future 
require sponsorship of a visa for employment authorization in the United States. 

 

Equal Employment Opportunity 
Novesh is an equal opportunity, affirmative action employer providing equal employment opportunities 
to applicants and employees without regard to race, color, religion, age, sex, sexual orientation, gender 
identity/expression, national origin, protected veteran status, disability status, or any other legally 
protected basis, including arrest and conviction records, in accordance with applicable law. Novesh is 
committed to providing reasonable accommodation to individuals with disabilities. If you are a qualified 
individual with a disability and either need assistance applying online or need to request an 
accommodation during the interview process, please email jobs@novesh.com 

 


