
FRONTLINE SINGLES 

Your Privacy is Our Prescription! 

At FRONTLINE SINGLES, we are all about building healthy and meaningful 
relationships. That includes being transparent and responsible when it comes to your data. As a 
busy medical professional, we are keeping things simple, clear, and easy to understand. 
 
This Privacy Policy (the "Privacy Policy") explains how FRONTLINE SINGLES uses and protects any 
information you provide when using our app. We uphold transparency and trust and we will explain 
how we handle your data.   
 
What We Collect: 

 
We collect information from you when you: 

 
• Sign up for FRONTLINE SINGLES: We need some basic info, like your name, email 

address, and birthday to get you started. 
• Fill out your profile: This is where you get to share your personality and interests. We 

might ask about things like your hobbies, what you're looking for in a partner, and your 
medical specialty (optional only). 

• Use certain features: Some cool features, like seeing matches in your area, might require 
your location. We will always ask for you permission before using your location data. 

We will never ask for sensitive information like your Social Security Number or credit card 
details. That's handled securely by the payment processors we work with. 

Here is the summary of the data that we collect: 
 

Category Description 
Contact 

Information 
Your name, email address, postal address, phone number, and business 
contact information. 

Identification and 
Demographics 

Your date of birth, gender, nationality, ethnicity, interests, lifestyle 
information, a photo of yourself, height, geographic location, sexual 
orientation, sexual preferences, and other required and optional demographic 
information. 

Medical 
Credentials 

Your medical license or certification (optional, you can choose to provide this 
information or opt out). 

Content Photos, videos, reviews, comments, and other information you submit, such 
as messages in the app, online forums, and social media platforms. 

Research and 
Feedback 

Reviews, comments, and other feedback you provide through the app, social 
media platforms, email, phone, or mail. 

Social Media 
Information 

Information collected from your social media profiles (like Facebook or 
Google) if you choose to log in using those accounts. This may include name, 
email address, friend list, photo, age, gender, location, birthday, social 



 networking ID, current city, comments, and the people and websites you 
follow. 

Phone Contacts Your phone contacts if you choose to provide access. 
Additional 

Information 
Any other information you provide through the app, support requests, or 
interactions on our social media channels. 

Device 
Information and 

Identifiers 

Your IP address, cookie IDs, browser types and language, operating systems, 
platform type, device type, and other similar information. 

Connection and 
Usage Information 

Domain names, browsing activity, scrolling and keystroke activity, 
advertisements viewed, forms or fields you complete or partially complete, 
search terms, whether you open an email, content you view and duration, 
quality of the service, and interaction with the content, logs, and other similar 
information. 

Geolocation 
Information 

City, state, and ZIP code associated with your IP address or derived through 
Wi-Fi triangulation. 

 
 
How We Use Your Information: 
We use your information for the following purposes: 

 
Purpose Description Example 

Providing and 
Improving the 

Services 

We use your information to operate, 
maintain, and improve the app, 
including features like matching, 
messaging, and other functionality. 

We use your location data to show 
you matches in your area. We use 
your interests and preferences to 
make better match suggestions. We 
use usage data to identify and fix 
bugs in the app. 

Personalizing 
Your Experience 

We use your information to 
personalize your experience on the 
app, such as showing you relevant 
matches, tailoring content, and 
providing you with a more 
personalized experience. 

We use your medical specialty to 
show you matches who have similar 
interests. We use your activity data to 
personalize the content you see in the 
app (like suggesting matches based 
on your swiping behavior). 

Processing 
Transactions 

We use your information to process 
payments for any optional products 
or services you choose to purchase. 

If you choose to purchase a premium 
subscription, we use your billing 
information to process the payment 
securely. 

Communicating 
with You 

We use your information to send you 
notifications, updates, and marketing 
communications, as well as to 
respond to your inquiries and 
feedback. 

We send you notifications about new 
matches in your area. We send you 
updates about app features. We 
respond to your questions or 
feedback through the app or email. 

Preventing Fraud 
and Abuse 

We use your information to help 
detect and prevent fraud, abuse, and 
violations of our Terms of Service. 

We may review your activity to 
identify suspicious behavior and 
prevent fake profiles from being 
created. We may use your 



  information to verify your identity 
and prevent unauthorized access to 
your account. 

Conducting 
Research 

We may use your information for 
research and analysis purposes to 
improve the app and better 
understand our users. 

We use anonymized data from all 
users to understand trends in dating 
preferences and how people are using 
the app. 

Compliance We may use your information to 
comply with applicable laws, 
regulations, and legal process. 

We may provide your information to 
law enforcement if required by a 
court order or legal subpoena. 

 
Sharing Your Information: 
We may share your information with third parties in the following circumstances: 

• With Your Consent: We may share your information with third parties with your express 
consent. 

• With Service Providers: We may share your information with service providers who help 
us operate the app and provide you with the Services, such as payment processors, 
marketing companies, data analytics providers, and customer support providers. These 
service providers are required to protect your information in accordance with our Privacy 
Policy. 

• With Legal Authorities: We may disclose your information to comply with legal process, 
enforce our Terms of Service, or to protect the rights, property, or safety of FRONTLINE 
SINGLES, our users, or others. 

• In Connection with Business Transactions: If FRONTLINE SINGLES is involved in a 
merger, acquisition, or sale of assets, your information may be transferred to the acquiring 
entity. We will provide you with notice before your information is transferred and becomes 
subject to a different privacy policy. 

 
How we share your data: 

 
Recipient Reasons for Sharing Categories of Personal Data 

Shared 
Other Members You share data with other members 

when you voluntarily disclose 
information on the service for others 
to see (e.g., your public profile). 

Profile Data (name, location, age, 
interests, photos), Content 
(messages, shared media), Social 
Media Data (if linked), Third-Party 
Data (if you've authorized access) 

Service 
Providers/Partners 

We share data with vendors and 
partners who help us operate, 
promote, and improve our service. 
They provide us services such as data 
hosting and maintenance, analytics, 
customer care, marketing, 
advertising, payment processing, 
legal support, and security 
operations. 

Account Data (your username, login 
information, account settings), 
Profile Data, Content, Purchase 
Data (if you've made any 
purchases), Marketing, Survey and 
Research Data (if you've 
participated), Third-Party Data (if 
you've authorized access), 
Customer Support Data (if you've 



  contacted us), Social Media Data (if 
you've linked your account), Usage 
Data (how you use the app), 
Technical Data (device 
information), Geolocation Data (if 
you've given permission), Face 
Geometry Data (if you've used a 
feature that uses this data), ID Data 
(if you've provided it) 

Law Enforcement 
Authorities 

We may disclose your data to: (i) 
comply with a legal process, such as 
a court order, subpoena or search 
warrant, government / law 
enforcement investigation or other 
legal requirements; (ii) assist in the 
prevention or detection of crime; (iii) 
protect the safety of any person; and 
(iv) establish, exercise or defend legal 
claims. 

Account Data, Profile Data, 
Content, Purchase Data, Customer 
Support Data, Third-Party Data, 
Social Media Data, Usage Data, 
Technical Data, Geolocation Data, 
ID Data 

In the context of 
merger and 
acquisition, with our 
Affiliates or new 
owner(s) 

We may transfer your data if we are 
involved, whether in whole or in part, 
in a merger, sale, acquisition, 
divestiture, restructuring, 
reorganization, dissolution, 
bankruptcy or other change of 
ownership or control. 

The categories of data shared will 
vary based on the type of corporate 
transaction. It may include the entire 
organization data or only a specific 
subset such as Purchase Data. 

When the profile 
sharing functionality 
is used 

You may choose to share other 
members’ profiles and they may 
share yours with people outside of 
our  service,  using  the  sharing 
functionality. 

Profile Data, Content 

 
Your Privacy Rights: 
You have certain rights regarding your information, including: 

• Access: You can request access to the information we hold about you. 
• Correction: You can request that we correct any inaccurate information we hold about 

you. 
• Deletion: You can request that we delete your information, subject to certain exceptions 

(such as legal obligations or to resolve disputes). 
• Data Portability: You can request that we provide you with a copy of your information in 

a portable format. 
• Opt-Out of Targeted Advertising: You can opt out of the use of your information for 

targeted advertising. 



How to Exercise Your Rights: 
To exercise your rights, please contact us at info@frontlinesingles.com. You can also access and 
update some of your information directly within the app's settings. 

Minors: 
FRONTLINE SINGLES does not knowingly collect personal information from children under 18. 
If you are a parent or guardian and you believe your child has provided us with personal 
information, please contact us immediately. 

 
International Transfers: 
FRONTLINE SINGLES is headquartered in the United States, but we may transfer your 
information to service providers and other third parties located outside of your country of 
residence, including in the United States. This may be necessary to provide its Services and for the 
purposes outlined in this Privacy Policy. Data privacy laws vary from country to country and may 
not be equivalent to, or as protective as, the laws in your home country. FRONTLINE SINGLES 
takes steps to ensure that reasonable safeguards are in place with the aim to ensure an appropriate 
level of protection for your Information, in accordance with applicable law. These measures 
include data transfer agreements. By providing FRONTLINE SINGLES with your Information 
you acknowledge and agree to any such transfer, storage or use. 

California Residents: 
California residents have specific rights under California law, including the right to opt out of the 
"sale" of their personal information. You can learn more about your California privacy rights by 
visiting CCPA. 

 
Nevada Residents: 
Nevada law requires businesses to post a notice about the sale of "Covered Information." Covered 
information includes first and last name, address, email address, phone number, Social Security 
Number, or an identifier that allows a specific person to be contacted either physically or online. 
FRONTLINE SINGLES does not sell "Covered Information" for monetary consideration. 

Virginia Residents: 
Virginia residents have specific rights under the Virginia Consumer Data Protection Act 
("VCDPA"). You can learn more about your Virginia privacy rights by visiting VCDPA. 

 
Utah Residents: 
Utah residents have specific rights under the Utah Consumer Privacy Act ("UCPA"). You can 
learn more about your Utah privacy rights by visiting UCPA. 

 
Connecticut Residents: 
Connecticut residents have specific rights under the Connecticut Data Privacy Act ("CTDPA"). 
You can learn more about your Connecticut privacy rights by visiting CTDPA. 

 
Colorado Residents: 
Colorado residents have specific rights under the Colorado Privacy Act ("CPA"). You can learn 
more about your Colorado privacy rights by visiting CPA. 
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External Websites: 
Our app may contain links to other websites. Please note that we are not responsible for the privacy 
practices of these other websites. We encourage you to read their privacy policies before sharing 
any information. 

 
Changes to This Privacy Policy: 
We may update this Privacy Policy from time to time. If we make any changes, we'll post them on 
our app and update the effective date above. Please check back regularly to stay informed. 

 
Your Information is Our Prescription for Healthy Relationships: 
We're committed to protecting your privacy and making sure your experience with FRONTLINE 
SINGLES is safe and enjoyable. 

 
Contact Us: 
If you have any questions about this Privacy Policy, please contact us at 
info@frontlinesingles.com. We're always here to help! 
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