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ReMilNet Information

m Headquartered in Orange Park, FL
— Program Office in Stafford, VA
— Currently supporting engagements in FL, GA, NC, and VA

B Small Business Classifications
— Woman Owned Small Business
— Small Business

m Company Information
— Cage Code: 3H112
— DUNS: 13-3151771
— Cleared personnel and facility
— Sara Slettebo, President, sara@remilnet.com
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About ReMilNet

m Targeted Focus on Efficiency and Effectiveness
— Our Team leverage best practices and time saving technologies
— Track record of cost savings and improved internal operations.

m Extensive Network of Experts

— ReMilNet (Retired Military Network) has technical and programmatic
experts to support customer requirements.

— Majority of our personnel hold bachelors or higher degrees and many
also have specific certifications within their fields of expertise.

m Proven Results
— ReMilNet has supported hundreds of contracts and task orders.
— Long standing partnerships with government and industry.
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ReMilNet Core Competencies

m IT Acquisition Management

— From BCAT I programs through localized customer developed
solutions, ReMilNet supports the evaluation and design of new
systems, through deployment and sustainment lifecycle.

m C6ISR

— ReMilNet's extensive C6ISR support contributes to the design,
training, implementation, and sustainment of new technologies across
the globe.

m Cybersecurity

— From evaluating new technologies to sustaining existing systems,
ReMilNet has been providing cradle to grave cybersecurity support for
almost 20 years.

m Program Management

— ReMilNet’s application of best practices help customers maximize
limited resources, improve reporting, reduce risk, enhance
ﬁ communications, and increase performance.
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IT Acquisition Management

m Program Management

— ReMilNet evaluates requirements based on cost, schedule,
performance, current system implications, and risk elements to
recommend solutions that best meet customer demands.

m Technical Management

— ReMilNet's experts design, configure, test, and evaluate new and
upgraded systems across multiple data elements to improve system
outputs and meet requirement objectives.

m Continuous Evaluation

— ReMilNet applies Agile best practices to all aspects of system analysis,

design, engineering, and evaluation to maximize results.
m Sustainment Support

— ReMilNet supports repair and management of existing equipment,
assists with implementing new technologies into existing platforms,
and provides training and technical support to users across the globe.
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C6ISR Support

m System Design & Integration

— ReMilNet develops and drives the design, installation, and integration
of new equipment to support customers missions.

m System Training

— ReMilNet's system experts and trainers provide instruction to students
in structured training environments and in the field, which enables
end users to successfully operate and maintain systems in a variety of
locations and conditions.

m System Sustainment

— ReMilNet’s staff of help desk, technical, logisticians, and cybersecurity
professionals continuously monitor and support sustained systems
across global operations.

m System Analysis

— ReMilNet constantly evaluates performance of systems, cycles, and
data to identify trends, isolates issues or potential causes for concern,
ﬁ and develops recommendations for improved performance.
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Cybersecurity

m Hardware & Software Support
— ReMilNet’s staff utilize the Risk Management Framework to assess,
harden, and mitigate risks across hardware and software applications.
m Cybersecurity Plan Development

— ReMilNet develops and manages dozens of Cybersecurity plans and
documents such as the POA&M, SSP, STIG, and Incident Response
Plans, while providing input into ECP’s and CM documents as new
systems are integrated into customer programs.

m Vulnerability and Verification Testing

— ReMilNet continuously tests and assists with the identification,
prediction, and evaluation of vulnerabilities across a systems life cycle
to mitigate risk to within acceptable levels.

m ATO Obtainment

— ReMilNet's staff prepare necessary system documentation to obtain
both Interim Approval to Test and Approval to Operate in compliance
ﬁ with federal and agency directives.
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Program Management

m Operational Planning & Analysis

— ReMilNet assists with strategic and operational planning, and develops
strategic plans, maps, assessments, and analyses to maximize
resources, improve reporting, increase performance, and reduce risk.

m Risk Management

— ReMilNet supports technical efforts with risk identification,
development mitigation strategies, risk management, and risk
mitigation.

m Policy & Organizational Support

— ReMilNet develops program policies, customer directives, mentoring
and communication plans, and programmatic training packages to

support new technologies and organizational changes over time.

m Program Support

— ReMilNet’s qualified staff have backgrounds in a variety of disciplines,
including program and technical management, logistics, finance,
ﬁ configgration management, engineering, cyber security, and more.
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Contact Information

Corporate Address
ReMilNet, LLC
4226 Eagle Landing Parkway
Orange Park, FL 32065
(904) 819-9583 (main)
WWW.remilnet.com

President
Sara Slettebo
sara@remilnet.com
(904) 699-5599
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