11/11/25, 11:00 AM Complaint Submitted - Internet Crime Complaint Center (IC3)

Your IC3 Complaint

Submission ID: a441016¢ NG - > b

Date Filed: 11/11/2025 10:59:20 AM EST

Were you the one affected in  Yes
this incident?

Your Contact Information

Name: Heidi Lahteenmaa

Phone Number: -
Email Address: —

Complainant Information

Name: Heidi Lahteenmaa
Age:

Address:
Suite/Apt./Mail Stop:
City:

Country:

State:

Zip Code/Route:
Phone Number:

Email Address:
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Business Information

Is this on behalf of a business No
that was targeted by a Cyber
incident?

Financial Transaction(s)

Did you send or lose money Yes
in the incident?

What was your total loss 96,332,000.00
amount?

S
,

Information About The Subject(s)

Name: FL DOH, FBOM, Blden FBI

Description of Incident

Provide a description of the incident and how you (or those
you are filling this out on behalf of) were victimized. Provide
information not captured elsewhere in this complaint form:

Dear Kash Patel FBI,
G

| am reporting fraud and abuse by the Florida Department of Health
(DOH) and Board of Osteopathic Medicine (FBOM) for issuing me Fl
duplicate medical license, without attestation, with issuance dates of
January 3, 2024 (control number 96742) and February 17, 2024 (control
number 100788), raising validity and legal concerns, and then dragging
me to disciplinary court under one while refusing to explain the other,

after my whistleblowing on Teladoc's (S EGTGNIING_GS
4o <. Additionally, | have

two SSNs (reported to the FBI prior), was listed as an orthopedic
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surgeon online ~2023, and was listed as an MD (not DO) on ABPN until
recently. My NV, ND, WI, and MN licenses were canceled ~November
2023, after whistleblowing, without explanation.

The FL DOH and FBOM have failed to address these discrepancies, and
continue their retaliatory lawsuit with a final hearing set for 11/14/25,
via an in-absentia proceeding in direct violation of:

« §456.073(4), Fla. Stat.

« §120.57(1)(n), Fla. Stat.

« 2025 FL Supreme Court Precedent (Doe v. DOH): “Remote
appearance is mandatory when in-person poses undue hardship or
safety risk (KRP démarche + cybercage + government shutdown =
undue hardship).”

CFI DOH counsel Morris’s $42,898.61 cost motion is unheard-of in
licensure cases and clearly retaliatory. Separate file systems were

created for the lawsuit. This is not administrative error—it’s identity
fraud and obstruction, designed to fabricate jurisdiction and silence
me after 2.5 years of FBI cyber-imprisonment and torture. Legal
Violations by FL DOH/FBOM include, but are not limited to:

« §456.013(1)(a), Fla. Stat. - Mandates accurate, singular licensure
records; duplicates are fraudulent.

« §456.072(1)(f) - Prohibits deceptive practices in licensure by state
agencies.

« §120.68(7)(c) - Requires justification of irregularities upon
demand; refusal is bad-faith obstruction.

+ 18 U.S.C.§1001 - False statements in federal-related proceedings
(licenses tied to fraud).

+ 18 U.S.C.§1519 - Altering or concealing records to impede
investigation.

Please investigate the FL DOH, FBOM retaliation, fraud, defamation,
and other crimes.

e

Broader FBI/DOH/FBOM Complicity:
If the FL DOH/FBOM initiated this retaliatory torture experiment with
the Biden FBI rot, under a pretext of a sealed investigation, then please

———

investigate wh‘y the United States allows healthcare investigations to

https://complaint.ic3.gov/#step5 3/6



11/11/25, 11:00 AM Complaint Submitted - Internet Crime Complaint Center (IC3)

proceed with physician imprisonment to their residence for 2 years,
cyber-caging (rigged apartment, 24/7 surveillance), psychological and
psychotronic torture (sewage flooding, 110 dB drilling, biopsy
sabotage, $50k Baker Act without BA-32), suicide prompts, framing me
as delusional to cover Teladoc fraud investigation, preventing legal aid
and more—breaking U.S. laws and the Constitution for years. Was there

no other way to investigate, or was this simply a plot to silence and kill

the whistleblower, as it clearly appears? Methods mirror China’s state
repression. Full details at https://thepocw.com/.

| request immediate investigation, license restoration, and
prosecution. Finland has a démarche pending, and Portugal’s Policia
Judiciaria and Interpol found these tactics appalling. Clearly, the
international community does not agree with these Biden-era
investigative methods.

Thank you for investigating the investigators.

Dr. Heidi Lahteenmaa, D.O.

The collection of information on this form is authorized by one or more
of the following statutes: 18 U.S.C. § 1028 (false documents and
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identity theft); 1028A (aggravated identity theft); 18 U.S.C. § 1029
(credit card fraud); 18 U.S.C. § 1030 (computer fraud); 18 U.S.C. § 1343
(wire fraud); 18 U.S.C 2318B (counterfeit and illicit labels); 18 U.S.C. §
2319 (violation of intellectual property rights); 28 U.S.C. § 533 (FBI
authorized to investigate violations of federal law for which it has

Qﬁhﬁy imggr@@yfansdiction); and 28 U.S.C. § 534 (FBI authorized

} collect and malnr%ala |<il1entjf|cagon criminal i format;fon, crime, and
xou have reported this incident to other law enforcemerit or
other recordst). . .

government agencies, please provide the name, phone

nLmbeEceBAY; Watenrepestrsh ikepRULALVMBe @iGary to

gocument and investigate complaints of Internet-related crime.
es numerous

Submission of the information requested is voluntary; however, your

feithistanuppdiatecteested informatigasmay impede or preclude the
preasitgasignfilexbooepiaiait® by law enforcement agencies.

The information collected is maintained in one or more of the following
Privgem & -2ignAakde@ds: the FBI Central Records System,
Justice/FBI-002, notice of which was published in the Federal Register
at 63 Fed. Reg. 8671 (Feb. 20, 1998); the FBI Data Warehouse System,
DOJ/FBI-022, notice of which was published in the Federal Register at
77 Fed. Reg. 40631 (July 10, 2012). Descriptions of these systems may
also be found at www.justice.gov/opcl/doj-systems-records#FBI. The

information collected may be disclosed in accordance with the routine
uses referenced in those notices or as otherwise permitted by law. For
example, in accordance with those routine uses, in certain
circumstances, the FBI may disclose information from your complaint
to appropriate criminal, civil, or regulatory law enforcement
authorities (whether federal, state, local, territorial, tribal, foreign, or
international). Information also may be disclosed as a routine use to an
organization or individual in both the public or private sector if deemed
necessary to elicit information or cooperation from the recipient for
use by the FBI in the performance of an authorized activity. "An
example would be where the activities of an individual are disclosed to
a member of the public in order to elicit his/her assistance in [FBI's]
apprehension or detection efforts." 63 Fed. Reg. 8671, 8682 (February
20, 1998).
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By typing my name below, | understand and agree that this form of
electronic signature has the same legal force and effect as a manual
signature. | affirm that the information | provided is true and accurate
to the best of my knowledge. | understand that providing false
information could make me subject to fine, imprisonment, or both.
(Title 18, U.S.Code, Section 1001)

Digital Signature: Heidi Lahteenmaa
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