
Case Study: NFPA 70B Non-Compliance in an     

Office Building 

Executive Summary 

This case study examines an instance of non-compliance with NFPA 70B, Required Practice for 

Electrical Equipment Maintenance in a mid-sized office building located in an urban commercial 

district. The building, constructed in 1995, houses multiple tenants, including professional 

services firms and a small data center. An audit revealed significant lapses in electrical 

maintenance practices, leading to safety risks, operational inefficiencies, and potential legal 

liabilities. This case highlights the issues, consequences, and corrective actions taken to achieve 

compliance with NFPA 70B. 

Background 

The office building, a 10-story structure with approximately 150,000 square feet, relies on a 

complex electrical system to support office equipment, HVAC systems, elevators, and a tenant-

operated data center. The building management contracted a third-party facility maintenance 

provider, but oversight of electrical maintenance was minimal. NFPA 70B, published by the 

National Fire Protection Association, provides guidelines for preventive maintenance of 

electrical systems to ensure safety and reliability. Compliance is critical to prevent electrical 

failures, fires, and injuries. 

Issues Identified 

An independent electrical safety audit conducted in 2024 revealed multiple areas of non-

compliance with NFPA 70B: 

1. Lack of Preventive Maintenance Program: 

o NFPA 70B requires a documented preventive maintenance program for electrical 

equipment, including regular inspections and testing. The building had no formal 

maintenance schedule, with maintenance performed reactively only after 

equipment failures. 

o Electrical panels, transformers, and circuit breakers had not been inspected or 

tested in over five years, contrary to NFPA 70B's required intervals (e.g., annual 

inspections for critical systems). 

2. Inadequate Record-Keeping: 

o NFPA 70B requires detailed records of maintenance activities, including test 

results and repair logs. The facility lacked centralized documentation, with only 

sporadic notes from technicians available. 

o Missing records made it impossible to verify the condition of critical components 

like switchgear and emergency power systems. 

 



3. Failure to Perform Infrared Thermography: 

o NFPA 70B requires annual infrared thermography to detect hot spots and 

potential failure points in electrical systems. The building had never conducted 

thermographic scans, increasing the risk of undetected faults. 

4. Untrained Personnel: 

o Maintenance staff lacked training specific to NFPA 70B standards. Technicians 

were unfamiliar with required testing procedures, such as insulation resistance 

testing and ground fault protection checks. 

o Contracted workers were not certified electricians, violating NFPA 70B's 

emphasis on qualified personnel. 

5. Neglected Emergency Power Systems: 

o The building's emergency generator and uninterruptible power supply (UPS) 

systems for the data center were not tested under load conditions, as required by 

NFPA 70B. This posed a risk of failure during power outages, endangering tenant 

operations and safety. 

Consequences of Non-Compliance 

The audit findings led to several immediate and long-term consequences: 

• Safety Risks: Unmaintained electrical systems increased the risk of arc flashes, electrical 

shocks, and fires. A 2023 incident involving a tripped circuit breaker caused a temporary 

power outage in the data center, disrupting tenant operations. 

• Operational Downtime: The lack of preventive maintenance led to frequent equipment 

failures, including a transformer overheating issue that caused a two-hour building-wide 

blackout. 

• Financial Implications: Emergency repairs were 30% more costly than preventive 

maintenance, with repair costs exceeding $50,000 in 2023 alone. Non-compliance also 

risked fines from local fire marshals and increased insurance premiums. 

• Legal and Regulatory Exposure: Failure to comply with NFPA 70B could result in 

liability in the event of an incident, as the standard is widely referenced in building codes 

and occupational safety regulations. 

Corrective Actions Taken 

Following the audit, the building management implemented a comprehensive plan to achieve 

NFPA 70B compliance: 

1. Development of a Preventive Maintenance Program: 

o A detailed maintenance schedule was established, aligning with NFPA 70B 

requirements. Critical systems (e.g., switchgear, transformers) were scheduled for 

annual inspections. 

o A computerized maintenance management system (CMMS) was adopted to track 

schedules and prioritize tasks. 

 



2. Improved Record-Keeping: 

o A digital database was created to store maintenance records, including test 

reports, repair logs, and equipment specifications. 

o All maintenance activities were documented with timestamps, technician details, 

and test results, ensuring traceability. 

3. Implementation of Infrared Thermography: 

o Annual thermographic scans were scheduled for all electrical panels and high-

load equipment. The first scan identified two hot spots in the main switchgear, 

which were repaired before failure occurred. 

4. Staff Training and Certification: 

o Maintenance staff underwent NFPA 70B-specific training, focusing on testing 

procedures and safety protocols. 

o The building management hired two certified electricians to oversee critical 

maintenance tasks, ensuring compliance with NFPA 70B's qualified personnel 

requirements. 

5. Testing of Emergency Power Systems: 

o The emergency generator and UPS systems were tested under full load conditions, 

as per NFPA 70B guidelines. A faulty battery in the UPS was replaced, ensuring 

reliability during outages. 

o Monthly 30-minute load tests were implemented to maintain system readiness. 

Outcomes 

The corrective actions yielded significant improvements: 

• Enhanced Safety: No electrical incidents have been reported since implementing the 

maintenance program. 

• Reduced Downtime: Preventive maintenance reduced equipment failures by 40%, 

improving tenant satisfaction. 

• Cost Savings: Maintenance costs dropped by 25% due to fewer emergency repairs. 

• Regulatory Compliance: A follow-up audit in early 2025 confirmed full compliance 

with NFPA 70B, reducing legal and insurance risks. 

Lessons Learned 

• Proactive Maintenance is Critical: Reactive approaches to electrical maintenance are 

costly and risky. A structured program aligned with NFPA 70B prevents issues before 

they escalate. 

• Training is Essential: Qualified, trained personnel are vital for safe and effective 

maintenance. 

• Documentation Matters: Comprehensive records ensure accountability and facilitate 

audits. 

• Regular Audits Drive Compliance: Periodic third-party audits help identify gaps and 

maintain adherence to standards. 

 



Conclusion 

This case underscores the importance of NFPA 70B compliance in ensuring the safety and 

reliability of electrical systems in commercial buildings. By addressing non-compliance through 

a structured maintenance program, staff training, and robust documentation, the office building 

mitigated risks, reduced costs, and enhanced operational efficiency. This serves as a model for 

other facilities to prioritize electrical maintenance and adhere to industry standards. 

 


