
 

 

  
 

 

 

 
 
APC Scientific Consultants & Associates, LLC, is an 
EDWOSB and MWBE business that provides software and 
engineering services support to the Government.  
 
We provide a personalized software design or engineering 
solution to help achieve your team’s goals. APC Scientific 
is the team you need if you are looking to build a product 
that complies with your industry standards, with a rapid 
development and deployment time at a great value. 
 

 

 

 
 
 

 

 

 

 

 

 
 
 

 

 
 
 
  

 

 

 

 

 

 

 

 

 

 
 

  

  

  

  

  

DoD GOVERNMENT CLIENTS 
 
 CCDC – Weapons Software Engineering Center (WSEC) 

Contract Number Ceiling 
RS3 W15P7T-17-D-0107 $922,812 

FCST OB7 W15QKN-22-D-0023 $149,449,773 
Omnibus IV W15QKN-18-D-0091 $211,000.00  
DOTC1262 W15QKN-18-9-1008 $6,920 
DOTC0057 17-01-INIT0057 $107,800 

 
 CCDC – Munition Engineering Technology Center (METC) 

Contract Number Ceiling 
OASIS GS00Q14OADU331    $885,000 

WR&DSS W15QKN-19-D-0051      $99,999,000 
 

 Local/State  
Contract Number 

250106 Technology Solutions, Products, and Services 

Company Certifications 
MWBE (PANYNJ/NYC/NJ State) 
SBE (PANYNJ & NJ State) 
SEDB (NJ State) 
DBE (PANYNJ) 

 EDWOSB 
 

G/A: 820 Bear Tavern Rd, Ewing, NJ 08628  
 betty.grullon@apcscientific.com • 973.234.7504 • www.apcscientific.com 

  

CAPABILITY STATEMENT  

VALUE PROPOSITION 
 
We are a business with 20 years of DoD government 
contracting experience, offering custom IT support with 
a facility clearance. We deliver all projects on time and 
within budget, providing innovative, high-quality 
software and cybersecurity solutions tailored to client 
needs while adhering to the highest standards of 
integrity, security, and compliance. 

DIFFERENTIATORS 
 

1. Collaboration, Sustainability, and Excellence: We 
work closely with our clients throughout the project 
lifecycle to guarantee that our solutions are both 
effective and environmentally responsible. 

2. Bug-Free Products Meeting PMI and CMMI Standards: We 
adhere to PMI and CMMI guidelines to deliver reliable and 
high-quality solutions. 

3. Client-Centric Approach: We offer personalized support 
and services tailored to their specific requirements. 

4. Robust Information Security Controls: We implement 
comprehensive security measures to protect our clients’ 
data and systems using RMF/NIST/FIPS 140-2/FIPS 140-3 
standards. 

5. Driving Productivity and Efficiency: By understanding our 
clients’ unique challenges and goals, we develop tools (Agile 
Development, CI/CD, DevSecOps) and systems that support 
their business objectives.  

 

SAM UEI: XWSMBF6BCCJ9 
Cage Code: 7FKE9 
DUNS: 079917877 
 
 

CORE COMPETENCIES 
 

Military Systems Lifecycle 
Support 

Software Documentation 

Responsive Website/Web 
Applications 

Software Training and 
Materials 

Web Portals and Reporting 
Tools 

CMMI Support 

Mobile Apps Development  RMF / Cybersecurity 
Support 

NAICS 
541511 541512 541513 541519
541330 541990 541611 561110 
541715 323117 561499  

 
NIGPs CODES 

918-06 918-38 918-46 918-71 920-00
920-37 920-40 920-45 920-46 920-65
920-66 920-41 918-32 915-96 924-00 

 



 

 

 

OUR CORE SERVICES 
 

Our IT and professional services specialize in supporting complex defense and technology needs, including: 
1. Program and Acquisition Management – Full-cycle acquisition management from initiation to completion. 

2. CMMI Support – Extensive experience with CMMI frameworks, including Configuration Management and 
Measurement. We support PEG and IPT functions, Technical Data Packages, Configuration Control Boards, and 
Engineering Change Requests. 

3. Applications Development: Specialize in custom application development using Agile Development, 
DevSecOps, and CI/CD practices to deliver innovative, user-friendly, and scalable solutions. Our approach 
ensures robust security while maintaining compliance with industry standards to meet our clients' needs. 

4. Weapon Systems Software Engineering – Development of customized fire control software to enhance 
weapon accuracy and effectiveness for evolving requirements. 

5. Embedded Systems Development – Creation of custom software for both prototype and field-ready systems. 

6. Weapon Systems Integration & Testing – Software and hardware integration, unit and system-level testing, 
and qualification to ensure compliance with battlefield interoperability standards. 

7. Weapon Systems Cybersecurity & IT – Implementation of DoD RMF, NIST standards, FIPS, and BBP in 
cybersecurity to secure fielded tactical systems and expedite ATO compliance. 

8. Logistics & Inventory Management – Customized RFID inventory systems; developer of the STARS system for 
asset tracking, form generation, durable and hand-receipt approvals, and assembly of weapons fielding kits. 

9. Training – Development of training tools and documentation for operators, including interactive trainers and 
classroom/desktop training on systems like Process Asset Library (PAL), Audit Matrix Tool (AMT), CM Data 
Repository (CMDR), Inventory Management tool, and Organizational Standard Processes (OSP). 

10. Administrative Support - Provide comprehensive administrative support services, streamlining operations 
through efficient documentation, effective communication, and meticulous coordination to enhance 
organizational productivity and ensure seamless project execution. 

This broad service scope supports program management, technical expertise, cybersecurity, and training tailored to 
meet high-stakes, mission-critical requirements. 

 


