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Overview

Design and contents of the ITEMS module
A comprehensive framework for test security programs: PDIR

Acronyms
Instructional Topics in Educational Measurement Series
Prevention, detection, investigation, and resolution



I TEMS modules

» Short (1-2 hours), self-contained lessons
» Supported self-guided learning
- Easy navigation through modules and lessons

- Reliability, IRT, diagnostic models

* Subscores, operational item analysis, socio-cognitive
assessment ITEMS
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Making Educational Measuremen t Accessible for

* https://www.ncme.org/resources/items




ITEMS module on test security

PDIR framework
Prevention
Investigation and resolution

Detection: Forensics
methods

Year-to-year performance
spikes

Inordinately similar response
strings

Wrong-to-right answer
changes

Another method (TBD)

Prevention and forensics for
unique item designs

Protecting test content via
web patrolling

Elements of a
comprehensive security
program
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Others who want to contribute are invited to propose topics!



PDIR framework

* Prevention

* Threats,
countermeasures, roles
and responsibilities

 Detection

» Empirically supported
and promising
detection methods
(statistical and other),
including evidence of
efficacy and
effectiveness

Table 4. (Coninued)
Supported orPromising Detecton Methods Restarch Findings on Ffcacy or Effectveness
(15 Person it ncices Zopluogl (2017 tabl 2.1t person fitinices and concludestht, altough

peson it ncices geerally hve it use i etectng ansvercoping H'
and Dy appear to peeform well nough n some contexts . 33 evie by
Karabatossupported H"and U3 cted i Kim, Woo, & Dickison, 2017, p.
77), WhoalsoSupportthe , and I indices . 73
Caveats fo usex Type | etor ates and power ahways mus b consider: most evaluations ae based on data simulations (Zopluoglu, 2017, p. 33, rther
thanreal tst data; person i lags alone i not exidence of tem preknowedge (Eckery, 2017,p. 104)

(16 Clustering aporithms o detct group coluion (Maynes, Analysis of group based collusion hs “potenial o be. . powerul”but“much
2013, p. 190, detenninisic gated IRT model (see Fckerly, Work is needed to undersand the nature ofgroup-hased coluion,how to
2017, hifarchicalgrowth meodels, and factor analyss measure it and how to investigae it (Maynes, 2013, . 191)

(Maynes, 2013, p. 1%)

Caveats fo sex Cluster analysslooks “quie promising” hough more researc i inicated (Wallack & Maynes, 2017, pp. 147, 148

Ferrara, 2017



PDIR framework: Investigation

Who should conduct them?
Who is well suited and qualified to conduct them?

School Cheating Thrives While Investigations Languish (Judd,
2012)



PDIR framework: Resolution

Difficult, complicated set of issues
Staff sanctions
Recouping the value of lost assets
Re-releasing test results
Calibrating sanctions to the extent and violation of the security violation

Limited evidence on following up says

We're not completing the process (e.g., Office of the Inspector General,
2014; Ferrara, 2017)

Peer review: Remediation



PDIR framework

What do we know about state assessment program test security
programs and practices?

Information is not widely shared
Why propose a comprehensive framework?

Evidence on the structure, content, and operation of state test
security programs is scattered and often inaccessible
Proposals to remediate that...
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