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Certifications
PCI DSS, PCI SSF, PCI 3DS
SWIFT
DORA
NIST AI RMF
CREST
FFIEC
RegSP
CMMD
SEC
P2PE
SOC1, SOC2
SOX (IT GCCs)
ISO 27001, 27017, 27018
BCDR, BIA, ISO 22302
FISMA
FedRAMP
CMMC
HIPPA & HITRUST
NERC/FERC Compliance
Information Security 
Support
Unified Audit Platform
Policy and Procedure
Development

Red Team Exercises
Purple Team Exercises
Internal/External Network
Mobile Apps
Web Apps
API
Vulnerability Assessments
Attack Simulation
Secure Code Lifecycle
Wireless
Insider Threat
Phishing/SMShing
Social Engineering

Emergency Crisis 
Response
Compromise Assessment
Readiness Assessment
Tabletop Exercises
Cyber Insurance 
Readiness and Response

Third Party Risk and Validation
Vendor Due Diligence
Regulatory Risk Assessments
Executive Protection
Portfolio Companies
Mergers and Acquisitions
Secure Code Analysis
Threat Hunting
Cloud Security/Governance
Secure Application Development
Managed Security Services (MSSP)
Managed Detection and Response (MDR)
Cloud Migration and Infrastructure
Vendor Management
Cyber and Resiliency Maturity
Privacy Assessments

AI Program Development
AI Compliance
AI Penetration Testing

Controls Assessment
Cloud Security
Privileged Account 
Management
Zero Trust

Fractional CISO
DevSecOps


