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• CMMC Level 1 Assessment
• Investigate all 6 Domains 
• Identify vulnerabilities 

and issues
• Provide a complete plan 

of action to achive as 
well as maintain 
compliance

• CMMC Level 1 Implementation
• Includes all services in 

the CMMC Level 1 
Assessment 

• Corrects all issues
• Implements all 

measures to meet 
CMMC Level 1 
requirements

• IT Subscription
• Provides CMMC Level 1 

Assessment, 
Implementation as well 
as repair, installation 
and setup services on all 
kinds of tech

Levels of Service
CMMC Level 1 Compliance Services

Lava Valley Solutions is dedicated to helping companies 
understand  the requirements and methods to achieve 
an effective state of Cybersecurity and for DoD 
contractors to achieve CMMC Level 1 compliance. 

CMMC Level 1 is the basic, foundational level of cybersecurity 
requirements. It applies to businesses that handle Federal 
Contract Information (FCI).

According to DFARS 252.204-7012 the contractor information 
system shall be subject to the security requirements in 
National Institute of Standards and Technology (NIST) Special 
Publication (SP) 800-171 meaning that details on contracts is 
classified as FCI. 

DFARS 252.204-7012 is scheduled for implementation and 
inclusion in contracts on 4 May 2025

CMMC Level 1 mandates 17 Cybersecurity Controls across six 
Domains: These practices are designed to safeguard FCI and 
include measures like: 

Access Control
Basic Security Controls

Incident Response
Media Disposal

Physical Access Control
System and Communications Protection

Commitment
• Regardless of the level of 

service you request, Lava 
Valley Solutions is always 
ready to help you understand 
and achieve your  
cybersecurity  requirements
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Pricing varies by network complexity
Call or email today for pricing

Full List of Service Packages
Why Choose Us?

Expert Team: Our certified cybersecurity 
professionals have years of experience 
and use cutting-edge tools.
Customized Solutions: We understand 
every business is unique. We tailor our 
services to meet your specific security 
needs.
Proactive Approach: We don’t just react 
to threats—we prevent them before they 
occur.
Advanced Technology: We leverage the 
latest tech to detect and mitigate even 
the most sophisticated cyber threats.
Trusted: Join the many satisfied clients 
who rely on our services to keep their 
digital assets secure.

Protect your business network from unauthorized access, attacks, 
and threats. Secure VPNs, firewalls, intrusion detection systems 
(IDS), and more. 
Guard your computers, mobile devices, and workstations from 
malware, ransomware, and other threats. We perform proactive 
threat hunting, incident response, and vulnerability management.
We provide rapid response to cyberattacks and data breaches. 
Incident containment, damage assessment, and recovery planning.

• Protect your infrastructure, 
data, and reputation

• Safeguard against cyber threats 
with our expert solutions

• Stay one step ahead of threats 
and cybercriminals
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