
How we secure your information 

 
We take appropriate technical and organisational measures to secure your information and to protect it against 

unauthorised or unlawful use and accidental loss or destruction, including: 
• only sharing and providing access to your information to the minimum extent necessary, subject to 

confidentiality restrictions where appropriate, and on an anonymised basis wherever possible; 

• using secure servers to store your information 

• verifying the identity of any individual who requests access to information prior to granting them 

access to information. This needs to be in writing via email or printed letter on official company 

headed paper. 

• only transferring your information via closed system or encrypted data transfers. 

• all hard copies of correspondence are kept in locked files. 

• all computers, laptops, and external hard drives are fully encrypted. 

 

Transmission of information to us by email 

Transmission of information over the internet is not entirely secure, and if you submit any information to us 

over the internet (whether by email, via our website or any other means), you do so entirely at your own risk. 

 

We cannot be responsible for any costs, expenses, loss of profits, harm to reputation, damages, liabilities or any 

other form of loss or damage suffered by you as a result of your decision to transmit information to us by such 

means. 

 


