
 

Dellicker Strategies has 
solutions & services to help 
public organizations get their 
cybersecurity under control. 
 
ESSENTIALS PACKAGE 
• Security awareness training 
• Network vulnerability scan 
• Incident response retainer 
• Program development 
 
SUSTAINMENT PACKAGE 
• Essentials Package plus: 
• Additional training seats 
• 2nd vulnerability scan 
• More tech & program support 
 
COMPREHENSIVE PACKAGE 
• Sustainment Package plus: 
• Penetration testing 
• Advanced anti-malware/anti-

virus endpoint protection  
• Additional technical capabilities 

 
Dellicker’s delivery partners 
include KnowBe4, Candoris 
Technologies, Splashwire, and 
VMsources.  
 
Contact us for a free cybersecurity 
assessment: info@dellicker.com  
 
 

DOXING  
Cybercriminals don’t just hack computers to steal sensitive data. They 
can weaponize personal information captured from public websites. 
 
What is doxing? 
Doxing is when criminals gather information from open-source or 
compromised databases to create detailed profiles of individuals or 
organizations. Criminals use this information for money or blackmail. 
 
Who are the perpetrators? 
Doxing can be done by anyone, but it’s usually perpetrated by 
activists and extremists targeting politicians and public organizations. 
 
How prevalent is doxing? 
Millions of Americans have been “doxed.” School districts and 
municipalities are not immune. Recent incidents have seen criminals 
threaten to leak student or personal data unless a ransom is paid. 
 
How bad is it? 
Doxing can be extremely dangerous, especially if the criminals 
provide personal information about the victim, like a home address. 

What can we do to protect our schools and municipalities? 
Know what is available about you online and protect your sensitive 
personal information. Be careful on social media, never use the same 
password on multiple sites, and always practice good cyber-hygiene. 

*Sources: CISA Insights: Mitigating the Impacts of Doxing on Critical Infrastructure, 
May 2021 & Cyber Threats To K-12 Remote Learning Education, December 2021 
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