
 

Dellicker Strategies has 
solutions & services to help 
public organizat ions get their 
cybersecurity under control.  
 
ESSENTIALS PACKAGE  
 Security awareness training  
 Network vulnerabil ity scan  
 Incident response retainer  
 Program development  
 
SUSTAINMENT PACKAGE  
 Essentials  Package plus:  
 Additional training seats  
 2n d vulnerabil ity scan  
 More tech & program support  
 
COMPREHENSIVE PACKAGE  
 Sustainment Package plus:  
 Penetration testing  
 Advanced anti-malware/anti-

virus endpoint protection  
 Additional technical capabilities 

 
Dellicker’s delivery partners 
include Candoris Technologies, 
TierPoint and KnowBe4.  
 
Contact us today for a free 
cybersecurity assessment: 
Info@dellicker.com  
 
 

HACKING   

Hacking is a growing threat to public organizations as cybercriminals 
focus on “soft targets” compared to more traditional victims. Schools 
and municipalities must act now to defend their networks against 
these sophisticated attacks. 

What is hacking? 
Hacking is the unauthorized access to digital devices such as 
computers, smart phones, laptops, and digital networks. 

Who are the perpetrators? 
Organized criminals out to make money.   

How prevalent is hacking? 
Experts estimate that at least 75 records are hacked every second and 
300,000 pieces of new malware are created every day.*  

How bad is it? 
Hacking can compromise financial, medical, and personal information 
as well as passwords. Often, the damage can top six figures. 

What can we do to protect our schools and municipalities? 
Key indicators of being hacked include strange network traffic, pop up 
messages, or unknown usage of money. It is important to take note of 
the signs as it could be a signal of a cyberattack. 

*Source: Agnes Talalaev, “Website Hacking Statistics in 2020””WebARX 
Security, September 14, 2020.   
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S E R V I C E S  A V A I L A B L E  

Contact Dellicker Strategies: 


