
 

Dellicker Strategies has 
solutions & services to help 
public organizations get their 
cybersecurity under control. 
 
ESSENTIALS PACKAGE 
• Security awareness training 
• Network vulnerability 

scanning 
• Cybersecurity program 

development & launch 
 
SUSTAINMENT PACKAGE 
• Essentials Package plus: 
• Program Dashboard 
• Additional training capabil ities 
• Technical and program 

support 
 
COMPREHENSIVE PACKAGE 
• Sustainment Package plus: 
• Penetration testing or 
• Customized services for 

continuous cybersecurity 
program improvement 

 
Dellicker’s delivery partners 
include KnowBe4, Ethos 
Security, and Splashwire. 
 
Contact us for a free 
cybersecurity assessment: 
i f @d lli k   

 
  

PHISHING  
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S E R V I C E S  A V A I L A B L E  

Contact Dellicker Strategies: 

Schools and municipalities need to know the signs and indicators of phishing 
to craft an effective defense and put forward preventative measures. 
 
What is phishing? 
Phishing is a type of scam that uses social engineering. The perpetrator 
pretends to be a legitimate source through email. The goal of phishing is to 
get personal information like credit card numbers, passwords, etc., or install 
malware on your device.  
 
Who are the perpetrators? 
The perpetrators are cybercriminals who want you to send them your 
personal information or click on links that download malware. They use this 
for financial gain, identity theft, or to exploit a network. 
 
How prevalent is phishing? 
Phishing is a global problem and is becoming more common every year. 
According to the FBI, phishing is the most common type of cybercrime, with 
193,407 reports in 2024. Last year, $70 million were stolen from phishing. 
 
How do we protect against phishing? 
Organizations can train students, teachers, and administrators to be aware 
of the signs of phishing in an email. Organizations should update systems 
frequently, vary passwords, and have a trustworthy cybersecurity program. 
  
Sources: https://www.cisecurity.org/cybersecurity-threats;  

FBI’s Internet Crime Report, 2024. 

https://www.ic3.gov/AnnualReport/Reports/2024_IC3Report.pdf  
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