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RESIST DIGITAL ID!

ONE KEY BECOMES ONE SYSTEM. A SINGLE CREDENTIAL WON'T
STOP AT “RIGHT TO WORK” — IT WILL BE WIRED INTO HOUSING, BENEFITS,
HEALTHCARE, TAXES, VOTING, YOUR MONEY... YOUR LIFE.

EVERYDAY LIFE BEHIND A GATE. EXPECT A DIGITAL PASS TO
BE REQUIRED FOR TRAVEL, JOBS, HOUSING, ACCESS, PUBLIC SPACES.
ROUTINE MOVEMENT BECOMES PERMISSIONED. 7!\'
EVERYTHING IN ONE PLACE. CENTRALISED IDENTITY STORES L%
INTIMATE RECORDS THAT HACKERS, HOSTILE STATES OR PROFIT-DRIVEN
PLATFORMS CAN EXPLOIT. YOUR LIFE CAN BE HACKED. -
k. LEAVING PEOPLE STRANDED. OLDER PEOPLE, THE POOR, {té-
- THOSE WITH DISABILITIES OR LIMITED DIGITAL LITERACY AND RURAL t;.:
COMMUNITIES WILL BE SHUT OUT IF PAPER OPTIONS VANISH. it ¢
POWER SHIFTS FROM PEOPLE TO PLATFORMS. ID CARDS AND
WALLETS CONCENTRATE CONTROL IN PRIVATE (AS WELL AS PUBLIC) SERVERS AND
BUREAUCRACIES, CUTTING ACROSS DEMOCRATIC CONSENT.
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The Basics: Digital ID is a machine-readable version of who you are: a single digital
credential (a token) issued by a “trusted body” that proves facts about you (your
name, your right to work, your driving licence). In practice that token is held in an app or
“‘wallet” on your phone and presented to services instead of paper. A verifiable
credential is the technical name for the signed digital badge; it’s cryptographically
signed so a bank, employer or government system can check it hasn’t been faked.

One Login is the gateway many UK services now use: one account to prove you to
many different public and private bodies. GOV.UK Wallet is the container for those
tokens on your phone. API (Application Programming Interface) is the technical #\§
doorway that lets those systems talk to each other — it’'s how your token is
checked, logged and acted on.

Put together, digital ID is not a handy app: it is a single key that can open or shut
access to benefits, work, housing, banking and eventually, your own money. When
many services accept the same token, that “optional” key becomes the default:
mission creep, automated rules and vendor lock-in turn “convenience” into total
control. This paves the way to total surveillance and a “social-credit” state. Fail to

resist, and by 2027 you will need permission to live. MASSNONCOMPLIANCE.COM




This isn’t alarmism. Digital ID is already here: don’t be fooled by “BritCard” theatre.
Even if ministers scrap that branded proposal, the rails are laid: GOV.UK One Login
is the gate, and the GOV.UK Wallet launched this summer with a Veterans Card,
and the digital driving licence later this year; the government plans for all services
to “offer digital alternatives” by 2027. That “offering” wont be a real choice —
procurement rules, market pressure and default practices will make the digital
route the “only practical way” to access work, benefits, housing and money. That is
called coercion. BritCard is a headline; the machine is already running.

We can effect change: we can stop this inits tracks by taking action today.
Firstly, visit MassNonCompliance.com to inform yourself. Check out the .
Resist Guide Page for 100 ways to act now. When millions refuse the ‘@/
"convenience”, the machine that depends on it becomes a political and 3 i

financial liability — and that exposure is the first and hardest blow to any plan ﬂ'g
that treats identity as a lever of control.

This is a fight for the shape of everyday life. Digital ID isnt just a tech project for
“convenience”; it’s infrastructure that can lock in who gets access, and who gets
denied. It is total surveillance, total control, the key to your life. It will be linked to
your money, soon to be programmable CBDC. If enough people refuse and engage
in mass non-compliance, that infrastructure can be stopped! Start today; pick a

handful of the actions from the list below, and do them consistently. Small acts
= add up into a movement! Go to the website, read the evidence yourself, and don’t
wait for anyone to spoon-feed you. Own your knowledge and take back your power.
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1. Turn off Face ID and fingerprint unlock on your phone.
2. Delete or refuse to install government apps. NO DIGITAL ID!
3. Avoid using biometric (face, fingerprint, voice, iris) check-ins. ;
4. Refuse self-scan at checkouts that use cameras/biometrics.

5. Use cash for as many purchases as you can.

6. Publicly call out shops that go cashless; leave reviews and complaints.
7. Sign petitions opposing mandatory digital ID.

8. Submit responses to government consultations.

9. Write personalised letters to your MP explaining your concerns.

10. Hand out leaflets in your area explaining the risks.

11. Host local meetups to explain practical steps people can take.

12. Start or join a local community group focused on resisting digital ID.

IF YOU CARE ABOUT KEEPING CONTROL OF YOUR LIFE, IF YOU CARE FOR YOUR
E ot E FREEDOM, READ FOR YOURSELF; DON'T TAKE A MINISTER'S WORD OR A
ke SOUNDBITE. SCAN OR CODE FOR MASSNONCOMPLIANCE.COM A ONE-STOP
'_a CAMPAIGN HUB: ORIGINAL DOCUMENTS, LAWS TRANSLATED INTO PLAIN
ENGLISH, GLOBALIST INFLUENCE (TONY BLAIR INSTITUTE, UN SUSTAINABLE
DEVELOPMENT GOAL LINKS, WORLD ECONOMIC FORUM PAPERS) AND THE
RECEIPTS SO YOU CAN SEE WHERE THE PLAN CAME FROM AND WHY IT'S BEING
ROLLED OUT. EDUCATE, INFORM, EMPOWER: READ THE SOURCES, CHECK THE
MASSNONCOMPLIANCE.COM FACTS. THEN DECIDE. YOU HAVE A CHOICE. DO NOT COMPLY WITH DIGITAL ID.




