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Abstract

Geoprivacy in the Twenty-First Century includes a definition of geolocation and digital privacy 

and how the two concepts are interrelated, the motives and methods of criminal, commercial and 

governmental collectors of geolocation and private digital data. A discussion about mobile phone 

security, media access control address (MAC) numbers, Integrated Circuit Card Identification 

Numbers, passive emanating signals collection, and voice over internet protocol (VOIP) is 

included.  A section describing and defining Communications Intelligence (COMMINT), Signals 

Intelligence (SIGINT) and Geospatial Intelligence (GEOINT) includes the National Security 

Agency’s (NSA) role as the producer of Cyber Intelligence, SIGINT and COMMINT and the 

National Geospatial Intelligence Agencies role as the GEOINT provider to the US Government. 

Next is a ten page Geographic Case Study of the National Geospatial Intelligence Agencies 

Abuses of the Patriot Act to Protect their Source Directorate Supervisory Staff Culture of 

Personnel Misconduct, Corruption and Lawlessness. This is followed by a conclusion titled a 

Disconcerting State of Affairs. Geoprivacy in the Twenty-First century concludes with Appendix 

A, a letter drafted and sent to Congress about NGA employee misconduct and Appendix B which 

is a description of jobs and interviews a former NGA contractor had that were destroyed and 

threatened as retaliation by the NGA Source Directorate Federal Civilian Supervisory Employee 

and his entourage of federal CI agents and co-opted local Law Enforcement Personnel.
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Geolocation and Digital Privacy

Geolocation is the estimate within circular error of probability, (typically 3 to 30 meters) 

of the real-time or near real-time geographic location on the surface of the earth, usually in 

coordinates, (longitude and latitude) of an electronic communications device (cell phones, GPS 

devices, laptops etc.). Digital Privacy includes digitized information containing personally 

identifiable information (PII), intellectual property, and private conversations that form a digital 

trail while in use, while transmitted, and while stored.  Where you are, who you are, what you 

have, what you own, and what you know are all intertwined together in the modern age security 

issues of geolocation privacy and digital privacy. 

 Both geolocation data and digital data about the common citizen is in high demand from 

Corporations, governments and criminals. Criminals wish to steal your identity, steal your 

money and credit and or sell you illicit or fake products and services utilizing access to your 

digital privacy data and geolocation data. Corporations wish to know your interests and 

preferences to deploy effective marketing schemes to sell you more products and get an edge on 

their competitors. Telecommunications companies make a large share of their earnings by selling 

your internet browsing, text and phone call geolocation metadata to marketing firms. This 

process has become so advanced with automation and software that your geolocation data within 

minutes of you showing interest in a store or product can be sent without your knowledge to 

distributors of the product in your geographic vicinity. Next, you could receive advertisements 

and or text messages for that product on your cell phone and internet browsers with pop-up 

messages. You may not realize it, but, both your geolocation trends and product preferences can 

be exploited via your smart phone, laptop or other electronic communications device and sold by 

your telecommunications service provider to companies who lure you to buy a product or service 

with advertisement messages. 

Government agencies, ranging from the local police, Department of Health and Human 

Services, the IRS, to the US Census and Intelligence Agencies are among many government 

agencies that want your data and they can take it just as easily as the telecommunications 

agencies obtain and sell your geolocation and digital metadata for a profit. Government agencies 
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rely on laws that compel you to give up your data, such as the Patriot Act, tax reporting 

documents or requiring you to fill out online forms and answer invasive questions to receive 

routine or mundane services. Also, government research labs can release advanced 

telecommunications processes, software and designs to select engineers, scientists and 

corporations to develop and market social media platforms which cause a narcissistic, self-

indulged public to willingly and enthusiastically give up their personal digital and geolocation 

data for free (Facebook and Twitter). 

Mobile Phone Security and MACs

Mobile phones, cellular phones, satellite phones, smart phones, tablets, laptops and 

wirelessly enabled desktops, among many other types of electronic communications devices 

must have an electronic identity enabled to connect with and participate in network 

communications. Encryption protects your data and passwords and other types of authenticators 

limit who can access your mobile electronic communication device. Neither encryption nor 

authentication technology protects your device from geolocation based on signals intercepts.   

Whether through satellite, wired or cell tower communications your electronic devices give 

away its location when it is powered on. Cell phones have SIMs, also called Integrated Circuit 

Card Identification Numbers and laptops and computers have media access control address 

(MAC) numbers. The SIM and MAC numbers are both included when the electronic 

communication device transmits, providing geolocation data when connected to their respective 

networks. This is essential for telecommunication purposes but also makes the user of the 

electronic communication device a potential target. Masking technologies and placing ones 

electronic device in airport/silent mode can minimize the problem of giving up one’s location 

over a network. However, this does not eliminate passive electronic monitoring under which 

computers and electronic devices signals and heat emanating from the electronic circuitry, 

battery and chassis can still give away one’s location. If you turn off your cell phone and remove 

its battery it cannot be passively monitored over the cell network, but you have also removed 

your ability to communicate with your cell phone.  

Cell phones and mobile communications are great enablers, but a cell phone can be 
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turned into a listening device used to monitor and track you. Remote locations with no cellular 

towers, phone lines and intermittent satellite coverage can help protect you from geolocation 

signal intercept searches but your ability to communicate is also eliminated or severely hampered 

by your remote location. Voice over internet protocol (VOIP) is another option because VOIP 

digitizes your voice signal which is divided up into data packets and sent via the internet and 

your voice is regenerated at the receiving end. VOIP technology makes communications difficult 

to intercept. Cell phones can be configured to receive calls from a web based virtual number 

(google voice etc.), which gives you the option of rejecting calls from unknown numbers. 

However, VOIP is only as strong as the password used to protect the user’s virtual web based 

number. Once the attacker has the password he, she or the automated monitoring program can 

listen to all your calls via the compromised online VOIP account. 

SIGINT, COMMINT and GEOINT

The US militaries communications intelligence (COMMINT) capability was first 

developed for World War I to intercept German military and diplomatic communications and 

was later used in the 1920’s to monitor diplomatic communications during the Washington 

Naval Treaty diplomatic conferences.  Disbanded in the mid 1920’s, US communication 

intelligence capability was re-established by the Army and Navy in the mid 1930’s to monitor 

Japanese diplomatic and military communications. Vital to allied success during World War II, 

communications intelligence responsibility was taken over by the newly established National 

Security Agency (NSA) in the 1950’s. 

The NSA adopted a strategy to monitor all US and foreign communications to combat the 

threat of the Soviet Union. NSA further expanded intelligence collection efforts in the 1960’s 

through the development of Signals Intelligence (SIGINT) collection networks with airborne 

sensors and both terrestrial and space-based along with submarine interception capabilities on the 

ocean floor cable networks.  Signals Intelligence is based on the phenomenon that all electronic 

and biological entities and machines have a frequency signal on the electromagnetic spectrum 

which can be identified, cataloged and monitored. The signals intercepted can be stored in 

national security databases and used to produce intelligence products on a tactical and a strategic 
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level for military and policy purposes. 

Geographic Intelligence (GEOINT) is a “data intensive product obtained from the 

collection, processing, analysis and evaluation and interpretation of geographic information.” 

(www.oxfordbibliographies.com/view/document/obo.../obo-9780199874002-0059.xml) 

Knowledge of terrain and its characteristics and geopolitics intertwined with geography have 

always been critical to warfare. The Defense Mapping Agency, followed by National Imagery 

and Mapping Agency (NIMA) which was superseded by the National Geospatial Intelligence 

Agency (NGA) is the intelligence communities and the national leader for all geospatial 

intelligence products. Satellites, Big Data and GIS software such as the ESRI product ARCGIS 

and publicly available, online, digitized mapping services through companies such as Google 

Inc., have revolutionized cartography, GIS and geography and made satellite imagery, once the 

sole domain of government agencies widely available to the public. Now the power of GEOINT, 

combined with SIGINT and the new NSA Cyber Intelligence capability to massively collect 

almost all communications over the internet have made digital privacy and geoprivacy more of 

an idea than a reality. 

Technological advances and classified illegal intelligence collection activities have 

overcome the legal protections provided by the US Constitutions First and Fourth Amendments 

and placed any American in danger of becoming a target of illegal collection activities on the 

behest of commercial companies, criminals and government agencies, particularly, intelligence 

and law enforcement agencies. Provided next is a ten page detailed descriptive narrative of the 

impact of abuses of the Patriot Act utilizing SIGINT, human intelligence, Cyber Intelligence, 

GEOINT, counterintelligence and law enforcement resources to threaten, harass, harm and 

disparage a victim and her friend. These illegal activities targeting a disabled woman and her 

friend are retaliation and punishment for defending against and the reporting of the criminal 

activities of a Federal Civilian Supervisory Employee of the National Geospatial Intelligence 

Agencies Source Directorate. 

A Geographic Case Study of the National Geospatial Intelligence Agencies Abuses of the Patriot 
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Act to Protect Their Source Directorate Supervisory Staff Culture of Personnel Misconduct, 

Corruption and Lawlessness

I am a disabled war veteran with two OEF-A deployments to Afghanistan and a Kosovo 

War deployment. I have written this letter to you in good faith. Since September 3, 2013, I have 

been the target of extensive police harassment and federal intelligence community abuses of the 

Patriot Act to persecute and harass my disabled friend and me. This federal civilian employee 

and his entourage have abused the Patriot Act to smear me and cover-up the crimes committed 

by the federal civilian employee by discrediting me after I assisted the victim of his crimes and 

reported his crimes to his employer, National Geospatial Intelligence Agency and to Congress. 

A GS-15 Federal Supervisory Civilian Employee employed by the Source Directorate, 

National Geospatial Intelligence Agency, 7500 GEOINT Road, Fort Belvoir, Virginia, has 

grown fat and happy and bored with his taxpayer funded salary under the old GS schedule. 

Consequently, during the weekends over the last decade (2007 to 2017), he has harassed his 

disabled neighbor who is my disabled friend and vandalized her property hundreds of times. 

With his Federal Counter-intelligence (CI) agents and Fairfax County Police Department 

(FCPD) Police Fraternity Connections this NGA Source Directorate Federal Civilian 

Supervisory Employee can operate in a lawless manner and he metes out punishment on his 

disabled neighbor as he sees fit; much in the same way a 12th Century English Land Baron 

treated serfs on his land. When his criminal and personal misconduct is challenged in any way 

this Federal Civilian Supervisory Employee dispatched his police fraternity buddy Officer 

Musser to harass, scare and intimidate his disabled neighbor who is also my disabled friend. 

On August 14, 2013, the NGA Source Directorate Federal Civilian Supervisory 

Employee assaulted my disabled friend; screaming at her, kicking her and knocking her to the 

ground. Knowing that my disabled friend cannot communicate effectively due to her disability 

the NGA Source Directorate Federal Civilian Supervisory Employee charged her with assault 

and had a protection order placed on her. I intervened and performed a legal ambush on the 

NGA Source Directorate Federal Civilian Supervisory Employee with a lawyer at the Fairfax 

County General District Court. The NGA Source Directorate Federal Civilian Supervisory 
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Employee lied repeatedly under oath but his protection order was denied on August 29, 2013, 

and the legal charge against my disabled friend was closed with the Nolle Prosequi 

determination on September 25, 2013. 

Earlier on September 3, 2013 the NGA Source Directorate Federal Civilian Supervisory 

Employee initiated an illegal surveillance operation against me; detailing NGA 

counterintelligence assets and local law enforcement assets to follow and harass me and the 

NGA Source Directorate Federal Civilian Supervisory Employee also targeted my job and 

security clearance. I engaged the NGA Source Directorate Federal Civilian Supervisory 

Employee directly in June 2014, by sending him and his daughter gifts and I invited his daughter 

to a performance of the National Symphony Orchestra. 

The NGA Source Directorate Federal Civilian Supervisory Employee had NGA security 

deem the picture of a bird, a flashlight, a symphony ticket, medals and a box of chocolates I sent 

to him and his daughter as gifts a high-level threat to national security.  So, I was banned from 

my place of employment, NGA, 7500 GEOINT Drive, Fort Belvoir, Virginia, on June 17, 2014. 

Next, heavily armed FCPD LE personnel made a menacing display of weapons to coerce me into 

signing a document I was not allowed to see or read. After that, I immediately departed and 

drove from the Fort Belvoir North Area, Virginia to Everett, Washington. For the next two 

months, Federal CI personnel with ground and air assets and signals collection equipment, 

surveilled, monitored, harassed and followed me from Idaho to Everett, Washington and then to 

Oregon and California. See Appendix A which contains a letter I sent to the NGA Inspector 

General and to Congress about the NGA Source Directorate Federal Civilian Supervisory 

Employees criminal and personal misconduct.
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In 2014, instead of helping my disabled friend the Federal Government (NGA), 

supported, protected and encouraged the NGA Source Directorate Federal Civilian Supervisory 

Employee’s criminal and personal misconduct perpetuated against my disabled friend under the 

false narrative that my disabled friend and I are a threat to National Security.  On October 22, 

2014, in the Fairfax County General District Court, Fairfax, Virginia, the NGA Source 

Directorate Federal Civilian Supervisory Employee lied under oath by claiming he was sleep 

walking and that is how he ended up in my disabled friend’s house where he had been arrested 

on August 15, 2014. 

The Fairfax County General District Court accepted his lie at face value due to his status 

as a GS-15 Supervisory Federal Civilian Employee and a white married man, thus, he avoided a 

misdemeanor conviction that he so justly deserved. The Fairfax County General District Court 

then expunged the NGA Source Directorate Federal Civilian Supervisory Employee’s record so 

that no one can find a copy of the Trespassing class 1 Misdemeanor, Case Number 

GC14183762-00 and drunk in public a class 4 Misdemeanor Case Number GC14183763-00. 

However, I obtained screen shots of these cases from the court website before they were deleted 

from the court records. 

 Since June 2014, I have engaged in dynamic defense to protect myself and I had security 

cameras installed on my disabled friend’s property in June 2016. With the knowledge that my 

disabled friend’s property is under surveillance with unknown defenses in place the NGA 

Source Directorate Federal Civilian Supervisory Employee built a fence around part of his 

property; and shifted his harassment of my disabled friend to my condo parking lot, River 

Towers, 6621 Wakefield Drive, Alexandria, Virginia, 22307. The NGA Source Directorate 

Federal Civilian Supervisory Employee has vandalized my disabled friend’s car a dozen times in 

the River Towers Condo parking lot since January 2016. I have extensive details of the NGA 

Source Directorate Federal Civilian Supervisory Employee’s criminal activities which I have 

widely reported to the NGA Inspector General, Virginia State Police, Virginia Attorney General 

and the Virginia Governor’s Office.  

The NGA Source Directorate Federal Civilian Supervisory Employee’s harassment of my 
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disabled friend became so intense in 2016 that my disabled friend was hospitalized for a week 

due to panic attacks caused by the NGA Source Directorate Federal Civilian Supervisory 

Employee’s sustained harassment. Because of his Federal Civilian Employee status and his 

Fairfax County Police fraternity connections the Fairfax County Magistrate refused to place a 

protection order on the NGA Source Directorate Federal Civilian Supervisory Employee to 

warn him and legally compel him to stay away from my disabled friend, her property, 

possessions, friends and associates. It is only a matter of time until the NGA Source Directorate 

Federal Civilian Supervisory Employee strikes at my disabled friend again.
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The Intelligence Community (IC) operates outside the rule of law, consequently, the only 

way I can have the egregious situation regarding the destruction of my career as a defense 

contractor resolved is by writing letters to Congress and to the Executive Branch with the hope 

that those with oversight and command & control authority over the IC can assist me.  

Collectively, the intelligence and threat assessment reports about me have been utilized by the 

NGA Source Directorate Federal Civilian Supervisory Employee and his entourage of federal 

Law Enforcement/Counter-Intelligence personnel to disparage and defame me to bar my 

employment at all DOD and IC agencies by implementing these objectives: ruin my reputation, 

create a criminal history to link to me, revoke my security clearance and drive me into 

bankruptcy. 

These activities have been directed against me as retaliation for assisting my disabled 

friend whom this NGA Source Directorate Federal Supervisory Civilian Employee assaulted and 

beat up on August 14, 2013 and for reporting his crimes to the NGA IG and to Congress.  I also 

submitted complaints against the NGA Source Directorate Federal Civilian Supervisory 

Employee’s police fraternity buddy, Officer Musser for the illegal distribution of PII. Officer 

Musser illegally obtained and delivered my disabled friend’s DMV records to the NGA Source 

Directorate Federal Civilian Supervisory Employee to assist him in his decade long harassment 

activities directed against his disabled neighbor who is my disabled friend. Also, in June 2014, 

Officer Musser illegally obtained and delivered my DMV records to the Federal Civilian 

Supervisory Employees. Two days after I submitted my complaint about Officer Musser, the 

NGA Source Directorate Federal Civilian Supervisory Employee directed an NGA police officer 

to ban me from NGA, thus, confirming why the NGA Source Directorate Federal Civilian 

Supervisory Employee had a Fairfax County Fraternal Order of the Police sticker on the bumper 

of his vehicle.

Federal and local laws violated The NGA Source Directorate Federal Civilian Supervisory 

Employee and by his National Geospatial Intelligence Agency Entourage of CI/LE Personnel

Fraud Waste and Abuse:

The NGA Source Directorate Federal Civilian Supervisory Employee uses federal 
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Intelligence, counter-intelligence and law enforcement resources in expensive ground and 

overhead surveillance operations to persecute and harass my disabled friend and me as part of his 

personal vendetta against my disabled friend.

Libel, Slander and Defamation of Character:

The NGA Source Directorate Federal Civilian Supervisory Employee uses his status as a 

GS-15 Federal Civilian Supervisory Employee at an intelligence agency to falsely claim private 

citizens are national security threats as retribution against them for reporting his crimes to the 

NGA Inspector General and to Congress. Also, the NGA Source Directorate Federal Civilian 

Supervisory Employee and his entourage utilized my military records and my military medals to 

spread a false narrative throughout the entire US intelligence, Counter Intelligence and Law 

Enforcement communities that falsely states that I am an armed, crazy person and a threat based 

solely on the facts that I served on active duty in Afghanistan and that I own guns.

Violations of the Foreign Intelligence Surveillance Act of 1978:

The NGA Source Directorate Federal Civilian Supervisory Employee intentionally 

misleads national signals intelligence collection assets to task them to perform illegal signals 

collection activities against private US citizens on US territory to make the targeted US citizens 

appear to be terrorists to discredit and get them barred from federal contract and federal civilian 

employment because they reported his criminal activities to the NGA IG and to Congress.

Abuse of the Patriot Act, an act to deter and punish terrorist acts in the United States and

around the world, to enhance law enforcement investigatory tools, and for other purposes:

From June 2014 to present, the NGA Source Directorate Federal Civilian Supervisory 

Employee and his entourage of federal intelligence/CI/LE employees have intentionally misled 

national signals intelligence collection assets to task them to perform illegal signals 

collection/surveillance activities against private US citizens on US territory with the objective 

make these US citizens appear to be terrorists to discredit them because they reported his (The 

NGA Source Directorate Federal Civilian Supervisory Employee’s) criminal activities to 
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Congress and the NGA IG. Also, the NGA Source Directorate Federal Civilian Supervisory 

Employee and his entourage of law enforcement/counter-intelligence employees lied to the 

Seattle FBI Joint Terrorism Task Force by giving them a false report that claims I am domestic 

terrorist.

Discrimination against and harassment of a disabled OEF-A War Veteran:

The NGA Source Directorate Federal Civilian Supervisory Employee and his entourage 

utilized my military records and my military medals to spread a false narrative throughout the 

entire US intelligence, CI and LE community, that falsely states that I am a crazy person based 

solely on the facts that I served on active duty in Afghanistan and that I own guns.

Summary of some of the local crimes committed by the NGA Source Directorate Federal 

       Civilian Supervisory Employee from 2007 to 2017:

Assault and battery of a protected disabled person who has intellectual impairment; 

trespassing, stalking, public drunkenness, harassment of a protected disabled person who has 

intellectual impairment, petty theft, hundreds of acts of vandalism, theft of US Mail, tampering 

of US Mailbox, perjury, slander, libel, defamation of character, tampering of public utilities, 

tampering of telecommunication lines, false report to the police, repeated false reports to Fairfax 

County Code Compliance Office; impersonation of a public utilities employee, interference of 

private communications; illegal wiretap. Areas of Police misconduct/misuse of Federal CI assets 

from September 2013 to 2017 included abuse of power, Illegal surveillance, breaking and 

entering, illegal wiretap, harassment, destruction of private property, stalking, vandalism and 

defamation of character.

Throughout the summer of 2016, my disabled friend was stalked and harassed and her car 

was vandalized and smashed multiple times by the NGA Source Directorate Federal Civilian 

Supervisory Employee on whose behalf the HQMC SSO on February 9, 2016 did not revoke but 

debriefed the security clearance in JPAS that is associated with my SSN. In July 2016, the NGA 

Source Directorate Federal Civilian Supervisory Employee sent some of his police fraternity 
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buddies and CI agents to my residence parking lot where they placed a tracking device and/or 

software in my car. I played along with their illegal surveillance operation throughout July 2016 

and into early August 2016; then I dropped off their surveillance net. A CI agent was dispatched 

to my disabled friend’s house to take a picture of my car in her driveway and Marine Corp 

affiliated CI assets were detailed to follow me near my parent's house in Everett, Washington. 

Apparently, I evaded them again in Bellevue, Washington. Consequently, on August 26, 2016, 

this lawless NGA Source Directorate Federal Civilian Supervisory Employee dispatched two 

police fraternity buddies in the form of two FCPD Detectives to my place of employment to 

defame me and get me fired. Comments from these detectives confirmed the previously 

mentioned illegal surveillance operation. 

 On August 26, 2016 at approximately 2:15 PM, Detective Shelly Pleua and another male 

detective name unknown came to my place of employment in northern Virginia as part of an 

investigation into a protective order on the behalf of Officer Musser, NGA Source Directorate 

Federal Civilian Supervisory Employee and the petitioner. The detectives’ presence and inquiries 

alarmed senior management of my employer and damaged my standing with my employer and 

put my job in jeopardy. This is my seventh job since June 2014 that the NGA Source Directorate 

Federal Civilian Supervisory Employee has destroyed utilizing his entourage of police fraternity 

connections and federal counter-intelligence/Law Enforcement (CI/LE) resources. The false 

narrative that the NGA Source Directorate the NGA Source Directorate Federal Civilian 

Supervisory Employee and Office Musser put together in 2014, claims that I am an unstable 

person intent on attacking government facilities/personnel. They put this false narrative together 

in June 2014 as retaliation against me for defending my disabled friend in court after NGA 

Source Directorate Federal Civilian Supervisory Employee beat her up on August 14, 2013; and, 

as retaliation against me for submitting a June 2014 complaint against Officer Musser for 

harassment and illegal distribution of PII.  

These activities purposes are to eliminate my financial resources so that I will stop 

helping my disabled friend, to create criminal history that is linked to me, destroy my reputation 

and harass and provoke me with the objective of turning me into a criminal to make their false 
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narrative about me appear to be the truth. When the NGA Source Directorate Federal Civilian 

Supervisory Employee’s entourage discovers my employment location they launch a two-prong 

attack against me utilizing federal counter-intelligence assets to illegally surveil/harass me and 

slander me at the security offices of my employer. If this is unsuccessful the NGA Source 

Directorate Federal Civilian Supervisory Employee utilizes his second avenue of attack in the 

form of repeated frivolous protective orders and utilizes his police fraternity connections to 

dispatch FCPD LE personnel to investigate and harass me to defame me and get me fired/banned 

at my places of employment.

The NGA Source Directorate Federal Civilian Supervisory Employee also uses his 

position as a GS-15 Supervisory Federal Civilian to initiate illegal intelligence collection activity 

and details CI/LE personnel and intelligence analysts to monitor my activities, monitor my e-

mail communications, intercept my cell phone signals, break into my residences, follow me on 

social media, follow my vehicles and vandalize/destroy my vehicles as part of an unsanctioned, 

illegal information operation (IO). The purpose of this IO is to provide twisted reports to the 

Joint Terrorism Task Force (JTTF) to make me appear to be a domestic terrorist; diverting them 

away from pursuing real terrorists. The JTTF reports and all other Intelligence Community 

Reports about me are then fed into a development process to create a fused intelligence product 

as part of an effort to form a threat assessment about me. 

The NGA Source Directorate Federal Civilian Supervisory Employee’s entourage is busy 

with local law enforcement in Fairfax County at the West Springfield Police station creating a 

criminal history to support his threat assessment that claims I am a national security threat 

because I defended my disabled friend in court after he beat her up. The only element that is 

missing is my complete lack of a criminal history and the fact that I have no associations with 

any criminals and/or terrorists-this is what Officer Musser and the West Springfield Police 

station under the orders of the NGA Source Directorate Federal Civilian Supervisory Employee 

are working to rectify. They have created 15 protective orders against me and a screen in the 

Virginia Criminal database about my disabled friend and I, linking us together and claiming that 

we are national security threats and that we are mentally unstable.
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The NGA Source Directorate Federal Civilian Supervisory Employee re-directed 

extensive intelligence collection and counter-intelligence assets to target me, beginning on 

September 3, 2013 and intensifying in June 2014. This was in retaliation for the legal assistance I 

provided at the Fairfax County General District Courthouse on August 29, 2013 and September 

25, 2013 for my disabled friend; (the NGA Source Directorate Federal Civilian Supervisory 

Employee had assaulted my disabled friend on August 14, 2013 and charged her with assault to 

cover up his crime), and for inviting his adult daughter to the National Symphony Orchestra 

(NSO) performance on June 13, 2014 (The NGA Source Directorate Federal Civilian 

Supervisory Employee had approached my disabled friend on her property several times in May 

2014 claiming he wanted to be friends with her and he then placed a dead bird in her yard when 

she re-buffed him). For all these reasons, I have been targeted and harassed by police officers 

from the Fairfax County Police Department and I am also a target of an illegal IC 

collection/surveillance operation which has been in progress since September 3, 2013.

During the August 26, 2016 operation two detectives were dispatched from the West 

Springfield Police Station, FCPD, to create a criminal case against me claiming I violated one of 

their 15 protective orders by having a Mother’s Day gift delivered in the form of flowers, a 

balloon and a gift card to my disabled friend for Mother’s Day 2016. Starting in February 2016, 

the NGA Source Directorate Federal Civilian Supervisory Employee intensified his harassment 

and stalking of my disabled friend. The NGA Source Directorate Federal Civilian Supervisory 

Employee’s numerous acts of vandalism of my disabled friend’s car combined with his earlier, 

frivolous December 18, 2015 lawsuit resulted in my disabled friend having severe panic attacks 

which increased in frequency and severity. My disabled friend was hospitalized from April 10, 

2016 to April 14, 2016, because of these panic attacks caused by NGA Source Directorate 

Federal Civilian Supervisory Employee. Her Mother’s Day present was intended to help her with 

her recovery.  

The flower delivery service confirmed delivery to my disabled friend’s front door on 

Mother’s Day 2016. NGA Source Directorate Federal Civilian Supervisory Employee stole this 

Mother’s Day 2016, flower delivery from my disabled friend who is his neighbor. The NGA 
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Source Directorate Federal Civilian Supervisory Employee held onto my disabled friends 

Mother’s Day Flower gift for a week and on the seventh day, Sunday, he put the now withered 

flowers, balloon and vase onto my disabled friend’s property while my disabled friend was 

watching, to tease and torment her. The NGA Source Directorate Federal Civilian Supervisory 

Employee did not return the gift card with the flowers because he has routinely stolen my 

disabled friends mail for the last two years and so a recently, a USPS locking mailbox was 

installed at my disabled friends address to make it more difficult for him to steal her mail.

My disabled friend called and reported this theft and harassment to the FCPD, the 

responding officer did not help my disabled friend at all. The responding officer mocked my 

disabled friend stating, “Can you ask your friend to send the Mother’s Day Flowers again”. My 

disabled friend left the flowers with the Mother’s Day balloon where the NGA Source 

Directorate Federal Civilian Supervisory Employee had trespassed and placed them at the top of 

the driveway side yard flower bed for all to see. Four days later The NGA Source Directorate 

Federal Civilian Supervisory Employee trespassed onto my disabled friend’s property again and 

stole her Mother’s Day Balloon.

The responding officer instead of investigating the NGA Source Directorate Federal 

Civilian Supervisory Employee refocused the investigation as a criminal investigation against 

me. The detectives are very excited because they, Officer Musser and NGA Source Directorate 

Federal Civilian Supervisory Employee believe that they finally have a way to turn me into a 

criminal. Their first order of business was to destroy my job so that I will not have the financial 

resources to hire an attorney to defend myself against their silly charges. This was accomplished 

on August 26, 2016 at approximately 2:15 PM, Detective Shelly Pleua and another male 

detective name unknown, came to my place of employment. 

Appendix B contains descriptive narratives of my jobs and job interviews that the NGA 

Source Directorate Federal Civilian Supervisory Employee and his entourage of FCPD Law 

Enforcement and Federal Intelligence Agency CI personnel have destroyed utilizing the illegal 

surveillance and character assassination tactics.

A Disconcerting State of Affairs
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It is disconcerting to me that the IC member, NGA is willing to use the Patriot Act to 

harass, smear, discredit and ruin the career of a private citizen to enable the criminal activity and 

the personal vendettas of their Federal Civilian supervisory staff. This lawlessness should not be 

encouraged and protected, as it is at NGA. Nor should precious counter-intelligence/law 

enforcement resources be wasted and diverted to protect the criminal activities of the NGA 

Source Directorate Federal Civilian Supervisory Employee and to persecute those who report his 

criminal activity to governmental authorities. Unfortunately, this is business as usual at NGA and 

only Congress and the President have the power to reign in this lawlessness. 

I sacrificed my career in the IC to protect my disabled friend and it seems that the NGA 

Source Directorate Federal Civilian Supervisory Employee wrongly concluded that if he 

threatened to destroy my career in the IC that I would not help defend my disabled friend. There 

should not be two legal standards: special favoritism and special protections for a lawless NGA 

Source Directorate Federal Civilian Supervisory Employee on one hand and the persecution of 

the weak, disabled and innocent on the other hand. Also, the NGA Source Directorate Federal 

Civilian Supervisory Employee has wasted a large amount of government resources and taxpayer 

funds with his personnel vendetta against my disabled friend and me. Yet there he sits at NGA 

basking in his lawlessness, proud and arrogant, paid by taxpayers whom he despises; defying the 

rule of law; confident that his federal civilian employee supervisory status and his entourage will 

protect him indefinitely. He has powerful tools which he uses to punish private citizens as he 

sees fit: The Patriot Act and federal signals collection activities-so no one is protected from his 

lawlessness and this is the source of his megalomania. This NGA Source Directorate Federal 

Civilian Supervisory Employee’s mindset of a megalomaniac: drunk with power, arrogance and 

lawlessness enabled him to savagely attack and beat-up a disabled woman, his neighbor, and my 

disabled friend on August 14, 2013-then defy law enforcement and abuse the court system and 

utilize Federal law enforcement/counter-intelligence resources to persecute, harass and defame 

me because I helped to defend his victim who is disabled and my friend.

I believe in the rule of law, the US Constitution and the Bill of Rights and I believe that 

disabled people who cannot defend themselves or speak for themselves should be protected. 
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From 1995 to 2008, I deployed repeatedly all over the world on the land and sea to protect the 

US Constitution until medical problems ended my military career. I never thought I would be 

stripped of my constitutional protections and that I would have to sacrifice my career in the 

intelligence community to protect a disabled woman from a corrupt NGA Source Directorate 

Federal Civilian Supervisory Employee -or that the Intelligence Community would turn on me 

and discredit me by abusing the Patriot Act to protect the criminal activities of one of IC’s

precious pets: an NGA Source Directorate Federal Civilian Supervisory Employee. But this has 

in-fact occurred-it is as if I am living a in a third-world dictatorship. If abuses of the Patriot Act-

like what has been perpetrated against me are not stopped, then almost all Americans are in in 

danger of losing the legal protections guaranteed to them in the US Constitution’s Bill of Rights. 

The US Constitution is increasingly subverted and weakened by unanswerable, 

unaccountable all powerful Federal Intelligence Community bureaucrats who hide their crimes 

within National Security Systems security control programs in the name of national security. US 

citizens such as I, who have been targeted, harassed, surveilled and repeatedly victimized by the 

Intelligence Community (IC) have no defense against the abuse of the Patriot Act and the misuse 

of the Signals Intelligence, Cyber Intelligence, GEOINT, and Counter-intelligence resources that 

have been entrusted to the IC to protect the USA.  These vital programs and resources should not 

be used to cover up the crimes and persecute the victims of a corrupt, criminal NGA Source 

Directorate Federal Civilian Supervisory Employee. Finally, the standard practice at NGA to 

cover-up and ignore the crimes of their NGA Source Directorate Federal Civilian Supervisory 

Employee and then target private US citizens as a favor for this criminal employee is a 

demonstration of lawlessness in the name of national security and a threat to freedom and the 

rule of law. 

PS-Those who would give up essential liberty, to purchase a little temporary safety, deserve 

neither liberty nor safety. –Benjamin Franklin

23DEC2021



Geoprivacy in the Twenty-First Century 21

References

Dowley, M. (2002). Government Surveillance Powers under the USA Patriot Act: Is It Possible 
to Protect National Security and Privacy at the Same Time a Constitutional Tug-of-War. Suffolk 
University Law Review 36(1), 165-184.

Payne, G. (2009). Information Control and Imperiled Public Discourse: A General Process 
Model of Gatekeeping, Agenda Setting, and News Content Homogenization. Department of 
Communication Studies, Chapman University. Journal of Global Communication, Vol2, No.1, 
Jan.-July 2009 pp. 299-208

Doyle, C. (2002, April). The USA Patriot Act: A Sketch. LIBRARY OF CONGRESS 
WASHINGTON DC CONGRESSIONAL RESEARCH SERVICE.

Jaeger, P. T., Bertot, J. C., & McClure, C. R. (2003). The impact of the USA Patriot Act on 
collection and analysis of personal information under the Foreign Intelligence Surveillance Act. 
Government Information Quarterly, 20(3), 295-314.

Leszczynski, A. (2017, April 29). Geoprivacy. Retrieved from osf.io/preprints/socarxiv/af3ug
Cheung A (2014, April). Location privacy: The challenges of mobile service devices. Retrieved 
from https://doi.org/10.1016/j.clsr.2013.11.005

Kwan, M, Casas, I, Schmitz, B (2004). Protection and Geoprivacy and Accuracy of Spatial 
Information: How Effective Are Geographical Masks? Cartographica: The International Journal 
for Geographic Information and Geovisualization 2004 39:2, 15-28

Smith, N. (2005). Evidence and Confrontation in the President's Military Commissions. Hastings 
Constitutional Law Quarterly 33(1), 83-104.

Wong, K. (2006). The NSA Terrorist Surveillance Program. Harvard Journal on Legislation 
43(2), 517-534.

Zacharias, F. (2006). Coercing Clients: Can Lawyer Gatekeeper Rules Work. Boston College 
Law Review 47(3), 455-504.

Akwei, John St Clair. "How The NSA Harasses Thousands Of Law Abiding Americans Daily 
By The Usage Of Remote Neural Monitoring (RNM)."

Androulidakis, Iosif I. "Introduction: Confidentiality, Integrity, and Availability Threats in 
Mobile Phones." Mobile Phone Security and Forensics. Springer International Publishing, 2016. 
1-14.

Singh, Ramesh, Preeti Bhargava, and Samta Kain. "Cell phone cloning: a perspective on gsm 
security." Ubiquity 2007.July (2007): 1



Geoprivacy in the Twenty-First Century 22

Appendix A

A September 2014 letter I sent to the NGA IG and to Congress.
////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////
Inserted Letter
////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////
Attached and inserted below is a letter, with graphics and attachments about the criminal and 
civil cases regarding the Misconduct of the Federal Civilian Employee Federal Civilian 
Supervisory Employees. Please feel free to release this e-mail and the attached documents and 
pictures to anyone you decide is necessary for your purposes. My disabled friend has signed a 
document authorizing the NGA IG to receive, view, store, share and transmits as necessary her 
Privacy Act information and medical information contained in some of the attached documents 
and pictures.
 
September 4, 2014
To: NGA Inspector General
From: Anonymous
Subject: Federal Civilian Employee Misconduct

This is a letter is about the misconduct of the NGA Source Directorate Federal Civilian 
Supervisory Employee 

I am a disabled war veteran; I served on active duty in the USN in Special Intelligence 
communications from November 1, 1995 to August 11, 2008; including the Kosovo Campaign in 
1999 and OEF-A from 2006 to 2007 and numerous other overseas deployments. I am now also a 
former defense contractor who worked at NGA from July 2012 to June 2014. Through my 
attempts to protect another former defense contractor; a disabled woman named My Disabled 
Friend, from the NGA Source Directorate Federal Civilian Supervisory Employee, I have lost 
my job at NGA and in September 2013 and again on June 23, 2014 NGA placed incident reports 
on my security clearance in JPAS to prevent me from finding another job. I am now banned from 
working for any employer anywhere in the USA. 

I decided to write and send this letter to the NGA inspector general so that the NGA IG is 
aware of NGA Source Directorate Federal Civilian Supervisory Employee misconduct and its 
impact on my disabled friend and me. Also, perhaps NGA Source Directorate Federal Civilian 
Supervisory Employee can be prevented from victimizing more people. I am also concerned that 
my disabled friend’s life is in danger because of the NGA Source Directorate Federal Civilian 
Supervisory Employee’s obsession with her. 

On August 14, 2013, the NGA Source Directorate Federal Civilian Supervisory 
Employee assaulted my disabled friend on her property, screaming at her and kicking her, 
leaving a large bruise in her groin area. To cover up his crime and prevent my disabled friend 
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from pressing charges against him, NGA Source Directorate Federal Civilian Supervisory 
Employee placed a preliminary protection order on my disabled friend and charged her with 
assault. My disabled friend is disabled and has difficulty communicating effectively and she was 
in shock because NGA Source Directorate Federal Civilian Supervisory Employee kick to her 
groin area flared up her old spinal cord injuries causing her immense pain. See the attached 
doctor’s report and the attached pictures of the bruise on my disabled friend that NGA Source 
Directorate Federal Civilian Supervisory Employee foot left on her when he kicked her on 
August 14, 2013. Also, see the attached .pdf stenography notes (page 27 line 23 and page 28 
lines 1 to 5), where it is recorded that NGA Source Directorate Federal Civilian Supervisory 
Employee lied under oath about if he kicked my Disabled Friend. 

I did my best to help my Disabled Friend. I hired an attorney for her, took her to the 
attorney and I also helped her to walk, talk and eat again and I sent her to doctors for treatment 
and assessment. I took my disabled friend to her protection order hearing case GV13017346-00 
on August 29, 2013. During the protection order hearing NGA Source Directorate Federal 
Civilian Supervisory Employee lied under oath, but was unable to convince the Judge that a 
protection order should be placed on My Disabled Friend. See the attached stenography notes 
that record that NGA Source Directorate Federal Civilian Supervisory Employee lied under oath 
about whether he kicked my disabled friend (stenography page 27 line 23 and page 28 lines 1 to 
5). The attorney hired to defend my disabled friend successfully argued on her behalf and the 
protection order was denied.  Apparently, NGA Source Directorate Federal Civilian Supervisory 
Employee has arranged with the Fairfax County Police to screen My disabled friend’s calls to 
prevent her from making any complaints against him and to cover up any complaints or incidents 
that make it past Officer Musser who implemented a screen against My disabled friend and me 
as well in the Virginia police criminal database. 

The details and reference to this screening arrangement are contained in the attached 
preliminary protection ord-9.pdf; paragraph six which is a supplementary affidavit prepared 
by NGA Source Directorate Federal Civilian Supervisory Employee. Basically, NGA Source 
Directorate Federal Civilian Supervisory Employee arrangement with the Fairfax County Police 
department has created a situation, under which My disabled friend does not receive equal 
protection under the law and NGA Source Directorate Federal Civilian Supervisory Employee 
has been emboldened to act in an increasingly aggressive and lawless manner towards My 
Disabled Friend, her property, friends, guests and associates; confident in the knowledge that 
Officer Musser’s screen report about My disabled friend and myself in the Virginia Criminal 
Database will block or screen any calls that My disabled friend makes to the West Springfield 
Fairfax County Police Station. 

The NGA Source Directorate Federal Civilian Supervisory Employee has repeatedly 
trespassed onto my disabled friend’s property where he has perpetrated numerous acts of 
vandalism and petty theft over the last five years. Most of these incidents occur on Friday, 
Saturday and Sunday nights when NGA Source Directorate Federal Civilian Supervisory 
Employee is mostly intoxicated. Apparently, NGA Source Directorate Federal Civilian 
Supervisory Employee takes pleasure in watching my disabled friend struggle with the aftermath 
of the damage he has caused on her property. In addition to this NGA Source Directorate Federal 
Civilian Supervisory Employee has made seventeen frivolous Code Compliance complaints 
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against My disabled friend’s property to cause her more trouble and he has sued her and received 
thousands of dollars in payment for the maintenance of trees on his property. Apparently, the 
purpose of all these activities is to isolate, frustrate and bankrupt, the disabled and unemployed 
my disabled friend so that NGA Source Directorate Federal Civilian Supervisory Employee can 
force her to comply with his will. The denial of the protection order seemed to surprise NGA 
Source Directorate Federal Civilian Supervisory Employee and while in the courthouse hall prior 
to the Protection Order hearing he sent a police officer that he had subpoenaed as a witness to 
question me about my disabled friend’s financial resources.  

On September 3, 2013, I was abruptly terminated from my defense contractor job at NGA 
for undisclosed reasons. That same day the NGA Source Directorate Federal Civilian 
Supervisory Employee sent a fake apology letter to my disabled friend in which he failed to 
mention or apologize for the fact that he had kicked her on August 14, 2013. NGA Source 
Directorate Federal Civilian Supervisory Employee also patronized the eyewitness to his assault 
on My Disabled Friend; another Federal Civilian Employee who he convinced not to appear in 
defiance of a subpoena for him to appear at the September 25, 2013, criminal assault case. In the 
Fairfax County General District Court during the September 25, 2013 criminal case, the 
eyewitness failed to appear. The prosecutor decided not to proceed with the criminal case which 
was finalized as Nolle Prosequi. 

 On September 9, 2013, I was re-hired at my defense contractor position at NGA. During 
the next eight months, I continued to apply for jobs outside NGA but after five FSO’s were 
unable to find my SCI security clearance in JPAS I realized an NGA September 2013 
undisclosed incident report was still blocking my security clearance in JPAS. I also began 
receiving phone calls from NGA CI personnel on my work phone at NGA. I received five phone 
calls and all the callers either hung up without talking or told me that they had called the wrong 
number. Next, I was assigned to a different desk and I was moved from the South Building to the 
North Building.  

On June 17, 2014 at approx. 12:45 PM, I was banned from all NGA, IC and DOD 
facilities by NGA police and I was escorted out of NCE by NGA police. Due to my respiratory 
disabilities, I felt dizzy and I stopped and rested several times by lying on my back while I was 
walking away from the NCE grounds to an Asian church which was where my Honda CRV was 
parked. I was detained by the Fairfax County Fire Department and EMS for evaluation and then 
released.  When I arrived at the Asian Church parking lot I was threatened by two unidentified 
heavily armed police officers, who had me sign an unidentified document. I felt that my life was 
in danger and I did not return to my residence which is located near Alexandria, Virginia. Instead 
I drove north and then west to Washington State and I arrived in Washington State on June 20, 
2014. I do not remember very much of my drive across America because I was half asleep most 
of the time due to my sleeping disorder and I drove mainly at night and I slept in my car on the 
side of the road when I was too tired to drive. 

During my drive west, I talked to the NGA police about six times on my cell phone. I 
noticed surveillance from satellite vehicles along the edge of the freeway when I was passing 
through Western Idaho.  I arrived at Vasa Park which is an RV Park on West Lake Sammamish 
Parkway in Washington State during the morning of June 20, 2014. I noticed more surveillance 
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in the form of a black Concord sedan with a large antenna near West Lake Sammamish Parkway. 
I parked my Honda CRV at Vasa Park and I walked along West Lake Sammamish Parkway until 
I reached the wooded greenbelt called Weowna Park. I stayed in Weowna Park sheltered under 
the trees and in creek beds and drainage culverts. 

 I made several cell phone calls and I watched a helicopter hovering low over the trees, 
and moving back in forth over the treetops for several hours.  I followed a creek deep into the 
woods and then I walked downstream along the center of the creek bed until five hours later I 
ended up on West Lake Sammamish Parkway again. Next, I walked to Idlywood Park near the 
northern end of Lake Sammamish.  

At Idlywood Park I called my mom on my cell phone. My mother called one of my 
brothers, who arrived that evening to pick me up at Idlywood Park. My brother drove me to Vasa 
Park, where I retrieved some items from my Honda CRV. Next, my brother drove me in his 
vehicle to my parents’ house in Everett, Washington. While exiting West Lake Sammamish 
Parkway my brother drove past the black Concord sedan with the large antenna that I had seen 
earlier. Late that night someone entered my parent’s residence and tampered with my cell phone, 
removing its battery and placing it on a night stand. The next day, June 21, 2014 my father drove 
me to Vasa Park and dropped me off; I then drove my Honda CRV to a Honda dealership in 
Kirkland, Washington. I traded the Honda CRV in for a two door, Honda Civic coupe. Next, I 
drove my Honda Civic to my parent’s house in Everett, Washington. 

During the next week almost, everywhere I drove in Everett, Kirkland, Juanita, Duvall 
and Redmond surveillance followed me in various sedans, trucks and vans, which had antennas 
and various government decals. The heaviest surveillance was in Everett and Duvall. Also, a few 
days after I had arrived at my parent’s house with my Honda Civic, the same black Concord 
sedan with the large antenna, driven by a man and with the front passenger window and rear 
passenger windows partially lowered drove in a semi-circle around my Honda Civic parked on 
the road in front of my parent’s residence. My Honda Civic was vandalized six times in front of 
my parent’s house. Small dents were beaten into the side of the car, the driver’s side mirror was 
damaged and someone broke into the car and glued an antenna under the rear-view mirror. Also, 
a partially completed document about Lazarus that had been left on my work desk at NCE 
appeared in the trunk of my car. It seemed that I had brought the devil to my parent’s house. 

I departed from my parent’s residence and drove south to Cannon Beach, Oregon where I 
stayed for a week, resting and drawing pictures of the beach and walking through the surf. I 
received several strange phone calls to the beach condo I had rented; but I did not detect any 
surveillance.  Next, I drove to Silverton, Oregon, where I stayed for two nights; I visited the 
Oregon Garden and arranged a deal to sell my Honda Civic. After that I drove to Crater Lake, 
Oregon where I stayed for another night. I then drove South West into the National Forest. I 
arrived at a campground near the Redwood Forest where I erected a tent and stayed for another 
week.

During the week, I was camping in the Redwoods I decided to ascertain the status of my 
unemployment benefits application, security clearance status and job search outlook.  I checked 
into a hotel at Crescent City, California and connected my laptop to the internet. I discovered that 
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my employer had retroactively terminated my employment on June 18, 2014 and listed the 
reason for termination as voluntary job abandonment; consequently, the Virginia Employment 
Commission denied me un-employment benefits. On June 23, 2014 NGA placed another incident 
report on my security clearance in JPAS to block me from using my security clearance to find 
employment and the NGA police directive banning my presence and employment at NGA and 
all DOD and IC facilities is still in effect. The unidentified document that the unidentified police 
officer had me sign in the Asian Church parking lot near NCE on June 17, 2014 blocks me from 
obtaining employment anywhere in the USA. Apparently, the only employment I am not blocked 
from is self-employment. 

While I was at the hotel in Crescent City, California, I received numerous unidentified 
phone calls on my cell phone which consisted of beeps, heavy breathing, clicks and typing 
sounds. I also spoke with my disabled friend and she told me that her residence had been broken 
into through her garage and kitchen door and that my DD-214 form had been placed on her 
nightstand in her bedroom. My disabled friend also told me that starting on June 17, 2014 a 
helicopter hovered over her house all night for five consecutive nights. I called the Condo Office 
that manages the Condo building where my condo is located and I was informed that the police 
broke through my kitchen door into my condo; severely damaging my kitchen door and the door 
frame.  

Apparently, the police or whoever it was that broke into my condo did so to retrieve my DD-214 
document and then took it to my disabled friend’s residence, where they broke in and placed it 
on her nightstand in her bedroom.  On July 18, 2014, I returned to my parent’s residence in 
Everett, Washington and cancelled all my pending intelligence community employment 
applications due to the NGA incident report attached to my security clearance which is 
apparently permanent and cannot be removed from JPAS. Next, I sold my Honda Civic and 
randomly changed my location for the rest of July utilizing different modes of transport and 
vehicles that are loaned to me. I am now looking for somewhere to live and trying to find a way I 
can become self-employed. 

My disabled friend finally received a fair hearing from the Fairfax County Police in 
August 2014 a year after NGA Source Directorate Federal Civilian Supervisory Employee 
assaulted her on August 14, 2013. The responding officer made a police report; Case Number is: 
2013-226-0243 and a .pdf of the case number and officer’s card is attached. NGA Source 
Directorate Federal Civilian Supervisory Employee lawless activity escalated after June 17, 
2014; on July 18, 2014, he was stalking My disabled friend on Gunston Cove Road near Lorton, 
Virginia and My disabled friend was caught behind two trucks and spoke with NGA Source 
Directorate Federal Civilian Supervisory Employee who told her he had seen her in Old Town 
Alexandria, VA and Woodbridge, VA. 

Later on, July 25, 2014 my disabled friend drove back to Gunston Cove Road and called 
the police to report the stalking incident. The responding officers came from the Franconia 
Station and when they saw Officer Musser’s screen report on my disabled friend and me they 
refused to create a case number regarding the stalking incident. Instead they questioned my 
disabled friend about me and told my disabled friend that they would call NGA Source 
Directorate Federal Civilian Supervisory Employee and tell him to stay away from her. The 
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following night my disabled friend’s outdoor furniture on her septic field was removed and 
placed in the yard of a residence behind my disabled friend’s house. 

During the evening of August 15, 2014, my disabled friend heard a loud noise in her 
yard; she turned on her flood-light and went outside where she saw NGA Source Directorate 
Federal Civilian Supervisory Employee scantily dressed in a white robe in her backyard. My 
disabled friend questioned NGA Source Directorate Federal Civilian Supervisory Employee 
asking him what he was doing in her yard and why he was dressed in a white robe. My disabled 
friend felt short of breath so she returned to her house by passing through her garage and kitchen 
door. While upstairs in her bedroom my disabled friend heard NGA Source Directorate Federal 
Civilian Supervisory Employee calling her name from inside her Kitchen. My disabled friend 
called 911 and the responding FCPD Officer Collins arrested NGA Source Directorate Federal 
Civilian Supervisory Employee who now has two October 22, 2014 pending misdemeanor 
cases: trespassing a class 1 Misdemeanor, Case Number GC14183762-00 and drunk in public a 
class 4 Misdemeanor Case Number GC14183763-00. The criminal case details from the Fairfax 
County General District Court website are inserted below. Also, my disabled friend’s camera 
located in her kitchen the evening of August 15, 2014 is missing. I fear that NGA Source 
Directorate Federal Civilian Supervisory Employee will continue to victimize my disabled friend 
which is why I decided to bring his misconduct to the attention of the NGA IG. 

When I was deployed to Afghanistan in August 2006, I saw a young girl, a child who had 
no hands in the trash on the side of the road. I was engaged in convoy security and protecting 
PRT personnel and I could do nothing to help her and she disappeared; I do not know what 
happened to her. For years, the memory of her has bothered me. I was living temporarily at my 
disabled friend’s house in February 2008, preparing to go on another deployment to 
Afghanistan.  My 2008 Afghanistan deployment was abruptly cancelled and I separated from the 
Navy in August 2008. My disabled friend was in intense pain and frequently bed- ridden back in 
2008 and I began helping her to walk and talk and I would do errands for her and help her around 
her house. 

 I believe God sent me to my disabled friend to help her to deal with the memory I have of 
the girl with no hands in Afghanistan.  By 2013, my disabled friend had improved dramatically, 
she still has serious memory problems, talks slowly and she can only concentrate on one thing at 
a time, but she is much more active and happier. When I departed in August 2013 for my 
summer vacation my disabled friend was happy, laughing, singing and talking at length. She was 
in the best shape I had ever seen her. After NGA Source Directorate Federal Civilian 
Supervisory Employee kicked my disabled friend on August 14, 2013 and I returned on August 
18, 2013, I found my disabled friend totally relapsed to her former state, in immense pain, not 
eating or sleeping; afraid to be in her house and on her property. I could get her to agree to go to 
a doctor about her injury and spinal cord pain but she refused to go to a counselor to deal with 
the trauma that NGA Source Directorate Federal Civilian Supervisory Employee caused her 
when he kicked her on August 14, 2013. 

By the end of September 2013, after the court proceedings were finished, my disabled 
friend was near total physical and mental collapse. She was still afraid to go home and she was at 
my Condo most of the time. I purchased four canaries and a cage and set them up in my condo 
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living room for my disabled friend to watch and hear them sing. I also showed my disabled 
friend how to do breathing exercises and I prepared meals for her. I cancelled my Christmas 
vacation and concentrated on helping My Disabled Friend. She slowly recovered and by January 
2014 she was in much better shape and she was no longer afraid to stay at her house.

I helped my disabled friend past the limit of my abilities and until the cost became too 
high and now I have virtually nothing left. My disabled friend needs the protection and the 
support of a social worker, therapist, psychologist and a lawyer. I am none of these, but because 
my disabled friend is disabled she is helpless in the face of NGA Source Directorate Federal 
Civilian Supervisory Employee belligerence including: harassment, assault, vandalism, theft and 
mistreatment; consequently, I decided to help my disabled friend regardless of the cost. Now I 
am gone and there is no one to defend My Disabled Friend. Have a fine day and thank-you for 
reading this document.
////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////
End of Inserted Letter
////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////

Appendix B
Description of jobs and interviews that were destroyed and threatened by the NGA Source 
Directorate Federal Civilian Supervisory Employee and his entourage of federal CI agents and 
co-opted local Law Enforcement Personnel.

1.      CACI Security Control Assessor; 7500 GEOINT Drive. Fort Belvoir, Virginia; September 
3. 2013 to September 9, 2013.

On September 3, 2013, The NGA Source Directorate Federal Civilian Supervisory 
Employee directed the NGA contract program office to eliminate the contract sub task order 
linked to my pay-code to force CACI to terminate my employment with a contract modification. 
This was to intimidate me so that I would not assist my disabled friend on September 25, 2013 
with her defense against the legal case he brought against her by Federal Civilian Supervisory 
Employees, at the Fairfax County General District Court, Fairfax, Virginia. CACI later rehired 
me for the same position on September 9, 2013.

2.      Boeing Job Interview, Springfield, Virginia; September 19, 2013.                              
The NGA Source Directorate Federal Civilian Supervisory Employee had a CI/LE buddy 

set up a fake Boeing job interview to obtain my SF-86 to give to The NGA Source Directorate 
Federal Civilian Supervisory Employee so that he and his entourage and Officer Musser could 
obtain detailed personal information about me to stalk, harass and defame me. 

3. CACI Security Control Assessor, 7500 GEOINT Drive, Fort Belvoir, Virginia; June 17, 2014.
 Fairfax County Police Department (FCPD) Officer Musser and The NGA Source 
Directorate Federal Civilian Supervisory Employee submitted a false derogatory report about me 
to a NGA Police Officer which ordered him to ban me from NGA. The NGA Source Directorate 
Federal Civilian Supervisory Employee dispatched a FCPD officer name unknown, to an Asian 
Church parking lot near Fort Belvoir, VA-where the FCPD Officer intercepted me and made an 
inappropriate menacing display with four pistols, dressed in full tactical gear backed up by 
another officer who had an automatic rifle. 
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The FCPD Officer with four pistols insulted me with inappropriate questions about my 
income level, financial resources and security clearance; presumably to celebrate my dismissal 
from NGA to anger me so he could have a justified shooting and to conduct an assessment to see 
how effective Officer Musser’s and Federal Civilian Supervisory Employee’s operation to 
destroy my NGA contractor job had been. I did not give him that response instead I talked about 
how God is watching everyone and the police officer calmed down and coerced me into signing 
a document that I was not allowed to see. This police officer would not give me a copy of the 
document he had me sign and after I signed the document he told me that I was free to go. I 
immediately departed and drove to Everett, Washington. For the next two months, Federal CI/LE 
personnel with ground an air assets and signals collection equipment, surveilled, monitored, 
harassed and followed me from Idaho to Everett, Washington and then to Oregon and California. 

4.       L-3 NSS, Continuous Monitoring Analyst-Hoffman Center, Alexandria, Virginia; July 10, 
2015.                                

One day in June 2015, an NGA Employee called out my name as I was passing through 
the first-floor lobby area while exiting the Hoffman Building; I ignored him and continued 
walking. For several weeks after that incident my car was vandalized in the Hoffman Center 
parking garage. Someone beat a dent into my car, broke into it, damaged the engine and left the 
lights on to run down the battery. On June 24, 2015, someone entered my condo in Belle View, 
Virginia 22307, and left six jars of a white substance with sticks sticking out on my kitchen 
counter and damaged my blinds and turned on my living room entertainment sound system. I 
was in danger with nowhere to go, so I used my Grandmother’s death as cover to resign my 
position with L-3 NSS and departed for Washington State on July 10, 2015.

5.      BAE Systems, Incident Response/Threat Intrusion Analyst, Mount Weather, Virginia, 
November 19, 2015.                       

At midnight, November 19, 2015, I was parked at the MWEOC badging entrance as part 
of a routine process to obtain my night shift access badge. Upon approaching the badging office, 
I noticed increased security in the form of a FEMA police SUV parked outside the MWEOC 
Badging Office. Inside the badging office, I handed my driver’s license to the FEMA officer on 
watch as part of the process to obtain my access badge. The FEMA police officer held onto my 
driver’s license and told me to wait. While I was waiting several FEMA police officers came 
inside the building and questioned me about firearms and searched me. It had never crossed my 
mind that I would bring firearms to work so I was confused and alarmed and I asked the FEMA 
police officer who was holding my driver’s license what the delay was about. I was going to be 
late to the midnight shift and the person I needed to relieve had been on watch the previous 
twelve hours.

The FEMA police officer who had my driver’s license told me that the Loudoun County 
Police where coming to talk to me at Mount Weather. I then called my contract supervisor and I 
told him that I would not be able to go to watch because the FEMA police had barred my entry to 
the MWEOC. The FEMA police officer with my driver’s license told me that I was not banned 
but that I could not go to watch.  I said that not being allowed to go to watch was the same as 
being banned and he told me that if he let me go to watch that the “Big Wigs’’ would be upset 
with him. I waited about 40 minutes, contemplating all the possible scenarios, I suspected that 
my life was in danger and then I realized that they could not hold me if I was not charged or 
suspected of a crime.
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I asked the FEMA police officer who was holding my driver’s license to call the watch-
stander I was supposed to relieve and tell him I had resigned my position and that I would not be 
relieving him. The FEMA police officer holding my driver’s license told me “ok don’t get so 
dramatic”, and I told him that I had resigned from my position. The FEMA police watch 
supervisor then obtained my driver’s license and handed it to me and told me that I was free to 
go. I walked out of the MWEOC badging office, entered my vehicle and drove out of the FEMA 
federal reservation area. 

I drove South West, down the mountain on the Blue Ridge Mountain Road. As I was 
driving down the mountain I looked in my rear-view mirror and I saw two police cruisers with 
their lights on coming down the mountain. I pulled over and turned off my engine and waited for 
them.  A black Loudoun County police officer approached my vehicle, I rolled down my window 
and gave my information to him, he told me to place my hands on my steering wheel and he 
walked away from my car. I waited for about twenty minutes and my corporal tunnel syndrome 
kicked in and my arm’s muscles began twitching.

A white Loudon County police officer approached me and asked me questions and told 
me that I could take my hands off the steering wheel. He told me that I had “gotten frustrated up 
there”, and I explained to him about my last watch schedule and my subsequent resignation. I 
also told him that possibly surveillance assets could be approaching close behind him and that I 
would be driving to Washington State that night so that I would be a long distance from those 
surveillance assets. I then told him about all the harassment I had received and the surveillance 
assets that had been deployed against me in 2014.

Finally, the black police officer approached and they served me a protection order and 
they asked me what my relationship to the petitioner was. I have no relationship with the 
petitioner and I have never met, seen nor spoken to her. The white police officer told me that the 
hearing date for the protection order was set for November 24, 2015, at the Fairfax County 
General District Court in Fairfax, Virginia. I studied the protection order and noted all the errors, 
and crossed out dates on it and I understood that it had been re-used at least seven times and that 
it was incomplete and it had pages missing, it had the wrong address for my employer and it also 
did not contain any allegations. Obviously, this was a ploy by the NGA Source Directorate 
Federal Civilian Supervisory Employee to draw me out into the open so that FCPD officer 
Musser could take another shot at me. 

Apparently, per the NGA Source Directorate Federal Civilian Supervisory Employee, 
Officer Musser and his partner had messed up when they did not kill me back on June 17, 2014 
and the NGA Source Directorate Federal Civilian Supervisory Employee wanted to give them a 
second chance to complete this task that he had assigned to them. I decided that I would not be 
so drawn to my death.  The next day I was informed via phone call that I had been banned from 
MWEOC, Mount Weather, Virginia; so, ended the Incident Response/Threat Intrusion Analyst, 
Mount Weather, Virginia job.

6. Newberry Group Cyber Watch Officer, Columbia, Maryland; December 18, 
2015.                                              
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On November 23, 2015, I was kicked out of the Federal client site building that the 
Newberry Group had hired me to work in as a Cyber Watch Officer for undisclosed reasons. I 
complained to the Newberry Group and the government contract representative via the prime 
contract PM. I then received urgent news about a relative who had a medical emergency with a 
collapsed lung, who was in critical condition and needed my assistance for moving him into 
hospice care. I purchased a plane ticket to fly to Seattle, Washington and I called and left a 
message with the Fairfax County General District Court Civil Division asking for a continuance, 
stating that I could not appear for the November 24, 2015, Protection Order Hearing. A series of 
bizarre developments occurred at Reagan National Airport (DCA) that prevented the Alaska 
airlines flight I was booked on from departing. My personal locked case containing FOIA/PA 
files from ODNI (which documented how NGA had deleted/debriefed my security clearance 
from JPAS in coordination with the Loudoun County Police department while they were serving 
me the protection order on Mount Weather) was tampered with and one of my college textbooks 
was stolen, by a Caucasian woman with brown hair, presumably a CI agent detailed by The NGA 
Source Directorate Federal Civilian Supervisory Employee to harass me at DCA.  Also, during 
the delay at DCA, I was questioned by a P8 Poseidon naval pilot from NAS PAX River who is 
also an Alaskan Airlines pilot.

I then changed my itinerary to Baltimore Washington International Airport (BWI) and I 
departed early that evening on a flight to Seattle. While I was in Washington State, I received 
news that the Newberry Group had worked with the prime contract PM and the Government 
Client to get me re-instated at the federal client site in Maryland. In December 2015, I returned 
to Virginia and I resumed work in Maryland. On December 18, 2015, my employment with 
Newberry Group was abruptly terminated for undisclosed reasons. On that same day, the NGA 
Source Directorate Federal Civilian Supervisory Employee celebrated his victory at having me 
terminated from my employment with the Newberry Group by submitting a frivolous lawsuit, 
dated December 18, 2015, at the Fairfax County General District Court against my Disabled 
Friend. The NGA Source Directorate Federal Civilian Supervisory Employee wanted to compel 
her to pay for a fence he had built on his property that borders her property. The Judge made a 
ruling in this case in my disabled friends favor after the NGA Source Directorate Federal 
Civilian Supervisory Employee submitted false evidence and committed perjury in his attempt to 
deceive the court and force my disabled friend to pay him $3,200.00.

7. Information Assurance Specialist, ManTech, Stafford, Virginia; February 9, 2016.
In order survive in a hostile environment during the signals collection/surveillance 

operation that is in effect against me; I established an early warning indicator at the George 
Washington Masonic Memorial. The purpose of this indicator was to protect myself at my next 
job, which was located at the Marine Corps Intelligence Activity (MCIA), Quantico, Virginia. 
Everything went well until February 8, 2016, when the indictor was suddenly tripped alerting me 
to danger. On February 9, 2016, I was banned from the MCIA SCIF via removal of my security 
clearance by HQMC SSO for undisclosed reasons. I resigned from my ManTech contractor job 
and I immediately departed to avoid a possible ambush.

8. National Geospatial Intelligence Agency (NGA), 7500 GEOINT Drive, Fort Belvoir, Virginia; 
Computer Network Defense (CND) Job Interview; April 19, 2017.
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In April 2016, I received a cell phone call from an NGA recruiter, in which I was 
informed that I had been selected for an NGA job interview fair and a CND job interview at 
NGA Springfield, Virginia on April 19, 2016.   Later that month I received a phone call from my 
mother who told me that she had been interviewed via phone call by an FBI agent from the FBI 
Seattle Office Joint Terrorism Task Force and my mother gave me his number. I called and 
talked to the FBI agent about The NGA Source Directorate Federal Civilian Supervisory 
Employee and Federal Civilian Supervisory Employee’s harassment of myself and my Disabled 
Friend. The FBI agent told me that he was following up on a report he had received from NGA 
that said that I was armed and a threat to public buildings. I informed him that NGA had 
scheduled me for a job interview on April 19, 2016 and he told me to be careful. 

I then did some research on the NGA job fair and job interview and all seemed to be real 
and not some fake interview like the Boeing interview was back on September 19, 2013. I also 
called NGA security and informed them of my scheduled job interview and I informed NGA 
security that I had been verbally banned from NGA back in June 2014, and I asked them if I was 
permitted to come to the job interview. NGA security informed me that I could come to the job 
interview and that they would contact me if anything changed about if I could come to NGA on 
April 19, 2016, for a job interview. I decided to go to the job interview because my current 
degree major is a BS geography degree, I am interested in geography, geopolitics and 
cartography, NGA is an excellent location for me to work and this was the only face-to-face 
interview request I had ever received from NGA. 

I went to the job interview, dressed in the same suite I had been wearing when I was 
verbally banned from NGA on June 17, 2014 and I parked in the same Asian Church parking lot 
that the FCPD police officer had threatened and coerced me at back on June 17, 2014. I walked 
to the NGA Visitor Control Center, arriving ten minutes late and on foot to avoid any possible 
ambush that would probably occur in or near the NGA visitor parking garage. In the NGA 
Visitor Control Center, I was harassed and delayed by a Fairfax County Police Officer who was 
trying to interfere with my job interview and stop it from taking place. This female FCPD 
Sergeant told me that she had a restraining order and when I asked her for a copy of it, she 
refused to give it to me and she took down my information and departed. I then asked the NGA 
human resources personnel who were there to escort me if I could go to the job interview and 
why was I called to report to NGA for a job interview only to be served a restraining order? They 
told me that they checked with NGA security and I was permitted to go to the interview and to 
be physically present on the NCE campus.                                                                                                                 

I had applied for jobs at NGA for the previous five years and this was the only face-to-
face interview request I had ever received, so I went to the interview and the subsequent NGA 
new hire workshops. Two weeks later I received a letter from the US Army Fort Belvoir 
Garrison Commander that permanently barred me from Fort Belvoir. It seems that the 
Supervisory Federal Civilian Employee and his cabal of Fairfax County Police fraternity buddies 
and federal CI personnel were unsuccessful in having me banned at NGA Campus East so they 
merchandised heavily against me at the Fort Belvoir Judge advocate office, selling their wild, 
false narrative that I am a domestic terrorist due to the fact I served on active duty in Afghanistan 
and I own guns, which resulted in the Fort Belvoir Judge Advocate Office permanently banning 
me from Fort Belvoir. 
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My first impression was that they might as well ban me from the moon, I have never 
worked at Fort Belvoir and I have no acquaintances at Fort Belvoir as the letter claims. Upon 
further analysis, it became apparent that the intent is to prevent me from going to job interviews 
and obtaining employment at NGA Campus East and the NRO Aerospace Data Facility East; and 
to prevent me from going to appointments at the regional veteran’s center which is now located 
at Fort Belvoir. Apparently, neither NGA nor NRO own the buildings or land they are housed in 
and located on. In fact, the US Army owns the land, so the US Army can veto any hiring 
decision made by NGA and NRO ADF-E by merely banning the targeted person from the Fort 
Belvoir grounds.

9. Tysons Corner, Virginia, Information Assurance Analyst; August 26, 2016.
At approximately 2:15 PM, August 26, 2016, FCPD Detective Shelly Pleua and another 

male detective, name unknown, came to my place of employment near Tysons Corner, Virginia 
as part of their investigation into a protective order on the behalf of Officer Musser, The NGA 
Source Directorate Federal Civilian Supervisory Employee and the petitioner. The Detectives 
presence and inquiries alarmed my employers senior Management and damaged my standing 
with my employer and put my job in jeopardy. This is my seventh job since June 2014, that The 
NGA Source Directorate Federal Civilian Supervisory Employee has destroyed utilizing his 
entourage of police fraternity connections and federal counter-intelligence/Law Enforcement 
(CI/LE) resources. The story that The NGA Source Directorate Federal Civilian Supervisory 
Employee and Office Musser put together in 2014, is that I am an unstable person intent on 
attacking government facilities/personnel. They put this false narrative together in June 2014 as 
retaliation against me for defending my disabled friend in court after The NGA Source 
Directorate Federal Civilian Supervisory Employee beat her up on August 14, 2013; and, as 
retaliation against me for submitting a complaint against Officer Musser for harassment and 
illegal distribution of PII in June 2014.  

These activities purposes are to eliminate my financial resources so that I will stop 
helping my Disabled Friend; to create a criminal history that is linked to me, destroy my 
reputation and harass and provoke me with the objective of turning me into a criminal to make 
their false narrative about me appear to be the truth. When Federal Civilian Supervisory 
Employee’s entourage discovers my employment location they launch a two-prong attack against 
me utilizing federal counter-intelligence assets to illegally surveil/harass me and slander me at 
the security offices of my employer. If this is unsuccessful Federal Civilian Supervisory 
Employee’s utilizes his second avenue of attack in the form of repeated frivolous protective 
orders and utilizes his police fraternity connections to dispatch FCPD LE personnel to 
investigate me to defame me and get me fired/banned at my places of employment.    
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