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Janus-10 High Level Deployment Steps 
 
The Janus-10 device requires several steps before becoming operational and protecting a 
resource. 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
All Janus-10 devices are in Active mode protecting the selected resources. 

Configure the biometric thumb drives using the Janus Management application and create 
a system password. Copy the password file to all the biometric thumb drives 

 

Connect the Janus-10 WAN interface directly to a Windows 10 computer running the Janus 
device Management application and add the device to the system 

 

Connect the Janus-10 device in line with a protected resource. The device will be in 
inactive mode which passes all traffic unaltered prior to final configuration 

 

Repeat the above two steps to add/deploy all remaining Janus-10 devices 
 

Using the Management application add the protected resources, Janus connections, and 
set mode to Active for each device. Select Update Database to save changes for each 
device locally without uploading 

 

Select all Janus devices and Update Device 
 

Enter the default system settings in the Janus Management application 


