Curriculum Correlation Document
Spotting Online Harassment
Aligned to the Ontario Curriculum (Grades 5–9)
HPE • Science & Technology • Language

Based on video: Spotting Online Harassment


Overview
This video explains how to identify behavioural, emotional, social, and online indicators that a child or teen may be experiencing online harassment. It highlights signs such as mood changes, secrecy around device use, withdrawal, risky coping behaviours, and harmful messages. This document maps the video content to Ontario curriculum expectations in HPE, Science & Technology, and Language.


Health and Physical Education (HPE)
	Ontario Outcome
	Strand / Grade Range
	Video Correlation

	Identify emotional and behavioural signs of harm and stress.
	Strand A – SEL Skills (5–9)
	Mood swings, sadness, anxiety, secrecy around device use, screen hiding.

	Apply personal safety strategies and know when to seek help.
	Strand D – Personal Safety
	Telling a trusted adult, collecting screenshots, understanding reporting tools.

	Analyze how online interactions affect mental and emotional well-being.
	Strand D – Healthy Living
	Explains self-harm risks, withdrawal from school, reduced eating/sleeping.




Science & Technology
	Ontario Outcome
	Strand
	Video Correlation

	Explain risks associated with digital communication tools.
	Strand A – Technology & Society
	Harassing messages, fake profiles created in a child’s name, unwanted explicit links.

	Describe patterns in digital behaviour that indicate distress.
	Strand A – STEM Skills
	Obsessive checking, sudden avoidance of online spaces, deleting messages.

	Identify technological safety practices.
	Strand A – Safety & Responsibility
	Encourages monitoring digital habits, not accepting unknown messages, reporting abusive accounts.




Language – Media Literacy
	Ontario Outcome
	Strand
	Video Correlation

	Interpret explicit and implicit messages in digital communication.
	Strand C – Comprehension
	Explicit: harassment signs. Implicit: importance of emotional openness and support.

	Evaluate seriousness and credibility of digital interactions.
	Strand A2 – Digital Media Literacy
	Threatening messages, harmful language, fake profiles.

	Produce reflective responses demonstrating digital safety awareness.
	Strand D – Composition
	Encourages discussing worries, building safety plans, talking openly with trusted adults.



