Curriculum Correlation Document
Social Media Safety 1
Aligned to the Ontario Curriculum (Grades 6–9)
HPE • Science & Technology • Language

Based on video: social media safety 


Overview
The educational video explains key aspects of social media safety for teens, including protecting personal information, setting strong passwords, using privacy settings, avoiding strangers and scams, preventing cyberbullying, spotting fake news, and keeping devices secure. This document maps key moments in the video to relevant Ontario curriculum expectations in Health & Physical Education, Science & Technology, and Language.


Health and Physical Education (HPE)
	Ontario Outcome
	Strand / Grade Range
	Video Correlation

	Identify and apply safe practices when using social media (e.g., protecting personal information, age-appropriate use).
	Strand D – Personal Safety (Grades 6–9)
	Explains under‑13 age restrictions; advises against sharing real name, birth year, address or phone number; encourages checking with a parent when unsure.

	Demonstrate understanding of the impacts of online behaviour on mental and emotional well-being.
	Strand A – Social-Emotional Learning; Strand D – Healthy Living
	Highlights permanence of posts, online reputation, regretful posting when angry, and the importance of thinking before posting.

	Use decision-making strategies to respond appropriately to cyberbullying and unsafe messages.
	Strand D – Healthy Living Skills
	Cyberbullying section: always be kind, never post hurtful messages, tell a trusted adult, report to platform moderators, delete suspicious messages requesting money or information.




Science & Technology
	Ontario Outcome
	Strand
	Video Correlation

	Describe how digital communication systems work and their potential risks (e.g., fake accounts, phishing, malware).
	Strand A – Technology and Society / Safety & Responsibility
	Explains that people can pretend to be someone else, warns about fake accounts, suspicious links, scams promising prizes, and the need to delete or ignore such messages.

	Explain methods of protecting data and devices.
	Strand A – STEM Skills
	Recommends strong passwords (12+ characters, mix of symbols), two‑factor authentication, antivirus software, device locks, and not letting others use devices unsupervised.

	Recognize that digital information can be stored, copied, and shared.
	Strand A – Technology & Society
	States that nothing online is fully private; posts can be shared and remain even after deletion.




Language – Media Literacy
	Ontario Outcome
	Strand
	Video Correlation

	Interpret and evaluate media messages relating to online safety and digital citizenship.
	Strand A2 – Digital Media Literacy; Strand C – Comprehension
	Overview of benefits and risks of social media; prompts to think about reputation, permanence of posts, and fake news.

	Identify explicit and implicit messages in digital texts.
	Strand C – Comprehension
	Explicit: rules for usernames, privacy, fake news, scams. Implicit: value of caution, responsibility, and critical thinking.

	Create reflective responses demonstrating understanding of safe online behaviour.
	Strand D – Composition
	Students can develop personal safety plans based on rules such as 'check your mood before posting', 'verify before sharing', and 'review privacy settings regularly'.



