Corrélation au curriculum
Naviguer la sécurité en ligne à l’école intermédiaire
Aligné au curriculum de l’Ontario (6e–8e année)
ÉPS • Sciences et technologie • Français

Navigating Online Safety in Middle School


Aperçu
Cette vidéo explique la cybersécurité, la sécurité sur les réseaux sociaux, la cyberintimidation, la protection de la vie privée et l’importance de comportements sécuritaires en ligne. Ce document montre comment ces thèmes correspondent aux attentes du curriculum ontarien pour les élèves de 6e à 8e année.


Éducation physique et santé (ÉPS)
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Comprendre et appliquer des pratiques sécuritaires en ligne.
	Volet D – Sécurité personnelle (6e–8e)
	Cybersécurité : mots de passe forts, antivirus, prudence avec les liens.

	Reconnaître les effets de la cyberintimidation sur le bien‑être.
	Volet A – Compétences socioémotionnelles
	La vidéo explique les effets : isolement, honte, anxiété, dépression.

	Utiliser des stratégies pour réagir aux situations risquées.
	Volet D – Vie saine
	Conseils : ne pas répliquer, documenter la situation, en parler à un adulte.




Sciences et technologie
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Décrire comment les technologies protègent l’information.
	Volet A – Compétences STIM
	Explication de la cybersécurité : protection contre les pirates informatiques.

	Analyser les risques associés aux réseaux sociaux.
	Volet A – Technologie et société
	Dangers présentés : arnaques, hameçonnage, atteinte à la vie privée.

	Comprendre comment utiliser les outils numériques de façon responsable.
	Volet A – Sécurité numérique
	Exemples : vigilance lors de la navigation, protection des données personnelles.




Français – Littératie médiatique et numérique
	Attente / Résultat
	Volet / Niveau
	Lien vidéo

	Interpréter des messages médiatiques liés à la sécurité numérique.
	Littératie numérique (6e–8e année)
	Analyse des risques en ligne, contenu nuisible, comportements sécuritaires.

	Identifier les messages explicites et implicites.
	Compréhension orale/médiatique
	Explicite : étapes pour se protéger. Implicite : importance de l'identité numérique.

	Produire des réponses critiques aux textes médiatiques.
	Production écrite/orale
	Invitation à réfléchir : quoi publier, quoi éviter, comment réagir à la cyberintimidation.



