Guide pour parents 
Comprendre la cyberintimidation
Basé sur la vidéo: What is Cyberbullying? For Parents
1. Ce que la vidéo explique
La vidéo explique que la cyberintimidation se produit lorsqu'une personne utilise un téléphone, un ordinateur ou les réseaux sociaux pour blesser, humilier ou menacer quelqu’un. Elle peut être directe (messages blessants) ou indirecte (rumeurs, faux comptes, partage d’informations privées). La vidéo souligne que la cyberintimidation peut survenir à tout moment, rendant l’impact émotionnel plus difficile à fuir.
2. Recherches indépendantes qui soutiennent ce message
• UNICEF : la cyberintimidation augmente l’anxiété et réduit la concentration scolaire.
• Pew Research : 59 % des adolescents disent avoir été intimidés en ligne.
• CDC : la cyberintimidation est liée à la détresse émotionnelle et au risque d’automutilation.
• APA : les enfants parlent plus facilement lorsqu’on leur garantit un espace sécuritaire.
• Centre canadien de cybersécurité : les faux comptes sont un outil fréquent d’intimidation.
3. Comment en parler avec votre enfant
• Posez des questions ouvertes : « Quelqu’un t’a-t-il déjà dit quelque chose de blessant en ligne ? »
• Rassurez-le : il ne perdra pas ses appareils en vous en parlant.
• Expliquez que les mots en ligne peuvent blesser autant que ceux en personne.
• Encouragez-le à vous montrer les messages inquiétants.
• Parlez de l’importance de la gentillesse en ligne.
4. Messages clés à répéter
• Le harcèlement n’est jamais la faute de l’enfant.
• Ne jamais répondre à un message blessant.
• Conserver des preuves (captures d’écran).
• Bloquer et signaler les comptes nuisibles.
• Toujours en parler à un adulte de confiance.
5. Activités parent-enfant (6 idées détaillées)
1. Routine d’émotions:
Aider l’enfant à mettre des mots sur ses émotions pour mieux demander de l’aide.
2. Jeux de rôle – réactions sécuritaires:
Pratiquer le blocage, le signalement et la prise de captures d’écran.
3. Défi gentillesse en ligne:
Transformer des commentaires négatifs en messages bienveillants.
4. Reconnaître les faux comptes:
Apprendre à distinguer les profils authentiques des profils suspects.
5. Empreinte numérique:
Montrer comment une publication peut circuler largement sans contrôle.
6. Plan familial de gestion des conflits en ligne:
Créer une démarche claire en cas de cyberintimidation.
6. Plan d’unité multi-leçons
Leçon 1 : Comprendre la cyberintimidation:
Types, impacts, anonymat, intimidation directe et indirecte.
Leçon 2 : Signes d’alerte:
Changements émotionnels, repli, secret autour des écrans.
Leçon 3 : Sécurité émotionnelle:
Créer un espace de parole sécurisant, valider les émotions.
Leçon 4 : Bloquer, signaler et documenter:
Apprendre à utiliser les outils de sécurité intégrés.
Leçon 5 : Développer la résilience:
Stratégies d’adaptation et habitudes numériques saines.
Leçon 6 : Plan familial de sécurité numérique:
Établir des règles durables pour la maison et l’école.
