Quiz: Your Digital Footprint
Name: ___________________________ Date: ___________________________
Instructions: Read each question carefully and answer to the best of your ability.

Part A: Multiple Choice (Circle the best answer)
1. What does the phrase "digital footprint" refer to? a) The actual size of your foot when you use a computer b) All the traces and data you leave behind from your online activities c) A special type of computer virus d) The amount of time you spend online
2. Which of the following is an example of a good cybersecurity habit? a) Using the same simple password for all your accounts b) Clicking on every link you receive in an email c) Installing antivirus software on your devices d) Sharing your personal login information with friends
3. The video states that cyberbullying can include: a) Sending kind messages to a friend b) Spreading rumors or lies about someone online c) Sharing academic achievements d) Playing online games fairly
4. If someone is cyberbullying you, the video strongly advises against: a) Documenting the situation b) Telling a trusted adult c) Retaliating or fighting back online d) Blocking the bully
5. What is the main message behind "What you put on the internet will stay on the internet"? a) You can easily delete anything you post later b) Online content can be permanent and hard to remove c) Only very old information stays on the internet d) The internet remembers your favorite websites

Part B: Short Answer
6. Name two reasons why it is important to use strong passwords for your online accounts.
1. 
2. 
7. Describe how creating a fake profile to impersonate someone else online is a form of cyberbullying.


8. Imagine you posted a comment online about a TV show, and now a year later, you're applying for a volunteer position at a local community center in Ontario. Why might that old comment potentially be a concern for your application, even if it seemed harmless at the time?



9. When you or a friend are experiencing cyberbullying, what are the two immediate steps recommended in the video to get help and protect yourselves?
1. 
2. 

Answer Key (for teacher use):
Part A: Multiple Choice
1. b) All the traces and data you leave behind from your online activities
2. c) Installing antivirus software on your devices
3. b) Spreading rumors or lies about someone online
4. c) Retaliating or fighting back online
5. b) Online content can be permanent and hard to remove
Part B: Short Answer 6. (Any two of the following or similar): 1. To prevent hackers from stealing your personal information. 2. To protect your devices from harm. 3. To keep your accounts secure. 7. (Accept answers similar to): Creating a fake profile to impersonate someone else is cyberbullying because it involves deception and can be used to spread rumors, say mean things, embarrass, or harass the real person, causing them harm and distress. 8. (Accept answers similar to): That old comment forms part of your digital footprint. Potential employers or organizations might search your name online and see comments that could be seen as unprofessional, immature, or not aligned with their values, even if you've changed since then. This shows the long-term impact of online content. 9. (Any two of the following or similar): 1. Document the situation (take screenshots, save messages). 2. Tell a trusted adult (teacher, parent, counsellor)

