Quiz: Digital Detectives: Online Safety!
Name: ____________________________ Date: ____________________________
Instructions: Read each question carefully and circle the best answer or fill in the blank. You may refer to the "Digital Citizenship for Kids" transcript if needed.

Part 1: True or False (5 points)
1. True / False: It's always easy to tell if someone online is pretending to be a kid.
2. True / False: If a stranger online uses lots of emojis and abbreviations, they are probably a real kid.
3. True / False: Your parents will be mad at you if you tell them a stranger online asked for inappropriate photos.
4. True / False: Once something online feels weird, it's best to keep it a secret.
5. True / False: It's okay to give your home address to an online friend if they ask nicely.

Part 2: Multiple Choice (5 points)
6. Which of these is a sign that an online stranger might be an adult pretending to be a kid? a) They use very formal language like "How are you doing today?" b) They use lots of slang and memes. c) They only talk about video games. d) They share funny pictures.
7. What is a "major red flag" that means you should tell an adult immediately? a) An online friend uses too many emojis. b) A stranger asks you to send photos in your underwear or naked. c) Someone online talks about their favorite movie. d) An online friend doesn't respond right away.
8. What should you do if an online stranger asks to meet you in person or come to your house? a) Go meet them, but bring a friend. b) Agree, but tell your parents later. c) Leave the conversation right away and ask an adult for help. d) Ask them why they want to meet.
9. Why is it important to never give out personal information like your school name or phone number online? a) It makes your parents angry. b) So you don't get too many messages. c) Dangerous people might use that information to hurt you. d) It's against the rules of some games.
10. According to the transcript, what do real kids use when they message each other online? a) Formal English paper writing style. b) Emojis, abbreviations, and memes. c) Only very serious and formal words. d) Only full sentences and perfect grammar.

Part 3: Short Answer (5 points)
11. Name two of the four "red flags" (signs) that can help you recognize if someone online is a dangerous stranger.
1. 
2. 
12. The transcript gave three main rules to remember for staying safe online. List one of these rules.

13. If someone online threatens you, even if they tell you not to, what should you do?

14. Name two trusted adults you can talk to if something online makes you feel uncomfortable or scared.
1. 
2. 

Total: 15 points
