Plan de leçon: Superhéros de la sécurité Internet !
Niveau Scolaire Suggéré : Maternelle (Kindergarten)
Matières : Éducation physique et à la santé, Français, Arts plastiques
Objectifs d'apprentissage : Les élèves seront capables de :
1. Comprendre qu'Internet est un endroit amusant, mais qu'il y a aussi des règles pour rester en sécurité.
2. Identifier trois règles clés pour rester en sécurité en ligne : garder les informations personnelles privées, ne pas parler aux étrangers et demander l'aide d'un adulte.
3. Reconnaître quand quelque chose en ligne les rend tristes ou effrayés, et savoir qu'il est correct de dire non et d'en parler à un adulte de confiance.
4. Identifier les adultes de confiance à qui ils peuvent parler de la sécurité en ligne.
Matériel :
· Livre d'histoires sur la sécurité Internet (facultatif, par exemple, "L'Internet est comme une ville" d'Emily et Ben King, simplifié pour la maternelle).
· Grand papier ou tableau blanc.
· Marqueurs.
· Feuilles de dessin et crayons de couleur pour chaque élève.
· Optionnel : Images de différentes émotions (heureux, triste, effrayé).
· Cartes illustrées d'« adultes de confiance » (parents, enseignant, directeur, bibliothécaire, policier).
Procédure du Plan de Leçon (Français Québecois):
Partie 1 : Le terrain de jeux Internet (15 minutes)
1. Accroche (5 min) : Rassemblez les élèves et demandez-leur d'imaginer leur terrain de jeux préféré. « Qu'est-ce qui rend notre terrain de jeux amusant ? Quelles sont les règles qui nous gardent en sécurité ? » (par exemple, pas de bousculade, on attend son tour, on ne court pas devant les balançoires).
2. Introduction à Internet (10 min) : Expliquez qu'il existe un autre très grand terrain de jeux super amusant appelé « Internet ». On peut y regarder des vidéos, jouer à des jeux et apprendre de nouvelles choses ! Mais tout comme notre terrain de jeux physique, Internet a des règles pour nous garder en sécurité.
· Discutez : « Qui utilise Internet à la maison ? Qu'est-ce que vous aimez y faire ? »
· Référence culturelle (Contexte québécois) : Reliez cela à des lieux familiers au Québec. « Tout comme lorsque nous allons à un grand parc comme le Parc La Fontaine à Montréal ou au Village du Père Noël à Val-David, nous devons connaître les règles pour rester en sécurité et nous amuser ! »
Partie 2 : Nos superpouvoirs de sécurité Internet (20 minutes)
1. Introduction aux règles clés (15 min) : Expliquez que nous allons apprendre trois superpouvoirs de sécurité Internet. Écrivez chaque règle sur le grand papier en utilisant des mots simples et un indice visuel (par exemple, un cadenas pour la confidentialité, un « X » rouge sur le visage d'un étranger pour ne pas parler aux étrangers, une grande oreille pour demander à un adulte).
· Superpouvoir 1 : Garder les choses privées ! Discutez de ce que signifie « privé » (votre nom, où vous habitez, votre numéro de téléphone, votre école). « Nous ne partageons pas ces informations avec des personnes que nous ne connaissons pas sur Internet, tout comme nous ne disons pas à des étrangers dans la rue où nous habitons. »
· Superpouvoir 2 : Ne pas parler aux étrangers en ligne ! « Si vous ne connaissez pas quelqu'un dans la vraie vie, c'est un étranger. Nous ne parlons qu'à la famille et aux amis en ligne. »
· Superpouvoir 3 : Demander l'aide d'un adulte ! « Si vous voyez quelque chose d'étrange, ou si quelqu'un en ligne vous rend triste ou effrayé, il est correct de dire NON et d'en parler tout de suite à un adulte ! »
· Référence culturelle (Contexte québécois) : Présentez des cartes illustrées d'adultes de confiance. « Qui sont les adultes en qui nous pouvons avoir confiance ici dans notre communauté québécoise ? (Parents, enseignants, grands-parents, bibliothécaire scolaire, directeur, policier local). » Soulignez que ces adultes sont là pour les protéger.
2. Jeu de rôle (5 min) : Simulez brièvement un scénario : « Quelqu'un en ligne demande votre nom. » L'élève dit « Non ! » et « Je dois en parler à un adulte ! » ou « Quelqu'un en ligne envoie une image effrayante. » L'élève dit « Ça me fait peur, je vais le dire à mon enseignant ! »
Partie 3 : Dessine ton superhéros de la sécurité Internet ! (15 minutes)
1. Activité : Distribuez des feuilles de dessin et des crayons. « C'est maintenant votre tour d'être un superhéros de la sécurité Internet ! Dessinez-vous en train de montrer l'un de nos superpouvoirs de sécurité Internet. »
· Exemples : Dessinez-vous avec un grand panneau NON, dessinez-vous en train de parler à un adulte, dessinez-vous en train de garder votre nom secret.
2. Partage (facultatif, 5 min) : Demandez à quelques élèves de partager leurs dessins et d'expliquer leur superpouvoir.
Partie 4 : Conclusion (5 minutes)
1. Récapitulatif : Revoyez les trois superpouvoirs de sécurité Internet. Rappelez aux élèves qu'ils sont géniaux et qu'ils peuvent rester en sécurité en ligne en utilisant ces superpouvoirs.

Correlation with the Ontario Kindergarten Curriculum Guides (French Lesson Plan - Translated Expectations):
Ce plan de leçon s'aligne avec plusieurs résultats du Programme d'études de la maternelle de l'Ontario, traduit pour le contexte francophone :
· Appartenance et contribution (Attente générale 1) : Les enfants développent un sentiment d'appartenance et contribuent à leurs groupes et à leurs communautés.
· 1.1 Démontrer une compréhension d'eux-mêmes en tant qu'individus et en tant que membres de divers groupes (p. ex., famille, groupe culturel, groupe de pairs, communauté scolaire). Corrélation : Les élèves comprennent leur rôle en tant que membres d'une communauté en ligne et les règles qui contribuent à la sécurité de cette communauté.
· 1.3 Démontrer une compréhension de la nécessité et de l'importance des règles et des lois, et faire preuve de respect envers les règles et les droits des autres. Corrélation : Les élèves apprennent des règles de sécurité spécifiques pour Internet et pourquoi ces règles sont importantes pour leur sécurité et celle des autres.
· Autorégulation et bien-être (Attente générale 2) : Les enfants développent un sentiment d'autorégulation et de bien-être.
· 2.1 Exprimer leurs pensées et leurs sentiments, et réagir aux pensées et aux sentiments des autres. Corrélation : Les élèves apprennent à exprimer des sentiments comme la tristesse ou la peur lorsqu'ils rencontrent du contenu en ligne inapproprié et sont habilités à dire non et à chercher de l'aide.
· 2.3 Développer leur estime de soi et leur capacité à reconnaître et à valoriser leurs propres capacités et celles des autres. Corrélation : L'autonomisation des élèves à prendre en main leur sécurité en ligne renforce la confiance en soi et un sentiment d'efficacité personnelle.
· Démontrer des comportements en littératie et en mathématiques (Attente générale 3) : Les enfants communiquent leurs pensées, leurs sentiments et leurs idées en utilisant une variété d'outils et de formes.
· 3.1 Communiquer leurs idées et leur compréhension oralement, visuellement et/ou par écrit, en utilisant une variété de formes. Corrélation : Les élèves participent à des discussions, à des jeux de rôle et à des dessins pour exprimer leur compréhension de la sécurité Internet.
· 3.2 Suivre des instructions à deux ou trois étapes. Corrélation : Les élèves suivent des instructions pendant les activités et comprennent des règles de sécurité à plusieurs étapes
