Parent & Caregiver Guide – Understanding Cyberbullying
Based on video: What is Cyberbullying? For Parents
1. What the Video Teaches Parents
The video explains that cyberbullying happens when someone uses phones, computers, gaming systems, or social media to hurt, embarrass, or threaten another person. It highlights direct bullying (hurtful messages) and indirect bullying (spreading rumors, fake accounts, sharing private info). It emphasizes that cyberbullying can happen anytime, making it hard for children to escape the emotional impact.
2. Independent Research Supporting the Video’s Message
• UNICEF: Cyberbullying increases anxiety, depression, and lowers academic focus.
• Pew Research: 59% of teens report being bullied or harassed online.
• CDC: Cyberbullying is strongly linked to sleep issues, emotional distress, and self-harm risk.
• APA: Children are more likely to report cyberbullying when parents maintain open, non-judgmental communication.
• Canadian Centre for Child Protection: Fake accounts and anonymous messaging are among the most common bullying tactics.
3. How Parents Can Talk to Their Children
• Ask: “Has anyone said something online that made you uncomfortable?”
• Reassure them you won’t remove their devices for being honest.
• Explain that online messages can feel just as hurtful as in-person words.
• Let children practice showing you upsetting messages without fear.
• Encourage empathy: “How would this comment feel if it were said to you?”
4. Key Safety Lessons to Reinforce
• Hurtful behavior is never acceptable online or offline.
• Children should not respond to bullying messages.
• Save evidence of bullying (screenshots, usernames, dates).
• Block and report harmful accounts.
• Always tell a trusted adult.
5. Parent–Child Activities (6 Detailed Ideas)
1. Emotion Vocabulary Practice:
Help your child name feelings (confused, hurt, scared, angry) to build confidence in communicating about online issues.
2. Safe Response Role-Play:
Practice calm reactions: blocking, reporting, taking screenshots, telling an adult.
3. Online Kindness Challenge:
Identify real online comments and rewrite them to be supportive or respectful.
4. Fake Account Awareness Game:
Compare real vs suspicious profiles and learn signs of impersonation.
5. Digital Footprint Activity:
Show how posts, shares, or screenshots can spread beyond the original audience.
6. Create a Family Plan for Online Conflict:
Together, outline steps for what to do if bullying happens at home or school.
6. Multi-Lesson Unit Plan (For Parents, Educators & Caregivers)
Lesson 1: Understanding Cyberbullying:
Different forms, direct/indirect harm, anonymity, emotional impact.
Lesson 2: Spotting Warning Signs:
Behavioral clues (withdrawal, secrecy), digital signs (screen hiding, logging off suddenly).
Lesson 3: Emotional Safety & Communication:
How to talk about hard feelings, reducing shame, building trust.
Lesson 4: Reporting, Blocking & Documentation:
Practice using apps’ safety tools and how to gather evidence.
Lesson 5: Building Resilience:
Teach coping skills, healthy tech habits, and support networks.
Lesson 6: Family Cyber-Safety Plan:
Create rules for devices, communication, privacy, and safe reporting pathways.
